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Proposed changes:

*** 1st Change ***

5.6.2.2.2
Request service API security method from CAPIF using Service_Security_Method_Request service operation

To negotiate and obtain service API security method information from the CAPIF core function, the API invoker shall send an HTTP POST message to the CAPIF core function. The body of the HTTP POST message shall include Security Method Request and a Notification Destination URI for security related notifications. The Security Method Request from the API invoker contains the unique interface details of the service APIs and may contain a preferred method for each unique service API interface.
Upon receiving the above described HTTP POST message, the CAPIF core function shall:

1.
determine the security method for each service API interface as specified in 3GPP TS 33.122 [16]; 

2.
store the Notification Destination URI for security related notification.
3.
create a new resource as defined in subclause 8.4.3;

4.
return the security method information and the CAPIF Resource URI in the response message; and

*** 2nd Change ***

8.5.4.2.2
Type: ServiceSecurity

Table 8.5.4.2.2-1: Definition of type ServiceSecurity

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	securityPreferences
	SecurityMethod
	O
	0..N
	API invoker's preference of the security method for a service API interface.

May be present in the HTTP POST request from the API invoker to the CAPIF core function to negotiate the security mechanism.

Shall not be present in any other HTTP request or HTTP response.
	

	selectedSecurityMethods
	SecurityMethod
	C
	0..N
	Security method selected by the CAPIF core function for each service API interface. Shall be present in the HTTP POST response from the CAPIF core function to the API invoker.

Shall not be present in any other HTTP request or HTTP response.
	

	apiInvokerSecurityMethods
	SecurityMethod
	O
	0..N
	Security method for each service API interface selected for the API invoker by the CAPIF core function. May be present only in the HTTP GET response from the CAPIF core function to the API exposing function.

Shall not be present in any other HTTP request or HTTP response.
	

	securityNotificationDestination
	SecurityNotificationDestination
	C
	0..1
	Security notification destination information provided by the API invoker. Shall be present in the HTTP POST request from the API invoker to the CAPIF core function, to negotiate the security mechanism.

Shall not be present in any other HTTP request or HTTP response.
	


*** End of Changes ***
