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	Reason for change:
	The main clauses of TS 24.229 mentions "emergency bearers for the support of emergency calls". In the context of Annex B and Annex L, this term is well understood. However, in the context of Annex R and Annex U some confusion may arise.
Annex R was already updated to clarify that WLAN supports "emergency bearers":

R.2.2.6.1
General
In this release of the specification, a WLAN, conforming to the requirements in this annex, defines emergency bearers. Emergency session is supported  over the WLAN access if the UE has failed or has not been able to use 3GPP access to set up an emergency session as described in 3GPP TS 23.167 [4B] annex J. IMS emergency session is also supported for UEs with unavailable IMSI (i.e. a UE without USIM) or unauthenticated IMSI.

It is now time to also update Annex U.



	
	

	Summary of change:
	Clarify that emergency bearer may or may not be referred to as "emergency bearers" within the context of an access technology.
Clarify that the 5GS does define emergency bearers, by means of emergency PDU session.



	
	

	Consequences if not approved:
	In the 5GS, the UE is not required to perform an emergency registration prior to initiating an emergency session.
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***** First change *****
4.7.2
Emergency calls generated by a UE
If the UE cannot detect the emergency call attempt, the UE initiates the request as per normal procedures as described in subclause 5.1.2A. Depending on network policies, for a non-roaming UE or for a roaming UE where the P-CSCF is in the same network where the UE is roaming an emergency call attempt can succeed even if the UE did not detect that an emergency session is being requested, otherwise the network rejects the request indicating to the UE that the attempt was for an emergency service.

The UE procedures for UE detectable emergency calls are defined in subclause 5.1.6.

The P-CSCF, S-CSCF, IBCF, and E-CSCF procedures for emergency service are described in subclause 5.2.10, 5.4.8, 5.10.3.2 and 5.11, respectively.

Access dependent aspects of emergency service (e.g. whether the access technology defines emergency bearers, emergency registration support and location provision) are defined in the access technology specific annexes for each access technology.
There are a number of variants within these procedures and which variant gets used depends on a number of issues. These conditions are defined more specifically in 3GPP TS 23.167 [4B] and, where appropriate, in the access technology specific annex, but are summarised as follows:

a)
if the UE knows that it is in its own home network, then an existing registration is permitted to be used for signalling the emergency call, except where item c) applies. The access technology specific annexes define the mechanism by which home network determination is made;

b)
if emergency calls are permitted without security credentials (or additionally where the authentication is not possible or has failed), then the emergency call is made directly without use of any security association created by a registration, and therefore without the registration; and

c)
where the access technology defines emergency bearers for the support of emergency calls, a new emergency registration is required so that these emergency bearers can be used for both signalling and media, unless an existing emergency registration exists on those emergency bearers.

***** Next change *****
U.2.2.6.1
General

For the purposes of this document, an emergency PDU session is the equivalent of emergency bearers; i.e. the 5GS defines emergency bearers for the support of emergency calls. Emergency PDU session is defined for use in emergency calls in 5GS and core network support of emergency PDU session is indicated to the UE in NAS signalling. Where the UE recognises that a call request is an emergency call and the core network supports emergency PDU session, the UE shall use emergency PDU session for both signalling and media for emergency calls made using the IM CN subsystem.

Some jurisdictions allow emergency calls to be made when the UE does not contain an UICC, or where the credentials are not accepted. Additionally, where the UE is in state 5GMM-REGISTERED.LIMITED-SERVICE and 5GMM-REGISTERED.PLMN-SEARCH, a normal Registration has been attempted and it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, the procedures for emergency calls without registration apply, as defined in subclause 5.1.6.8.2.

To perform emergency registration, the UE shall request to establish an emergency PDU session. The procedures for PDU session establishment and P-CSCF discovery, as described in subclause U.2.2.1 of this specification apply accordingly.

In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to do not match with the MCC and MNC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN.

NOTE 1:
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.

The type of emergency service for an emergency number is derived from the settings of the emergency service category value. Table U.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".

Table U.2.2.6.1: Mapping between type of emergency service and emergency service URN

	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain


NOTE 2:
It is not possible for a UE to indicate more than one type of emergency service in an emergency service URN.

If an IP-CAN, capable of providing local emergency numbers, did not provide a local emergency number that matches the dialled number (see subclause 5.1.6.1) and multiple types of emergency service can be derived for a dialled number from the information configured on the UICC then:

-
if the UE is in the HPLMN, the UE shall map any one of these types of emergency service to an emergency service URN as specified in table U.2.2.6.1; and

-
if the UE is in the VPLMN, the UE shall select "urn:service:sos".

If an IP-CAN, capable of providing local emergency numbers, provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and:

-
if the UE can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the UICC for the dialled number; or

-
if the UE is able to derive identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the UICC for the dialled number,

then the UE shall map any one of these emergency service types to an emergency service URN as specified in table U.2.2.6.1.

Editor’s note [WI: 5GS_Ph1-IMSo5G, CR: 6024]: How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the UICC and in information received from the access network is FFS.

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, then the UE determines that the session initiation request is rejected "with an indication that this is for an emergency session" as described 3GPP TS 23.167 [4B].
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 6024]: UE behavior including the domain selection i.e., IMS or CS domain and IP-CAN selection i.e., EPS or 5GS is FFS. 
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1 if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "no emergency service information is included" as described 3GPP TS 23.167 [4B].

If the "emergency service information is included" as described 3GPP TS 23.167 [4B]:

1)
if the URN in the Contact header field matches an emergency service URN in table U.2.2.6.1, then the type of emergency service is the value corresponding to the matching entry in table U.2.2.6.1; and

2)
if the URN in the Contact header field does not match any emergency service URN in table U.2.2.6.1, then the type of emergency service is not identified.

NOTE 4:
In bullet 2), the URN in the Contact header field either contains "no emergency subservice type" as described in 3GPP TS 23.167 [4B] triggering an emergency call, or contains an "emergency subservice type that does not map into an emergency service category for the CS domain" as described in 3GPP TS 23.167 [4B] triggering a normal call when the dialled number is available or triggering an emergency call when the dialled number is not available. The country specific URN is an example of a "emergency subservice type that does not map into an emergency service category for the CS domain".

When the emergency registration expires, the UE should disconnect the emergency PDU session.

Upon receiving a 3xx other than 380 (Alternative service), 4xx, 5xx or 6xx response to an INVITE request for a UE detectable emergency call, the UE shall perform domain selection as specified in 3GPP TS 23.167 [4B] annex H, to re-attempt the emergency call.

