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8.6.x1	Security mode command
[bookmark: _Toc493844323]8.6.x1.1	Message definition
This message is sent by the network to the UE to establish NAS signalling security. See table 8.6.x1.1.1.
Message type:	SECURITY MODE COMMAND
Significance:		dual
Direction:			network to UE
Table 8.6.x1.1.1: SECURITY MODE COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type
6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
6.6.6.4
	M
	V
	1/2

	
	Security mode command message identity
	Message type
6.6.6.7
	M
	V
	1

	
	Selected NAS security algorithms
	NAS security algorithms
8.7.y3
	M
	V
	1

	
	NAS key set identifier
	NAS key set identifier
8.7.2
	M
	V
	1

	
	Replayed UE security capabilities
	UE security capability
8.7.y5
	M
	LV
	3-5

	xa
	Allowed NSSAI
	NSSAI
8.7.28
	O
	TBD
	TBD

	xb
	IMEISV request
	IMEISV request
8.7.y1
	O
	TV
	1

	xc
	Replayed nonceUE
	Nonce
8.7.y4
	O
	TV
	5

	xd
	NonceAMF
	Nonce
8.7.y4
	O
	TV
	5

	xe
	HashAMF
	HashAMF
8.7.y6
	O
	TV
	9

	xf
	EAP message
	EAP message
8.7.30
	O
	TLV-E
	7



[bookmark: _Toc493844324]8.6.x1.2	Allowed NSSAI
The AMF may include this information element to indicate Allowed NSSAI.
Editor’s note:	In 3GPP TS 33.501 [24] v0.4.0 inclusion of the Allowed NSSAI is indicated to be mandatory in the SECURITY MODE COMMAND message. Whether this is correct or if inclusion is optional is FFS.
8.6.x1.3	IMEISV request
The AMF may include this information element to request the UE to send its IMEISV with the corresponding SECURITY MODE COMPLETE message.
[bookmark: _Toc493844325]8.6.x1.4	Replayed nonceUE
The AMF may include this information element to indicate to the UE to use the replayed nonceUE.
[bookmark: _Toc493844326]8.6.x1.5	NonceAMF
The AMF may include this information element to indicate to the UE to use the nonceAMF.
[bookmark: _Toc493844327]8.6.x1.6	HashAMF
The AMF shall include this information element when the AMF is initiating a SECURITY MODE COMMAND during a registration procedure and the REGISTRATION REQUEST message did not successfully pass the integrity check at the AMF.
8.6.x1.7	EAP message
This IE is included when the EAP Success message is sent as part of the EAP-based primary authentication and key agreement procedure, as specified in subclause 8.5.1.1.2.
[bookmark: _Toc493844328]8.6.x2	Security mode complete
[bookmark: _Toc493844329]8.6.x2.1	Message definition
This message is sent by the UE to the network in response to a SECURITY MODE COMMAND message. See table 8.6.x2.1.1.
Message type:	SECURITY MODE COMPLETE
Significance:		dual
Direction:			UE to network
Table 8.6.x2.1.1: SECURITY MODE COMPLETE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type
6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
6.6.6.4
	M
	V
	1/2

	
	Security mode complete message identity
	Message type
6.6.6.7
	M
	V
	1

	
	Allowed NSSAI
	NSSAI
8.7.28
	M
	TBD
	TBD

	xa
	IMEISV
	Mobile identity
8.7.16
	O
	TLV
	TBD

	xb
	NAS message container
	NAS message container
8.7.y7
	O
	TLV-E
	3-n



[bookmark: _Toc493844330]8.6.x2.2	IMEISV
The UE shall include this information element, if the IMEISV was requested within the corresponding SECURITY MODE COMMAND message.
[bookmark: _Toc493844331]8.6.x2.3	NAS message container
The UE shall include this information element:
a)	if during an ongoing registration procedure, the AMF included HASHAMF in the SECURITY MODE COMMAND message and HASHAMF has a different value from the hash value locally calculated at the UE as described in 3GPP TS 33.501 [24]; and
b)	when the UE has sent an initial NAS message with a limited set of IEs before the SECURITY MODE COMMAND message was received and the UE needs to include the complete initial NAS message in the SECURITY MODE COMPLETE message, as described in 3GPP TS 33.501 [24].
[bookmark: _Toc493844332]8.6.x3	Security mode reject
8.6.x3.1	Message definition
This message is sent by the UE to the network to indicate that the corresponding security mode command has been rejected. See table 8.6.x3.1.1.
Message type:	SECURITY MODE REJECT
Significance:		dual
Direction:			UE to network
Table 8.6.x3.1.1: SECURITY MODE REJECT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type
6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
6.6.6.4
	M
	V
	1/2

	
	Security mode reject message identity
	Message type
6.6.6.7
	M
	V
	1

	
	EMM cause
	5GMM cause
8.7.1
	M
	V
	1



* * * Next Change * * * *
[bookmark: _Toc485312168][bookmark: _Toc492387729][bookmark: _Toc492388319][bookmark: _Toc492394204][bookmark: _Toc492394793][bookmark: _Toc492455625][bookmark: _Toc492456215][bookmark: _Toc492466035][bookmark: _Toc492466625][bookmark: _Toc498334534][bookmark: _Toc493844623][bookmark: _Toc485312152][bookmark: _Toc492387728][bookmark: _Toc492388318][bookmark: _Toc492394203][bookmark: _Toc492394792][bookmark: _Toc492455624][bookmark: _Toc492456214][bookmark: _Toc492466034][bookmark: _Toc492466624][bookmark: _Toc498334533][bookmark: _Toc484956764][bookmark: _Toc485044205][bookmark: _Toc485217851][bookmark: _Toc485220024][bookmark: _Toc485220379]8.7.2	NAS key set identifier
The NAS key set identifier is allocated by the network.
The NAS key set identifier information element is coded as shown in figure 8.7.2.1 and table 8.7.2.1.
The NAS key set identifier is a type 1 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS key set identifier IEI
	TSC

	NAS key set identifier
	octet 1



Figure 8.7.2.1: NAS key set identifier information element
Table 8.7.2.1: NAS key set identifier information element
	Type of security context flag (TSC) (octet 1)

	

	Bit

	4
	
	
	

	0
	
	
	native security context (for KSIAMF)

	1
	
	
	mapped security context (for ngKSI)

	

	TSC does not apply for NAS key set identifier value "111".

	

	NAS key set identifier (octet 1)

	

	Bits

	3
	2
	1
	

	
	
	
	

	0
	0
	0
	

	through
	possible values for the NAS key set identifier

	1
	1
	0
	

	
	
	
	

	1
	1
	1
	no key is available (UE to network);

	
	
	
	reserved (network to UE)



Editor's note:	The definition of NAS key set identifier is FFS.

* * * Next Change * * * *
8.7.y1	IMEISV request
The purpose of the IMEISV request information element is to indicate that the IMEISV shall be included by the UE in the security mode complete message.
The IMEISV request is a type 1 information element.
The IMEISV request information element is coded as shown in figure 8.7.y1.1 and table 8.7.y1.1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	IMEISV request
IEI
	0
spare
	IMEISV request
value
	octet 1



Figure 8.7.y1.1: IMEISV request information element
Table 8.7.y1.1: IMEISV request information element
	IMEISV request value (octet 1)

	Bits

	3
	2
	1
	
	

	0
	0
	0
	
	IMEISV not requested

	0
	0
	1
	
	IMEISV requested

	

	All other values are interpreted as IMEISV not requested by this version of the protocol.



[bookmark: _Toc493844629]8.7.y3	NAS security algorithms
The purpose of the NAS security algorithms information element is to indicate the algorithms to be used for ciphering and integrity protection.
The NAS security algorithms information element is coded as shown in figure 8.7.y3.1 and table 8.7.y3.1.
The NAS security algorithms is a type 3 information element with a length of 2 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS security algorithms IEI
	octet 1

	0
spare
	Type of ciphering algorithm
	0
spare
	Type of integrity protection algorithm
	octet 2



Figure 8.7.y3.1: NAS security algorithms information element
Table 8.7.y3.1: NAS security algorithms information element
	Type of integrity protection algorithm (octet 2, bit 1 to 3)

	Bits

	3
	2
	1
	
	

	0
	0
	0
	
	5GS integrity algorithm 5G-IA0 (null integrity protection algorithm)

	0
	0
	1
	
	5GS integrity algorithm 128-5G-IA1

	0
	1
	0
	
	5GS integrity algorithm 128-5G-IA2

	0
	1
	1
	
	5GS integrity algorithm 128-5G-IA3

	1
	0
	0
	
	5GS integrity algorithm 5G-IA4

	1
	0
	1
	
	5GS integrity algorithm 5G-IA5

	1
	1
	0
	
	5GS integrity algorithm 5G-IA6

	1
	1
	1
	
	5GS integrity algorithm 5G-IA7

	

	Type of ciphering algorithm (octet 2, bit 5 to 7)

	Bits

	7
	6
	5
	
	

	0
	0
	0
	
	5GS encryption algorithm 5G-EA0 (null ciphering algorithm)

	0
	0
	1
	
	5GS encryption algorithm 128-5G-EA1

	0
	1
	0
	
	5GS encryption algorithm 128-5G-EA2

	0
	1
	1
	
	5GS encryption algorithm 128-5G-EA3

	1
	0
	0
	
	5GS encryption algorithm 5G-EA4

	1
	0
	1
	
	5GS encryption algorithm 5G-EA5

	1
	1
	0
	
	5GS encryption algorithm 5G-EA6

	1
	1
	1
	
	5GS encryption algorithm 5G-EA7

	

	Bit 4 and 8 of octet 2 are spare and shall be coded as zero.



[bookmark: _Toc493844632]8.7.y4	Nonce
See subclause 9.9.3.25 in 3GPP TS 24.301 [13].
[bookmark: _Toc493844645]8.7.y5	UE security capability
The UE security capability information element is used by the network to indicate which security algorithms are supported by the UE in N1 mode and S1 mode. Security algorithms supported in N1 mode are supported both for NAS and for AS security.
The UE security capability information element is coded as shown in figure 8.7.y5.1 and table 8.7.y5.1.
The UE security capability is a type 4 information element with a minimum length of 4 octets and a maximum length of 6 octets.
Octets 5 and 6 are optional. If octet 5 is included, then also octet 6 shall be included.
If the UE did not indicate support of any security algorithm for S1 mode octets 5 and 6 shall not be included.
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE security capability IEI
	octet 1

	Length of UE security capability contents
	octet 2

	
5G-EA0
	128-
5G-EA1
	128-
5G-EA2
	128-
5G-EA3
	
5G-EA4
	
5G-EA5
	
5G-EA6
	
5G-EA7
	
octet 3

	
5G-IA0
	128-
5G-IA1
	128-
5G-IA2
	128-
5G-IA3
	
5G-IA4
	
5G-IA5
	
5G-IA6
	
5G-IA7
	
octet 4

	
EEA0
	128-
EEA1
	128-
EEA2
	128-
EEA3
	
EEA4
	
EEA5
	
EEA6
	
EEA7
	
octet 5*

	
EIA0
	128-
EIA1
	128-
EIA2
	128-
EIA3
	
EIA4
	
EIA5
	
EIA6
	
EIA7
	
octet 6*



Figure 8.7.y5.1: UE security capability information element
Table 8.7.y5.1: UE security capability information element
	5GS encryption algorithms supported (octet 3)

	

	5GS encryption algorithm 5G-EA0 supported (octet 3, bit 8)

	0
	
	
	
	5GS encryption algorithm 5G-EA0 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA0 supported

	

	5GS encryption algorithm 128-5G-EA1 supported (octet 3, bit 7)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA1 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA1 supported

	

	5GS encryption algorithm 128-5G-EA2 supported (octet 3, bit 6)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA2 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA2 supported

	

	5GS encryption algorithm 128-5G-EA3 supported (octet 3, bit 5)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA31 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA3 supported

	

	5GS encryption algorithm 5G-EA4 supported (octet 3, bit 4)

	0
	
	
	
	5GS encryption algorithm 5G-EA4 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA4 supported

	

	5GS encryption algorithm 5G-EA5 supported (octet 3, bit 3)

	0
	
	
	
	5GS encryption algorithm 5G-EA5 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA5 supported

	

	5GS encryption algorithm 5G-EA6 supported (octet 3, bit 2)

	0
	
	
	
	5GS encryption algorithm 5G-EA6 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA6 supported

	

	5GS encryption algorithm 5G-EA7 supported (octet 3, bit 1)

	0
	
	
	
	5GS encryption algorithm 5G-EA7 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA7 supported

	

	EPS integrity algorithms supported (octet 4)

	

	5GS integrity algorithm 5G-IA0 supported (octet 4, bit 8)

	0
	
	
	
	5GS integrity algorithm 5G-IA0 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA0 supported

	

	5GS integrity algorithm 128-5G-IA1 supported (octet 4, bit 7)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA1 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA1 supported

	

	5GS integrity algorithm 128-5G-IA2 supported (octet 4, bit 6)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA2 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA2 supported

	

	5GS integrity algorithm 128-5G-IA3 supported (octet 4, bit 5)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA3 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA3 supported

	

	5GS integrity algorithm 5G-IA4 supported (octet 4, bit 4)

	0
	
	
	
	5GS integrity algorithm 5G-IA4 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA4 supported

	

	5GS integrity algorithm 5G-IA5 supported (octet 4, bit 3)

	0
	
	
	
	5GS integrity algorithm 5G-IA5 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA5 supported

	

	5GS integrity algorithm 5G-IA6supported (octet 4, bit 2)

	0
	
	
	
	5GS integrity algorithm 5G-IA6 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA6 supported

	

	5GS integrity algorithm 5G-IA7 supported (octet 4, bit 1)

	0
	
	
	
	5GS integrity algorithm 5G-IA7 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA7 supported

	

	EPS encryption algorithms supported (octet 5)

	

	EPS encryption algorithm EEA0 supported (octet 5, bit 8)

	0
	
	
	
	EPS encryption algorithm EEA0 not supported

	1
	
	
	
	EPS encryption algorithm EEA0 supported

	

	EPS encryption algorithm 128-EEA1 supported (octet 5, bit 7)

	0
	
	
	
	EPS encryption algorithm 128-EEA1 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA1 supported

	

	EPS encryption algorithm 128-EEA2 supported (octet 5, bit 6)

	0
	
	
	
	EPS encryption algorithm 128-EEA2 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA2 supported

	

	EPS encryption algorithm 128-EEA3 supported (octet 5, bit 5)

	0
	
	
	
	EPS encryption algorithm 128-EEA3 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA3 supported

	

	EPS encryption algorithm EEA4 supported (octet 5, bit 4)

	0
	
	
	
	EPS encryption algorithm EEA4 not supported

	1
	
	
	
	EPS encryption algorithm EEA4 supported

	

	EPS encryption algorithm EEA5 supported (octet 5, bit 3)

	0
	
	
	
	EPS encryption algorithm EEA5 not supported

	1
	
	
	
	EPS encryption algorithm EEA5 supported

	

	EPS encryption algorithm EEA6 supported (octet 5, bit 2)

	0
	
	
	
	EPS encryption algorithm EEA6 not supported

	1
	
	
	
	EPS encryption algorithm EEA6 supported

	

	EPS encryption algorithm EEA7 supported (octet 5, bit 1)

	0
	
	
	
	EPS encryption algorithm EEA7 not supported

	1
	
	
	
	EPS encryption algorithm EEA7 supported

	

	EPS integrity algorithms supported (octet 6)

	

	EPS integrity algorithm EIA0 supported (octet 6, bit 8)

	0
	
	
	
	EPS integrity algorithm EIA0 not supported

	1
	
	
	
	EPS integrity algorithm EIA0 supported

	

	EPS integrity algorithm 128-EIA1 supported (octet 6, bit 7)

	0
	
	
	
	EPS integrity algorithm 128-EIA1 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA1 supported

	

	EPS integrity algorithm 128-EIA2 supported (octet 6, bit 6)

	0
	
	
	
	EPS integrity algorithm 128-EIA2 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA2 supported

	

	EPS integrity algorithm 128-EIA3 supported (octet 6, bit 5)

	0
	
	
	
	EPS integrity algorithm 128-EIA3 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA3 supported

	

	EPS integrity algorithm EIA4 supported (octet 6, bit 4)

	0
	
	
	
	EPS integrity algorithm EIA4 not supported

	1
	
	
	
	EPS integrity algorithm EIA4 supported

	

	EPS integrity algorithm EIA5 supported (octet 6, bit 3)

	0
	
	
	
	EPS integrity algorithm EIA5 not supported

	1
	
	
	
	EPS integrity algorithm EIA5 supported

	

	EPS integrity algorithm EIA6 supported (octet 6, bit 2)

	0
	
	
	
	EPS integrity algorithm EIA6 not supported

	1
	
	
	
	EPS integrity algorithm EIA6 supported

	

	EPS integrity algorithm EIA7 supported (octet 6, bit 1)

	0
	
	
	
	EPS integrity algorithm EIA7 not supported

	1
	
	
	
	EPS integrity algorithm EIA7 supported

	



[bookmark: _Toc493844659]8.7.y6	HashAMF
The purpose of the HashAMF information element is to transfer a 64-bit hash value to the UE so the UE can check the AMF calculated value against the value locally calculated by the UE to determine whether the REGISTRATION REQUEST message sent by the UE has been modified.
The HashAMF information element is coded as shown in figure 8.7.y6.1 and table 8.7.y6.1.
The HashAMF is a type 3 information element with a length of 9 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	HashAMF IEI
	octet 1

	
HashAMF value

	octet 2

octet 9



Figure 8.7.y6.1: HashAMF information element
Table 8.7.y6.1: HashAMF information element
	HashAMF value (octet 2 to 9)

	

	This field contains the binary representation of the HashAMF. Bit 8 of octet 2 represents the most significant bit of the HashAMF and bit 1 of octet 9 the least significant bit.



[bookmark: _Toc493844660]8.7.y7	NAS message container
The purpose of the NAS message container IE is to encapsulate a NAS message without NAS security header.
The NAS message container information element is coded as shown in figure 8.7.y7.1 and table 8.7.y7.1.
The NAS message container is a type 6 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS message container IEI
	octet 1

	Length of NAS message container contents
	octet 2

	
	octet 3

	
	octet 4

	NAS message container contents
	

	
	octet n



Figure 8.7.y7.1: NAS message container information element
Table 8.7.y7.1: NAS message container information element
	NAS message container contents (octet 4 to octet n); Max value of 65535 octets

	

	This IE can contain a REGISTRATION REQUEST message as defined in subclause 8.6.5, or a SERVICE REQUEST message as defined in subclause 8.6.19.



* * * Next Change * * * *

[bookmark: _Toc500845106][bookmark: _Toc492387748][bookmark: _Toc492388338][bookmark: _Toc492394223][bookmark: _Toc492394812][bookmark: _Toc492455644][bookmark: _Toc492456234][bookmark: _Toc492466054][bookmark: _Toc492466644][bookmark: _Toc498334563]8.9	Timers of 5GS mobility management
Timers of 5GS mobility management are shown in table 8.9.1 and table 8.9.2
Table 8.9.1: Timers of 5GS mobility management – UE side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3510
	TBD
	TBD
	Transmission of REGISTRATION REQUEST message
	REGISTRATION ACCEPT message received or REGISTRATION REJECT message received
	Retransmission of REGISTRATION REQUEST message

	T3502
	TBD
	TBD
	At registration failure and the attempt counter is equal to 5
	Transmission of REGISTRATION REQUEST message
	Initiation of the registration procedure, if still required

	T3511
	TBD
	TBD
	At registration failure due to lower layer failure, T3510 timeout or registration  rejected with other 5GMM cause values than those treated in subclause 8.5.2.1.2.5 for initial registration or subclause 8.5.2.1.3.5 for mobility and periodic registration
	Transmission of REGISTRATION REQUEST message
	Retransmission of the REGISTRATION REQUEST, if still required

	T3512
	TBD
	TBD
	In 5MM-REGISTERED, when 5MM-CONNECTED mode is left
	When entering state 5MM-DEREGISTERED or when entering 5MM-CONNECTED mode
	Initiation of the periodic registration procedure

	T3517
	TBD
	TBD
	Transmission of SERVICE REQUEST message
	SERVICE ACCEPT message received, or
SERVICE REJECT message received
	Abort the procedure

	T3521
	TBD
	TBD
	Transmission of DEREGISTRATION REQUEST message when de-registration procedure is not due to a "switch off"
	DEREGISTRATION ACCEPT message received
	Retransmission of DEREGISTRATION REQUEST message

	T3540
	TBD
	TBD
	REGISTRATION REJECT, DEREGISTRATION REQUEST, with any of the 5GMM cause #8, #11, #12 or #13
SERVICE REJECT received with any of the 5GMM cause #8, #11, #12 or #13
	N1 NAS signalling connection released
Bearers have been set up
	Release the NAS signalling connection for the cases a) and b) as described in subclause 8.4

	
	
	TBD
	REGISTRATION REJECT, SERVICE REJECT with the 5GMM cause #10
	N1 NAS signalling connection released

	Release the NAS signalling connection for the cases c) as described in subclause  8.4 and initiation of the registration procedure as specified in subclause 8.5.2.1.2.2 or 8.5.2.1.3.2


Table 8.9.2: Timers of 5GS mobility management – AMF side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3550
	TBD
	TBD
	Transmission of REGISTRATION ACCEPT message at initial registration.
Transmission of REGISTRATION ACCEPT message with 5G-GUTI at mobility or periodic registration
	REGISTRATION COMPLETE message received
	Retransmission of REGISTRATION ACCEPT message

	T3560
	TBD
	5GMM-COMMON-PROCEDURE-INITIATED
	AUTHENTICATION REQUEST message sent
SECURITY MODE COMMAND message sent
	AUTHENTICATION RESPONSE message received
AUTHENTICATION FAILURE message received
SECURITY MODE COMPLETE received
SECURITY MODE REJECT received
	Retransmission of AUTHENTICATION REQUEST message or SECURITY MODE COMMAND

	T3570
	TBD
	TBD
	Transmission of IDENTITY REQUEST message
	IDENTITY RESPONSE message received
	Retransmission of IDENTITY REQUEST message

	T3513
	TBD
	TBD
	Paging procedure initiated
	Paging procedure completed as specified in subclause 5.6.2.2.1
	Network dependent

	T3522
	TBD
	TBD
	Transmission of DEREGISTRATION REQUEST message
	DEREGISTRATION ACCEPT message received
	Retransmission of DEREGISTRATION REQUEST message

	T3555
	TBD
	TBD
	Transmission of CONFIGURATION UPDATE COMMAND message with Acknowledgement requested flag IE
	CONFIGURATION UPDATE COMPLETE message received
	Retransmission of CONFIGURATION UPDATE COMMAND message

	T3565
	TBD
	TBD
	Transmission of NOTIFICATION message
	SERVICE REQUEST message received
	Trigger of service request procedure

	Implicit de-registration timer
	NOTE 1 
	All except 5GMM-DEREGISTERED
	Entering 5GMM-IDLE mode
	N1 NAS signalling connection established
	Network dependent, but typically paging is halted on 1st expiry if the UE is not registered for emergency bearer services.

Implicitly detach the UE which is registered for emergency bearer services.

Start implicit detach timer

	Implicit detach timer
	NOTE 2
	All except 5GMM-DEREGISTERED
	The implicit de-registration timer expires while the network is in 5GMM-IDLE mode 
	N1 NAS signalling connection established
	Implicitly detach the UE on 1st expiry

	NOTE 1:	The default value of this timer is 4 minutes greater than T3512. If the UE is attached for emergency bearer services, the value of this timer is set equal to T3512.
NOTE 2:	The value of this timer is network dependent. If MICO is activated, the default value of this timer is 4 minutes greater than Te.
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