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	Reason for change:
	This CR addresses following SA1 requirements. i.e. HPLMN shall be able to request UE to move to a different VPLMN when UE is trying to register with non-preferred VPLMN.
4.2: SA1 requirements 
SA1 LS in C1-173746 points to the requirements for steering in 3.2.2.8 of TS 22.011, excerpts from that section are: 

It shall be possible for the HPLMN to request a UE, that is in automatic mode, to find and register on a different VPLMN from the one it is currently using or trying to register on, if another VPLMN, that is not in a Forbidden List, is available. The original VPLMN shall then be treated as the lowest priority VPLMN and would not be selected by the UE unless it is the only one available to the UE or has been selected in manual mode. This process shall be done transparently and without inconvenience to the user.
This CR also addresses following SA2 requirements: 
1. A control plane solution is used from the HPLMN to the UE.

2. VPLMN is able to relay this information to the UE.

3. VPLMN shall not be able to alter the information sent by the HPLMN; i.e. UE needs to be able to check the security of the information provided to it.

4. UE shall be able to detect if VPLMN alter or remove those information and act accordingly.

As Authentication message during first registration procedure over VPLMN cannot be blocked by VPLMN it will be delivered to UE. Once UE receives it there are multiple ways in which UE can determine whether VPLMN has altered or removed such information and hence UE will act and move to some other PLMN. Satisfying all the SA2 and SA1 requirements.
Changes in this revision of CR(to CT1#109)

The two solutions in 5.2.4.1 and 5.2.4.3 were merged and were selected for normative work in last CT1#108 meeting. Though stage-2 solution from section 5.2.4.3  was moved to 5.2.4.1 other sections were not merged into 5.2.4.1 section. Thus its proposed to move other sections of 5.2.4.3 into 5.2.4.1 and align the text of this sections as per agreed stage-2 flow.
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***** First change *****
5.2.4.1.2
Procedure for steering of UE in VPLMN during registration

5.2.4.1.2.1
Initiation of the procedure for steering of UE in VPLMN during registration

If the network decides to provide a list of preferred PLMN/access technology combinations to the UE it shall include the list as part of the authentication procedure (see subclause 8.5.1.1.3.2). The AMF shall include the received list of preferred PLMN/access technology combinations in the AUTHENTICATION REQUEST message. The UE shall check the indication included in an AV to determine whether a list of preferred PLMN/access technology combinations was provided by the HPLMN and then perform a security check on the received list of preferred PLMN/access technology combinations. If the list of preferred PLMN/access technology combinations is received and the check is successful, the UE shall proceed as described in subclause 5.2.4.1.2.2. If the indication included in an AV indicates a list of preferred PLMN/access technology combinations was provided by the HPLMN but no list is received, or if the list of preferred PLMN/access technology combinations is received but the security check is not successful, the UE shall proceed as described in subclause 5.2.4.1.2.3.

Editor's note:
Additional information included in the NAS message to enable the UE to verify the integrity of the received list of preferred PLMN/access technology combinations needs to be specified in SA3.

***** Next change *****
5.2.4.1.2.2
Procedure for steering of UE in VPLMN during registration accepted by the UE

Upon receiving an updated list of preferred PLMN/access technology combinations which successfully passes the security check, the UE shall:

-
replace the highest priority entries in the "Operator Controlled PLMN Selector with Access Technology" list stored in the ME with the received list of preferred PLMN/access technology combinations;

-
delete the PLMNs identified by the received list of preferred PLMN/access technology combinations from the Forbidden PLMN list, if they are present in this list. This includes any information stored in the USIM and the ME internal memory; and
-
take the new information into account in subsequent attempts to access a higher priority PLMN.

If the UE determines that there is an available PLMN which is higher priority than the PLMN which the UE is currently camped on, then the UE shall respond with an AUTHENTICATION FAILURE message so that  the AMF releases the current N1 NAS signalling connection and aborts the ongoing registration procedure. The UE shall then attempt to obtain service on a higher priority PLMN as specified in 3GPP TS 23.122 [7] by acting as if timer T that controls periodic attempts (see 3GPP TS 23.122 [7]) has expired.

***** Next change *****
5.2.4.1.2.3
Procedure for steering of UE in VPLMN not accepted by the UE during registration

The UE shall discard the received list of preferred PLMN/access technology combinations and attempt to obtain service on a higher priority PLMN as specified in 3GPP TS 23.122 [7] by acting as if timer T that controls periodic attempts (see 3GPP TS 23.122 [7]) has expired, with an exception that the current PLMN is considered as lowest priority.
***** Next change *****
5.2.4.1.5.1
Stage-2 flow for steering of UE in VPLMN during registration.
The stage-2 flow for the case when the UE registers with VPLMN AMF is described below in figure 5.2.4.1.5.1.1:
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Figure 5.2.4.1.5.1.1: Procedure for providing list of preferred PLMN/access technology combinations
1)
The UE to the VPLMN AMF: The UE initiates registration by sending REGISTRATION REQUEST message to the VPLMN AMF, and the VPLMN AMF initiates the authentication procedure as defined in 3GPP TS 33.501 [24];
2)
The VPLMN AMF to the HPLMN AUSF: The VPLMN AMF sends Authentication Initiation Request (5G-AIR) message to HPLMN AUSF;
3)
The HPLMN AUSF to the HPLMN UDM: The HPLMN AUSF sends Auth Info-Req request message to the HPLMN UDM;
4)
The HPLMN UDM decides to provide the list of preferred PLMN/access technology combinations to the UE,based on operator policy, and then set an indication in an AV to indicate the UE that the list of preferred PLMN/access technology combinations are provided;
5)
The HPLMN UDM to the HPLMN AUSF: The HPLMN UDM sends the list of preferred PLMN/access technology combinations in Auth Info-Resp message along with other existing parameters;
6)
The HPLMN AUSF to the VPLMN AMF: The HPLMN AUSF sends the 5G Authentication Initiation Answer (5G-AIA) message to the VPLMN AMF, which includes the protected list of preferred PLMN/access technology combinations and the AV(s);
7)
The VPLMN AMF to the UE: The VPLMN AMF transparently sends the list of preferred PLMN/access technology combinations and the AV(s) to the UE in the NAS AUTHENTICATION REQUEST message; and
8)
If the UE has successfully authenticated the network(see 3GPP TS 33.501 [24]), after receiving the NAS AUTHENTICATION REQUEST message:
a)
The UE checks the indication included in an AV to determine whether a list of preferred PLMN/access technology combinations was provided by the HPLMN and then performs security check on the received preferred PLMN/access technology combinations; and
b)
If the list of preferred PLMN/access technology combinations is received and the check is successful in step  8a, then the UE proceeds as described in subclause 5.2.4.1.2.2. If the UE determines that there is a higher priority PLMN than currently camped chosen VPLMN, then the UE shall respond with AUTHENTICATION FAILURE message indicating VPLMN AMF to release the current N1 NAS signalling connection and abort the ongoing registration procedure before performing PLMN selection.If the current chosen PLMN is the highest priority PLMN, the UE shall respond with AUTHENTICATION RESPONSE message and may include a protected acknowledgement IE, if HPLMN requested it. If the indication included in an AV indicates a list of preferred PLMN/access technology combinations was provided by the HPLMN but no list is received; or if the list of preferred PLMN/access technology combinations is received but the security check is not successful in step 8a then the UE shall respond with AUTHENTICATION FAILURE message and proceeds as described in subclause 5.2.4.1.2.3.
NOTE 1:
The mechanism in which UE determines there is a higher priority PLMN than currently campend VPLMN in step 8b is UE implementation issue.

NOTE 2:
The above procedure shows incremental changes required in authentication procedure(for both EAP-AKA' and 5G AKA) as defined in 3GPP TS 33.501 [24], for sending list of preferred PLMN/access technology combinations to the UE.
NOTE 3:
The HPLMN UDM decides to provide the list of preferred PLMN/access technology combinations to the UE,based on operator policy, it is preferred to use it only for first registration in VPLMN otherwise VPLMN may avoid periodic re-authentication of the UE for commercial reasons.
Editor's note: End-to-end security between HPLMN and roaming UEs will be defined following SA3 recommendations.
Editor's note: CT1 will change above procedure to service based interface once SA3 adopts it in their specifications.
***** Next change *****
5.2.4.3
Void
5.2.4.3.1
Void





***** Next change *****
5.2.4.3.2
Void




***** Next change *****
5.2.4.3.3
Void





***** Next change *****
5.2.4.3.4
Void

***** End of change *****
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