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10.2.1
Control plane protocol stacks
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Legend:

-
NG Application Protocol (NGAP): Application Layer Protocol between the N3IWF and the AMF.


Figure 10.2.1-1: Control plane protocol stack during signalling IPsec SA establishment
Editor's note:
The definition of EAP-5G protocol is FFS.
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Legend:

-
NG Application Protocol (NGAP): Application Layer Protocol between the N3IWF and the AMF.

Figure 10.2.1-2: Control plane protocol stack after signalling IPSec SA is established
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Legend:

-
NG Application Protocol (NGAP): Application Layer Protocol between the N3IWF and the AMF.

-
IKEv2 is used to establish or delete the Child SA between UE and N3IWF for each PDU Session.
Figure 10.2.1-3: Control plane protocol stack for user plane establishment via N3IWF

* * * End Change * * * *
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