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	Reason for change:
	In CT1#105 meeting, CRs on QoS differentiation for both trusted and untrusted WLAn were agreed. The following editor's notes on QCI to DSCP mapping for voice over WLAN were introduced:

Editor's Note: (WID: VoWLAN-CT, CR#0632): It is FFS how the UE maps QCI to DSCP value.

Editor's Note: (WID: VoWLAN-CT, CR#0632): It is FFS how the TWAG maps QCI to DSCP value.

Editor's note: mappings of a QCI and a DSCP are FFS.

Editor's note: mappings of a QCI and a DSCP are FFS.

It is proposed to resolve the above editor's notes by making QCI to DSCP mapping implementation specific. Since TS 23.401 specifies mapping between standardized QCIs and Release 99 QoS parameter value/traffic class, IEEE 802.11 Table V-1 shows the mapping of DSCP and 3GPP QoS information, it is proposed to add notes that recommended mappings specified in TS 23.401 and IEEE Std. 802.11-2012 can be used to derive the DSCP value.



	
	

	Summary of change:
	- remove Editor's notes and add notes that recommended mappings specified in TS 23.401 and IEEE Std. 802.11-2012 can be used to derive the DSCP value.
- add a reference to subclauses on QoS differentiation in untrusted WLAN in general QoS subclause;
- misc editorials.
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4.8.2.2
QoS signalling
As part of EAP-AKA' authentication via TWAN, the UE and the TWAN first negotiates TWAN connection mode usage as described in subclause 6.4. 
During PDN connection establishment, the UE indicates to the TWAG whether WLCP multiple bearer PDN connectivity capability is supported or not:

-
if the UE does not indicate that WLCP multiple bearer PDN connectivity is supported, or if the UE indicates that WLCP multiple bearer PDN connectivity is supported but the TWAG does not support WLCP multiple bearer PDN connectivity, then QoS differentiation is not supported. Single point-to-point PDN connection is used to carry all S2a bearers traffic between the UE and TWAG; or
-
if WLCP multiple bearer PDN connectivity is supported by both the UE and TWAN, then QoS differentiation is supported and multiple bearer PDN connectivity shall be used between the UE and TWAG:

-
During PDN connection establishment, the TWAG shall establish a default WLCP bearer for the PDN connection. The default WLCP bearer remains established throughout the lifetime of the PDN connection; and
-
The TWAG shall establish a separate WLCP bearer for each additional S2a dedicated bearer of the PDN connection using WLCP signalling as specified in 3GPP TS 24.244 [56]. Each WLCP bearer is associated with TFT and bearer level QoS (i.e. QCI, GBR and MBR) for one-to-one mapping between WLCP bearer and S2a bearer. The TWAG shall maintain the WLCP bearer to the S2a bearer mapping table.
	*** Next Change ***


4.8.2.3
QoS differentiation in user plane
If WLCP multiple bearer PDN connectivity is used: 
-
For uplink packets, the UE shall select WLCP bearer based on the uplink packet filters in the TFTs. If no match is found, the UE shall select the WLCP bearer that does not have any uplink packet filter assigned. If all bearers have been assigned an uplink packet filter, the UE shall discard the uplink data packet. The UE shall then use the QCI in WLCP bearer level QoS information to derive the DSCP value for uplink packets. The TWAG shall then route the uplink packets to the corresponding S2a bearers based on the the WLCP bearer and the S2a bearer mapping table.


NOTE 1:
The UE can map QCI to DSCP value, for example, by using the mapping between standardized QCI values and Release 99 3GPP QoS parameter values specified in TS 23.401 [4] table E.3, and the mapping between Release 99 3GPP QoS parameter values and DSCP values specified in IEEE Std. 802.11-2012 [57] table V-1.

-
For downlink packets, the PDN GW routes the packets to S2a bearers based on the downlink packet filters in the TFTs assigned to each of the S2a bearers. The TWAG then selects the corresponding WLCP bearer for the downlink packets based on the the WLCP bearer and the S2a bearer mapping table. The TWAG shall also use the QCI in WLCP bearer level QoS information to derive the DSCP value for uplink packets. 


NOTE 2:
The TWAG can map QCI to DSCP value, for example, by using the mapping between standardized QCI values and Release 99 3GPP QoS parameter values specified in TS 23.401 [4] table E.3, and the mapping between Release 99 3GPP QoS parameter values and DSCP values specified in IEEE Std. 802.11-2012 [57] table V-1.

	*** Next Change ***


4.8.3
QoS differentiation in untrusted non-3GPP access
For untrusted non-3GPP access, QoS differentiation is provided if the UE and the ePDG supports the IKEv2 multiple bearer PDN connectivity and the IKEv2 multiple bearer PDN connectivity is used in the PDN connection as defined in subclause 7.2.7 and subclause 7.4.6.
	*** Next Change ***


7.2.7.1
General
The UE may support the IKEv2 multiple bearer PDN connectivity.
If the UE supports the IKEv2 multiple bearer PDN connectivity, then the UE shall perform handling specified in the present subclause. Otherwise the UE does not perform handling specified in the present subclause and remaining subclauses of the parent subclause of the present subclause.

The UE shall include an IKEV2_MULTIPLE_BEARER_PDN_CONNECTIVITY Notify payload as specified in subclause 8.2.9.9 within an IKE_AUTH request message establishing an IKE SA of a PDN connection. If the IKE_AUTH response message contains an EPS_QOS Notify payload as specified in subclause 8.2.9.10, the UE shall consider that the IKEv2 multiple bearer PDN connectivity is used in the PDN connection.

If the IKEv2 multiple bearer PDN connectivity is used in the PDN connection, then the UE shall perform the handling specified in remaining subclauses of the parent subclause of the present subclause. Otherwise the UE does not perform the handling specified in remaining subclauses of the parent subclause of the present subclause.
	*** Next Change ***


7.4.6.1
General
The ePDG may support the IKEv2 multiple bearer PDN connectivity.
If the ePDG supports the IKEv2 multiple bearer PDN connectivity, then the ePDG shall perform handling specified in the present subclause. Otherwise the ePDG does not perform handling specified in the present subclause and remaining subclauses of the parent subclause of the present subclause.

If the IKE_AUTH request message contains an IKEV2_MULTIPLE_BEARER_PDN_CONNECTIVITY Notify payload as specified in subclause 8.2.9.9 and the ePDG decides to use the IKEv2 multiple bearer PDN connectivity in the PDN connection of the IKE SA being established by the IKE_AUTH request message according to local policy, the ePDG shall consider that the IKEv2 multiple bearer PDN connectivity is used in the PDN connection.

If the IKEv2 multiple bearer PDN connectivity is used in the PDN connection, then the ePDG shall perform the handling specified in remaining subclauses of the parent subclause of the present subclause. Otherwise the ePDG does not perform the handling specified in remaining subclauses of the parent subclause of the present subclause.
	*** Next Change ***


7.2.7.4.2
Uplink IP packet handling
If an uplink IP packet to be sent via a PDN connection:

-
matches the packet filters applicable for the uplink direction of the TFT of a bearer context of the PDN connection, the UE shall forward the uplink IP packet using the ePDG's ESP SPI of the bearer context. The UE shall use the QCI in the EPS QoS of the bearer context to derive the DSCP value for uplink packets and set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet.
-
does not match the packet filters applicable for the uplink direction of the TFT of any bearer context of the PDN connection and a bearer context without the TFT exists in the PDN connection, the UE shall forward the uplink IP packet using the ePDG's ESP SPI of the bearer context without the TFT. The UE shall set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet to the DSCP value in a QoS mapping with the QCI indicated in the EPS QoS of the bearer context without the TFT.
-
does not match the packet filters applicable for the uplink direction of the TFT of any bearer context of the PDN connection and a bearer context without the TFT does not exist in the PDN connection, the UE shall discard the uplink IP packet.

NOTE 1:
The UE can map QCI to DSCP value, for example, by using the mapping between standardized QCI values and Release 99 3GPP QoS parameter values specified in TS 23.401 [4] table E.3, and the mapping between Release 99 3GPP QoS parameter values and DSCP values specified in IEEE Std. 802.11-2012 [57] table V-1.

NOTE 2: The TSi payload and the TSr payloads are not used for selection of ESP SPI for the uplink IP packet.
	*** Next Change ***


7.4.6.4.2
Downlink IP packet handling
The ePDG shall forward a downlink IP packet received via an S2b bearer of the PDN connection using an UE's ESP SPI bound to the S2b bearer. The ePDG shall use the QCI of S2b bearer via which the downlink packet was received to derive the DSCP value for downlink packets and set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet.
NOTE:
The ePDG can map QCI to DSCP value, for example, by using the mapping between standardized QCI values and Release 99 3GPP QoS parameter values specified in TS 23.401 [4] table E.3, and the mapping between Release 99 3GPP QoS parameter values and DSCP values specified in IEEE Std. 802.11-2012 [57] table V-1.
	*** End Change ***


