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 7.3.1
Create PDP Context Request

A Create PDP Context Request shall be sent from a SGSN node to a GGSN node as a part of the GPRS PDP Context Activation procedure. For a PDP Type "Non-IP" the SGSN shall send the Create PDP Context Request to the GGSN only if the SGSN learns using the procedure specified in subclause 5.9 of 3GPP TS 29.303 [46] that the GGSN supports the "Non-IP" PDP Type. After sending the Create PDP Context Request message, the SGSN marks the PDP context as "waiting for response". In this state the SGSN shall accept G-PDUs from the GGSN but shall not send these G-PDUs to the MS. A valid request initiates the creation of a tunnel between a PDP Context in a SGSN and a PDP Context in a GGSN. If the procedure is not successfully completed, the SGSN repeats the Create PDP Context Request message to the next GGSN address in the list of IP addresses, if there is one and if the SGSN did not receive a rejection message from the GGSN with a cause code indicating that the request cannot be fulfilled independently from any specific GGSN, e.g. "User Authentication failed" (see subclause 7.7.1). Otherwise the activation procedure fails.
The Tunnel Endpoint Identifier Data I field specifies a downlink Tunnel Endpoint Identifier for G-PDUs which is chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink G-PDUs which are related to the requested PDP context.

The Tunnel Endpoint Identifier Control Plane field specifies a downlink Tunnel Endpoint Identifier for control plane messages which is chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink control plane messages which are related to the requested PDP context. If the SGSN has already confirmed successful assignment of its Tunnel Endpoint Identifier Control Plane to the peer GGSN, this field shall not be present. The SGSN confirms successful assignment of its Tunnel Endpoint Identifier Control Plane the GGSN when it receives any message with its assigned Tunnel Endpoint Identifier Control Plane in the GTP header from the GGSN.
The MSISDN of the MS shall be passed to the GGSN inside the Create PDP Context Request for a PDP Context Activation procedure other than the Secondary PDP Context Activation procedure. This additional information can be used when a secure access to a remote application residing on a server is needed. The GGSN would be in fact able to provide the user identity (i.e. the MSISDN) to the remote application server, providing it with the level of trust granted to users through successfully performing the GPRS authentication procedures, without having to re-authenticate the user at the application level. If no MSISDN is provided by the HSS, the MSISDN shall take the dummy MSISDN value (see clause 3 of 3GPP TS 23.003 [2]) in the aforementioned procedure.
If the MS requests a dynamic PDP address and a dynamic PDP address is allowed, then the PDP Address field in the End User Address information element shall be empty. If the MS requests a static PDP Address then the PDP Address field in the End User Address information element shall contain the static PDP Address. In case the PDP addresses carried in the End User Address and optionally in the Protocol Configuration Option information element contain contradicting information, the PDP address carried in the End User Address information element takes the higher precedence. The Quality of Service Profile information element shall be the QoS values to be negotiated between the MS and the SGSN at PDP Context activation. The Evolved Allocation/Retention Priority I information element include the negotiated Evolved Allocation/Retention Priority based on the subscribed one received via Gr interface and SGSN capabilities if the SGSN supports it and if the support of Evolved Allocation/Retention Priority has been indicated by the current GGSN or if the SGSN has no information if GGSN supports Evolved Allocation/Retention Priority. If the SGSN has ever indicated the support of the eARP IE towards a GGSN, it then shall include it in all subsequent GTP messages (i.e. Create PDP Context Request and Update PDP Context Request) towards the same GGSN for a given PDN connection, assuming the eARP remains valid within the subscription and that GGSN supports eARP. The APN-AMBR IE shall be included based on the subscribed one received via Gr interface from the HLR and SGSN capabilities if the SGSN supports this IE. 
The SGSN shall include an SGSN Address for control plane and an SGSN address for user traffic, which may differ from that provided by the underlying network service (e.g. IP). The GGSN shall store these SGSN Addresses and use them when sending control plane on this GTP tunnel or G-PDUs to the SGSN for the MS.

The SGSN shall include a Recovery information element into the Create PDP Context Request if the SGSN is in contact with the GGSN for the very first time or if the SGSN has restarted recently and the new Restart Counter value has not yet been indicated to the GGSN. The GGSN that receives a Recovery information element in the Create PDP Context Request message element shall handle it in the same way as when receiving an Echo Response message. The Create PDP Context Request message shall be considered as a valid activation request for the PDP context included in the message.

The SGSN shall include either the MS provided APN, a subscribed APN or an SGSN selected APN in the message; the Access Point Name may be used by the GGSN to differentiate accesses to different external networks.

The Selection Mode information element shall indicate the origin of the APN in the message.

For contexts created by the Secondary PDP Context Activation Procedure the SGSN shall include the linked NSAPI. Linked NSAPI indicates the NSAPI assigned to any one of the already activated PDP contexts for this PDN connection. If the requested PDP type is allowed by subscription and if the requested PDP type is IPv4v6, the SGSN sets the PDP type as requested if the GGSN supports PDP type IPv4v6. Otherwise, the SGSN shall set the PDP type to IPv4 or IPv6 where the selection between IPv4 and IPv6 is based on the result of the check.
NOTE 1:
The check for PDP type IPv4v6 is implementation specific and configuration may be shared in roaming agreements.

NOTE 2:
A Gn/Gp SGSN assumes coherent support for PDP type IPv4v6 across all SGSNs in a PLMN. 

The Secondary PDP Context Activation Procedure may be executed without providing a Traffic Flow Template (TFT) to the newly activated PDP context if all other active PDP contexts for this PDN connection already have an associated TFT, otherwise a TFT shall be provided. TFT is used for packet filtering in the GGSN.

When using the Secondary PDP Context Activation Procedure, the Selection mode, IMSI, MSISDN, End User Address, Access Point Name and APN Restriction information elements shall not be included in the message.

If available, the IMSI shall be passed to the GGSN inside the Create PDP Context Request for a PDP Context Activation procedure other than the Secondary PDP Context Activation procedure.
If the MS is emergency attached and the MS is UICCless (i.e. the mobile terminal cannot obtain IMSI at all) or the IMSI is unauthenticated, the International Mobile Equipment Identity (IMEI) shall be used as the MS identity. If the MS is emergency attached and the MS is UICCless, the IMSI cannot be included in the message and therefore IMSI shall not be included in the message.

The Protocol Configuration Options (PCO) information element may be included in the request when the MS provides the GGSN with application specific parameters. The SGSN includes this IE in the Create PDP Context Request if the associated Activate PDP Context Request or Activate Secondary PDP Context Request from the MS includes protocol configuration options. The SGSN shall copy the content of this IE transparently from the content of the PCO IE in the Activate PDP Context Request message or Activate Secondary PDP Context Request.

The SGSN shall select one GGSN based on the user provided or SGSN selected APN. The GGSN may have a logical name that is converted to an address. The conversion may be performed with any name-to-address function. The converted address shall be stored in the "GGSN Address in Use" field in the PDP context and be used during the entire lifetime of the PDP context.
If the converted address includeds an IPv6 address, the IPv4/IPv6 capable SGSN sends Create PDP Context Request to the GGSN including IPv6 addresses in the fields SGSN Address for Control Plane and SGSN Address for user traffic. If the converted address only includes an IPv4 address, IPv4/IPv6 capable SGSN shall include IPv4 addresses in the fields SGSN Address for Control Plane and SGSN Address for user traffic.
NOTE 3:
A DNS query may be used as the name-to-IP address mapping of the GGSN. The IP address returned in the DNS response is then stored in the "GGSN Address in Use" field in the PDP context.

The IMSI information element, or the IMEI information element if the MS is emergency attached and the MS is UICCless or the MS is emergency attached but the IMSI is not authenticated together with the NSAPI information element uniquely identifies the PDP context to be created.

The SGSN shall not send a Create PDP Context Request for an already active context.

If a new Create PDP Context Request is incoming on TEID 0 for an already active PDP context, this Create PDP Context Request must be considered related to a new session. The existing PDP context shall be torn down locally, and the associated PDP contexts deleted locally, before the new session is created. If a new Create PDP Context Request is incoming on a TEID which is different from 0 and this TEID is already allocated to one or more activated PDP contexts, and the NSAPI IE value in this message matches the NSAPI value of an active PDP context, the GGSN shall send back a Create PDP Context Response with a rejection cause code. It is implementation dependent deciding whether to teardown or keep the existing PDP context.

If the GGSN uses the MNRG flag and the flag is set, the GGSN should treat the Create PDP Context Request as a Note MS Present Request and clear the MNRG flag.

The SGSN shall determine Charging Characteristics from the Subscribed Charging Characteristics and/or PDP Context Charging Characteristics depending on the presence of the information in the Packet Domain Subscription Data as defined in 3GPP TS 23.060 [4]. The requirements for the presence of the Charging Characteristics IE are defined in 3GPP TS 23.060 [4]. The contents of the Charging Characteristics IE are defined in 3GPP TS 32.251 [18] and 3GPP TS 32.298 [34].

The SGSN shall include Trace Reference, Trace Type, Trigger Id, OMC Identity and Additional Trace Info (Trace reference2, Trace Recording Session Reference, triggering events in GGSN, Trace Depth, List of interfaces to trace in GGSN and Trace Activity Control) in the message if GGSN trace is activated. The SGSN shall copy Trace Reference, Trace Type, OMC Identity and Additional Trace Info from the trace request received from the HLR or OMC and the Trace Activity Control shall be set to Trace Activation 
For more detailed description of Trace Session activation/deactivation procedures see 3GPP TS 32.422 [31]

For SGSN and GGSN trace record description see 3GPP TS 32.423 [32].

The SGSN shall include the Routeing Area Identity (RAI) where the MCC and MNC components shall be populated with the MCC and MNC of the serving core network operator of the MS. The LAC and RAC components shall be populated by the SGSN with the value of "FFFE" and "FF", respectively. See one exception to this rule below in shared GERAN and UTRAN networks.
NOTE 4:
The serving core network operator ID is the PLMN ID of the SGSN which is currently serving the UE. An SGSN which supports multiple PLMN IDs is considered as logically different SGSNs. 
The APN Restriction is an optional information element. In this instance, it is used by the SGSN to convey to the GGSN the highest restriction type out of all the currently active PDP Contexts for a particular subscriber.

The presence of the Common Flags IE is optional. If the NRSN bit of the Common Flags IE is set to 1, the SGSN supports the network requested bearer control. If NRSN bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the SGSN does not support network requested bearer control. If the Upgrade QoS Supported bit of the Common Flags IE is set to 1, the SGSN supports the QoS upgrade in Response message functionality. If Upgrade QoS Supported bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the SGSN does not support QoS upgrade in Response message functionality. The Dual Address Bearer Flag bit of the Common Flags IE shall be set to 1 if the PDP type, determined based on the MS request and subscription information, is set to IPv4v6 and all SGSNs, which the MS may be handed over to, are Release 9 or above supporting dual addressing, which is determined based on node pre‑configuration by the operator.
The SGSN may include the IMEI(SV) IE, CAMEL Charging Information Container IE and the User CSG Information IE if they are available (see sub-clause 15.1.1a of 3GPP TS 23.060 [4] for more information). The SGSN shall include the User Location Information IE in the PDP Context Activation procedure. The SGSN shall include the CGI or SAI in the "Geographic Location" field of the User Location Information IE depending on whether the MS is in a cell or a service area respectively. The MS Time Zone IE shall be included in the Primary PDP Context Activation procedure, and may be included in the Secondary PDP Context Activation procedure. If the MS is emergency attached and the MS is UICCless or the IMSI is unauthenticated, the International Mobile Equipment Identity (IMEI) shall be included and used as the MS identity. If the User CSG Information IE is included then the SGSN shall include the CSG ID, Access mode, the CSG Membership Indication shall also be included if the Access mode is Hybrid Mode.
In shared networks, 

-
when the message is sent from the VPLMN to the HPLMN, the PLMN ID that is communicated in the User Location Information IE, Routeing Area Identity (RAI) IE and User CSG Information IE shall be that of the selected Core Network Operator for supporting UEs, or that of the allocated Core Network Operator for non-supporting UEs. As an exception, based on inter-operator roaming/sharing agreement, if the information on whether the UE is a supporting or non-supporting UE is available, the PLMN ID that is communicated to the HPLMN for non-supporting UEs shall be the Common PLMN ID. See subclause 4.4 of 3GPP TS 23.251 [35];

-
when the SGSN and GGSN pertain to the same PLMN, the Common PLMN ID shall be communicated in SAI/CGI to the GGSN, for both supporting and non-supporting UEs. The Core Network Operator PLMN ID (selected by the UE for supporting UEs or allocated by the network for non-supporting UEs) shall be communicated in RAI and User CSG Information.

The SGSN shall include the RAT Type IE during Primary PDP Context Activation procedure. 
The Correlation-ID shall be included if the PDP Context Activation is performed as part of the Network Requested Secondary PDP Context Activation Procedure. 
The presence of the Extended Common Flags IE is optional. The Unauthenticated IMSI bit field shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached MS. The CSG Change Reporting Support Indication (CCRSI) bit field shall be set to 1 if the SGSN supports CSG Information Change Reporting and if the SGSN's operator policy permits reporting of User CSG Information change to the operator of the GGSN. If the CCRSI bit field is set to 0 or the Extended Common Flags IE is not included in the message, the GGSN shall assume that the SGSN originating the message does not support the CSG Information Change Reporting. 
3GPP TS 23.060 [4] (e.g. subclause 9.2.2.1) defines the SGSN shall send the MS Info Change Reporting Support Indication to the GGSN. This specification however specifies that the SGSN shall send the CSG Change Reporting Support Indication for CSG Information Reporting even if stage 2 refers to MS Info Change Reporting Support Indication. 
The SGSN shall include the Signalling Priority Indication IE during the PDP Context Activation procedure and the Secondary PDP Context Activation procedure if the UE indicates low access priority during these procedures. 
In shared networks, the SGSN shall include the CN Operator Selection Entity IE during the Primary PDP Context Activation procedure to indicate whether the Serving Network has been selected by the UE or by the network.
Based on operator policy, the SGSN shall include the Mapped UE Usage Type IE on the Gn interface, if available and if the SGSN supports the Dedicated Core Network feature. When present, it shall contain the mapped UE usage type applicable to the PDP Context. 
NOTE x:
This information is used for the PGW-U selection (see Annex B.2 of 3GPP TS 29.244 [x]).
The optional Private Extension contains vendor or operator specific information.

Table 5: Information Elements in a Create PDP Context Request

	Information element
	Presence requirement
	Reference

	IMSI
	Conditional
	7.7.2

	Routeing Area Identity (RAI)
	Optional
	7.7.3

	Recovery
	Optional
	7.7.11

	Selection mode
	Conditional
	7.7.12

	Tunnel Endpoint Identifier Data I
	Mandatory
	7.7.13

	Tunnel Endpoint Identifier Control Plane
	Conditional
	7.7.14

	NSAPI
	Mandatory
	7.7.17

	Linked NSAPI
	Conditional
	7.7.17

	Charging Characteristics
	Conditional
	7.7.23

	Trace Reference
	Optional
	7.7.24

	Trace Type
	Optional
	7.7.25

	End User Address
	Conditional
	7.7.27

	Access Point Name
	Conditional
	7.7.30

	Protocol Configuration Options
	Optional
	7.7.31

	SGSN Address for signalling
	Mandatory
	GSN Address 7.7.32

	SGSN Address for user traffic
	Mandatory
	GSN Address 7.7.32

	MSISDN
	Conditional
	7.7.33

	Quality of Service Profile
	Mandatory
	7.7.34

	TFT
	Conditional
	7.7.36

	Trigger Id
	Optional
	7.7.41

	OMC Identity
	Optional
	7.7.42

	Common Flags
	Optional
	7.7.48

	APN Restriction
	Optional
	7.7.49

	RAT Type
	Optional
	7.7.50

	User Location Information
	Optional
	7.7.51

	MS Time Zone
	Optional
	7.7.52

	IMEI(SV)
	Conditional
	7.7.53

	CAMEL Charging Information Container
	Optional
	7.7.54

	Additional Trace Info
	Optional
	7.7.62

	Correlation-ID
	Optional
	7.7.82

	Evolved Allocation/Retention Priority I
	Optional
	7.7.91

	Extended Common Flags
	Optional
	7.7.93

	User CSG Information
	Optional
	7.7.94

	APN-AMBR
	Optional
	7.7.98

	Signalling Priority Indication
	Optional
	7.7.103

	CN Operator Selection Entity
	Optional
	7.7.116

	Mapped UE Usage Type
	Optional
	7.7.x

	Private Extension
	Optional
	7.7.46


* * * Next Change * * * *

7.7
Information Elements

7.7.0
General

A GTP Signalling message may contain several information elements. The TLV (Type, Length, Value) or TV (Type, Value) encoding format shall be used for the GTP information elements. The information elements shall be sorted, with the Type fields in ascending order, in the signalling messages. The Length field contains the length of the information element excluding the Type and Length field.

For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered octet is the least significant bit.

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value defined for them. To allow for future features, the receiver shall not evaluate these bits.

The most significant bit in the Type field is set to 0 when the TV format is used and set to 1 for the TLV format.


[image: image1.wmf]Type -> TV format

8

7

6

4

3

2

1

5

 Bits

 Octets

1

0

Type -> TLV format

8

7

6

4

3

2

1

5

 Bits

 Octets

1

1


Figure 8: Type field for TV and TLV format
In Table 37 the Length Type may be Fixed, Variable, or Extendable. These are defined as follows:

-
Information elements with Length Type of Fixed have a fixed set of fields and a fixed number of octets. They have the number of the last octet with a fixed value, e.g., "4".
-
Information elements with Length Type of Variable have a fixed set of fields and a variable number of octets. They have the number of the last octet with a variable value, e.g., "n". Variable length information elements shall never have any new octet fields added beyond the last variable octet.

-
Information elements with Length Type of Extendable have a variable number of fields and a variable number of octets. They have the number of the last octet with a variable value, e.g., "n" and also have the following description: "These octet(s) is/are present only if explicitly specified".
TV format information elements shall always have Length Type of Fixed. TLV format information elements may have Length Type Fixed, Variable or Extendable.
Table 37: Information Elements

	IE Type Value
	Format
	Information Element
	Reference
	Length Type
	Number of Fixed Octets

	0
	TV
	Reserved.
	
	
	

	1
	TV
	Cause
	7.7.1
	Fixed
	1

	2
	TV
	International Mobile Subscriber Identity (IMSI)
	7.7.2
	Fixed
	8

	3
	TV
	Routeing Area Identity (RAI)
	7.7.3
	Fixed
	6

	4
	TV
	Temporary Logical Link Identity (TLLI)
	7.7.4
	Fixed
	4

	5
	TV
	Packet TMSI (P-TMSI)
	7.7.5
	Fixed
	4

	6-7
	Spare

	8
	TV
	Reordering Required
	7.7.6
	Fixed
	1

	9
	TV
	Authentication Triplet
	7.7.7
	Fixed
	28

	10
	Spare

	11
	TV
	MAP Cause
	7.7.8
	Fixed
	1

	12
	TV
	P-TMSI Signature
	7.7.9
	Fixed
	3

	13
	TV
	MS Validated
	7.7.10
	Fixed
	1

	14
	TV
	Recovery
	7.7.11
	Fixed
	1

	15
	TV
	Selection Mode
	7.7.12
	Fixed
	1

	16
	TV
	Tunnel Endpoint Identifier Data I
	7.7.13
	Fixed
	4

	17
	TV
	Tunnel Endpoint Identifier Control Plane
	7.7.14
	Fixed
	4

	18
	TV
	Tunnel Endpoint Identifier Data II
	7.7.15
	Fixed
	5

	19
	TV
	Teardown Ind
	7.7.16
	Fixed
	1

	20
	TV
	NSAPI
	7.7.17
	Fixed
	1

	21
	TV
	RANAP Cause
	7.7.18
	Fixed
	1

	22
	TV
	RAB Context
	7.7.19
	Fixed
	9

	23
	TV
	Radio Priority SMS
	7.7.20
	Fixed
	1

	24
	TV
	Radio Priority
	7.7.21
	Fixed
	1

	25
	TV
	Packet Flow Id
	7.7.22
	Fixed
	2

	26
	TV
	Charging Characteristics
	7.7.23
	Fixed
	2

	27
	TV
	Trace Reference
	7.7.24
	Fixed
	2

	28
	TV
	Trace Type
	7.7.25
	Fixed
	2

	29
	TV
	MS Not Reachable Reason
	7.7.25A
	Fixed
	1

	30-116
	TV
	Reserved. (No TV types can now be allocated)
	

	117-126
	Reserved for the GPRS charging protocol (see GTP' in 3GPP TS 32.295 [33])

	127
	TV
	Charging ID
	7.7.26
	Fixed
	4

	128
	TLV
	End User Address
	7.7.27
	Variable
	Not Applicable

	129
	TLV
	MM Context
	7.7.28
	Variable
	Not Applicable

	130
	TLV
	PDP Context
	7.7.29
	Variable
	Not Applicable

	131
	TLV
	Access Point Name
	7.7.30
	Variable
	Not Applicable

	132
	TLV
	Protocol Configuration Options
	7.7.31
	Variable
	Not Applicable

	133
	TLV
	GSN Address
	7.7.32
	Variable
	Not Applicable

	134
	TLV
	MS International PSTN/ISDN Number (MSISDN)
	7.7.33
	Variable
	Not Applicable

	135
	TLV
	Quality of Service Profile
	7.7.34
	Variable
	Not Applicable

	136
	TLV
	Authentication Quintuplet
	7.7.35
	Variable
	Not Applicable

	137
	TLV
	Traffic Flow Template
	7.7.36
	Variable
	Not Applicable

	138
	TLV
	Target Identification
	7.7.37
	Variable
	Not Applicable

	139
	TLV
	UTRAN Transparent Container
	7.7.38
	Variable
	Not Applicable

	140
	TLV
	RAB Setup Information
	7.7.39
	Variable
	Not Applicable

	141
	TLV
	Extension Header Type List
	7.7.40
	Variable
	Not Applicable

	142
	TLV
	Trigger Id
	7.7.41
	Variable
	Not Applicable

	143
	TLV
	OMC Identity
	7.7.42
	Variable
	

	144
	TLV
	RAN Transparent Container
	7.7.43
	Variable
	Not Applicable

	145
	TLV
	PDP Context Prioritization
	7.7.45
	Fixed
	0

	146
	TLV
	Additional RAB Setup Information
	7.7.45A
	Variable
	Not Applicable

	147
	TLV
	SGSN Number
	7.7.47
	Variable
	Not Applicable

	148
	TLV
	Common Flags
	7.7.48
	Fixed
	1

	149
	TLV
	APN Restriction
	7.7.49
	Fixed
	1

	150
	TLV
	Radio Priority LCS
	7.7.25B
	Fixed
	1

	151
	TLV
	RAT Type
	7.7.50
	Fixed
	1

	152
	TLV
	User Location Information
	7.7.51
	Variable
	Not Applicable

	153
	TLV
	MS Time Zone
	7.7.52
	Fixed
	1

	154
	TLV
	IMEI(SV)
	7.7.53
	Fixed
	8

	155
	TLV
	CAMEL Charging Information Container
	7.7.54
	Variable
	Not Applicable

	156
	TLV
	MBMS UE Context
	7.7.55
	Variable
	Not Applicable

	157
	TLV
	Temporary Mobile Group Identity (TMGI)
	7.7.56
	Fixed
	6

	158
	TLV
	RIM Routing Address
	7.7.57
	Variable
	Not Applicable

	159
	TLV
	MBMS Protocol Configuration Options
	7.7.58
	Variable
	Not Applicable

	160
	TLV
	MBMS Service Area
	7.7.60
	Variable
	Not Applicable

	161
	TLV
	Source RNC PDCP context info
	7.7.61
	Variable
	Not Applicable

	162
	TLV
	Additional Trace Info
	7.7.62
	Fixed
	9

	163
	TLV
	Hop Counter
	7.7.63
	Fixed
	1

	164
	TLV
	Selected PLMN ID
	7.7.64
	Fixed
	3

	165
	TLV
	MBMS Session Identifier
	7.7.65
	Fixed
	1

	166
	TLV
	MBMS 2G/3G Indicator
	7.7.66
	Fixed
	1

	167
	TLV
	Enhanced NSAPI
	7.7.67
	Fixed
	1

	168
	TLV
	MBMS Session Duration
	7.7.59
	Fixed
	3

	169
	TLV
	Additional MBMS Trace Info
	7.7.68
	Fixed
	8

	170
	TLV
	MBMS Session Repetition Number
	7.7.69
	Fixed
	1

	171
	TLV
	MBMS Time To Data Transfer
	7.7.70
	Fixed
	1

	172
	Reserved (NOTE 1)

	173
	TLV
	BSS Container
	7.7.72
	Variable
	Not Applicable

	174
	TLV
	Cell Identification
	7.7.73
	Fixed
	17

	175
	TLV
	PDU Numbers
	7.7.74
	Fixed
	9

	176
	TLV
	BSSGP Cause
	7.7.75
	Fixed
	1

	177
	TLV
	Required MBMS bearer capabilities
	7.7.76
	Variable
	Not Applicable

	178
	TLV
	RIM Routing Address Discriminator
	7.7.77
	Fixed
	1

	179
	TLV
	List of set-up PFCs
	7.7.78
	Variable
	Not Applicable

	180
	TLV
	PS Handover XID Parameters
	7.7.79
	Variable
	Not Applicable

	181
	TLV
	MS Info Change Reporting Action
	7.7.80
	Fixed
	1

	182
	TLV
	Direct Tunnel Flags
	7.7.81
	Variable
	Not Applicable

	183
	TLV
	Correlation-ID
	7.7.82
	Fixed
	1

	184
	TLV
	Bearer Control Mode
	7.7.83
	Fixed
	1

	185
	TLV
	MBMS Flow Identifier
	7.7.84
	Variable
	Not Applicable

	186
	TLV
	MBMS IP Multicast Distribution
	7.7.85
	Variable
	Not Applicable

	187
	TLV
	MBMS Distribution Acknowledgement
	7.7.86
	Fixed
	1

	188
	TLV
	Reliable INTER RAT HANDOVER INFO 
	7.7.87
	Fixed
	1

	189
	TLV
	RFSP Index
	7.7.88
	Fixed
	2

	190
	TLV
	Fully Qualified Domain Name (FQDN)
	7.7.90
	Variable
	Not Applicable

	191
	TLV
	Evolved Allocation/Retention Priority I
	7.7.91
	Fixed
	1

	192
	TLV
	Evolved Allocation/Retention Priority II
	7.7.92
	Fixed
	2

	193
	TLV
	Extended Common Flags
	7.7.93
	Variable
	Not Applicable

	194
	TLV
	User CSG Information (UCI)
	7.7.94
	Fixed
	8

	195
	TLV
	CSG Information Reporting Action
	7.7.95
	Variable
	Not Applicable

	196
	TLV
	CSG ID
	7.7.96
	Fixed
	4

	197
	TLV
	CSG Membership Indication (CMI)
	7.7.97
	Fixed
	1

	198
	TLV
	Aggregate Maximum Bit Rate (AMBR)
	7.7.98
	Fixed
	8

	199
	TLV
	UE Network Capability
	7.7.99
	Variable
	Not Applicable

	200
	TLV
	UE-AMBR
	7.7.100
	Variable
	Not Applicable

	201
	TLV
	APN-AMBR with NSAPI
	7.7.101
	Fixed
	9

	202
	TLV
	GGSN Back-Off Time
	7.7.102
	Extendable
	1

	203
	TLV
	Signalling Priority Indication
	7.7.103
	Extendable
	1

	204
	TLV
	Signalling Priority Indication with NSAPI
	7.7.104
	Extendable
	2

	205
	TLV
	Higher bitrates than 16 Mbps flag
	7.7.105
	Fixed
	1

	206
	Reserved (NOTE1)

	207
	TLV
	Additional MM context for SRVCC
	7.7.107
	Extendable
	"e - 3" (See Figure 7.7.107-1)

	208
	TLV
	Additional flags for SRVCC
	7.7.108
	Extendable
	1

	209
	TLV
	STN-SR
	7.7.109
	Variable
	Not Applicable

	210
	TLV
	C-MSISDN
	7.7.110
	Variable
	Not Applicable

	211
	TLV
	Extended RANAP Cause
	7.7.111
	Extendable
	2

	212
	TLV
	eNodeB ID
	7.7.112
	Variable
	Not Applicable

	213
	TLV
	Selection Mode with NSAPI
	7.7.113
	Fixed
	2

	214
	TLV
	ULI Timestamp
	7.7.114
	Extendable
	4

	215
	TLV
	Local Home Network ID (LHN-ID) with NSAPI
	7.7.115
	Variable
	Not Applicable

	216
	TLV
	CN Operator Selection Entity

	7.7.116
	Extendable
	1

	217
	TLV
	UE Usage Type
	7.7.117
	Variable
	Not Applicable

	218
	TLV
	Extended Common Flags II
	7.7.118
	Extendable
	1

	219
	TLV
	Node Identifier 
	7.7.119
	Variable 
	Not Applicable

	220
	TLV
	CIoT Optimizations Support Indication
	7.7.120
	Extendable
	1

	221
	TLV
	SCEF PDN Connection
	7.7.121
	Extendable
	Not Applicable

	222
	TLV
	IOV_updates counter
	7.7.122
	Fixed
	1

	xxx
	TLV
	Mapped UE Usage Type
	7.7.x
	Extendable
	2

	yyy-237
	TLV
	Spare. For future use.
	
	
	

	238
	TLV
	Special IE type for IE Type Extension
	See NOTE3
	Not Applicable
	Not Applicable

	239-250
	Reserved for the GPRS charging protocol (see GTP' in 3GPP TS 32.295 [33])

	251
	TLV
	Charging Gateway Address
	7.7.44
	
	4/16

	252-254
	Reserved for the GPRS charging protocol (see GTP' in 3GPP TS 32.295 [33])

	255
	TLV
	Private Extension
	7.7.46
	
	Not Applicable

	256-65535
	TLV
	Spare. For future use.
	
	
	

	NOTE 1:
This value was allocated in an earlier version of the specification.

NOTE 2:
The size of the TL (Type and Length) fields, i.e "3" octets, is subtracted from the number of the fixed octets of the Fixed Length and Extendable type of the IEs. Hence for some of the Extendable IEs, for which the length is defined in terms of variable number of octets, "3" is explicitly subtracted while defining the fixed number of octets. E.g. length of Additional MM Context for SRVCC is defined as "e" and fixed number of octets for the same is defined as "e-3".
NOTE 3: 
The IE Type value 238 indicates that the IE Type shall be further identified by an IE Type Extension field; see subclause 7.7.0A. A GTP-C entity which does not support any IE Type encoded with an IE Type Extension field shall ignore an IE received with the IE Type value 238.


* * * Next Change * * * *

7.7.x
Mapped UE Usage Type
Mapped UE Usage Type is coded as depicted in Figure 7.7.x-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = yy (decimal)
	

	
	2 to 3
	Length = n
	

	
	4 to 5
	Mapped UE Usage Type
	

	
	6 to (n+3)
	These octet(s) is/are present only if explicitly specified
	


Figure 7.7.x-1: Mapped UE Usage Type
Mapped UE Usage Type is defined in subclause 5.8.1 of 3GPP TS 29.303 [46].

The Mapped UE Usage Type shall be encoded as a two octets binary integer. 
* * * End of Changes * * * *
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