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*** 1st Change ***

4.3
Functional elements


*** Next Change ***

5.1
Overview

The Gwn reference point is located between the Packet Flow Description Function (PFDF) and the Traffic Detection Function (TDF). The Gwn reference point enables transport of PFDs from the PFDF to the TDF for a particular Application Identifier or for a set of Application Identifiers.
The Gwn reference point supports the following functions:

-
Creation, updating and removal of individual or the whole set of PFDs from the PFDF to the TDF.

-
Confirmation of creation, updating and removal of PFDs from the TDF to the PFDF.

NOTE:
The interaction between the PFDF and the TDF is not related to any IP-CAN session.
The stage 2 level requirements for the Gwn reference point are defined in 3GPP TS 23.203 [2].
*** Next Change ***

6.1
Introduction
The following layers of the protocol stack for the Gw/Gwn reference point between PCEF/TDF and PFDF are described in subclauses:

- 
TCP as defined in IETF RFC 793 [6] provides the communication service at the transport layer.

-
An optional communication security layer can be added between the transport and the application delivery layer (see clause 7).

-
The application delivery layer provides the transport of the specific application communication data using HTTP as defined in IETF RFC 2616 [7].

-
The specific application communication layer constitutes the transport of the JSON content type. 

Figure 6.1.1 illustrates the protocol stack of the RESTful Gw/Gwn reference point.
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Figure 6.1.1: Protocol stack of the Gw/Gwn reference point
*** Next Change ***

6.3.2.2
URI design for Pull mode
In pull mode, the PFDs in PFDF is a readable RESTful resource:
-
"mainresource" is "pfds".
-
"resourcepath" varies and is defined in subclauses 6.3.3.2, 6.3.3.3 and 6.3.3.4.
An example of the URI to identify the RESTful resource is: http://pfdfserver.example.com/gwapplication/pfds.
NOTE:
A different resource path can be used when the Resource URI is preconfigured in the PCEF/TDF.
*** Next Change ***

6.3.2.3
URI design for Push mode
In push mode, the PFDs management (associating/disassociating PFDs with application identifiers) in PCEF/TDF is a controller resource that is responsible for processing push requests that involve provisioning or notifying a set of changes for more than one set of PFDs for corresponding application identifiers atomically.

-
"mainresource" shall be "provisioning".
-
"resourcepath" is not applicable in push mode.
An example of the URI to identify the controller resource is http://pcefserver.example.com/gwapplication/provisioning.
NOTE:
A different resource path can be used when the Resource URI is preconfigured in the PFDF.

*** End of Changes ***
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