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***********  First Change  ***********
[bookmark: _Toc472618811]4.2.18	EFIMSConfigData (IMS Configuration Data)
If service n°18 is "available", this file shall be present.
This EF contains the IMS configuration data object as specified in 3GPP TS 24.167 [35].

	Identifier: '6FF8'
	Structure: BER-TLV
	Optional

	File size: X bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	N/A
	IMS configuration data encoding
	M
	3 bytes

	N/A
	IMS configuration data
	O
	Y bytes



IMS configuration data object tags:
	IMS configuration data objects
	Tag Values

	IMS configuration data encoding
	'80'

	IMS configuration data
	'81'



Coding of the IMS configuration data encoding object
Contents:
Indicates the coding used for all the IMS configuration management objects stored in the EFIMSConfigData.
Coding:
A value of '00' indicates the XML format described in 3GPP TS 24.167 [35]. All other values are reserved.

Unused bytes shall be set to 'FF'. 
IMS configuration data object:
Coding of the IMS Configuration data object
	Length
	Description
	Value
	Status

	1 byte
	IMS configuration data object Tag
	'81'
	M

	X byte
	IMS configuration data object Length

	Y
	M

	Y bytes
	IMS configuration data
	-
	M



Contents:
The IMS configuration data can contain the following nodes and associated parent node from 3GPP TS 24.167 [35]:
1	Default_EPS_bearer_context_usage_restriction_policy node and its descendant nodes as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in 3GPP TS 24.229 [32] subclause L.2.2.5.1D.
2	Media_type_restriction_policy node and its descendant nodes as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in 3GPP TS 24.229 [32] subclause 6.1.1.
3	Reliable_18x_policy node and its descendant nodes as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32] subclause 5.1.4.2.
4	EPS_initial_attach_ConRefs node and its descendant nodes as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32] subclause L.2.2.1.
5	Precondition_disabling_policy node and its descendant nodes as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32] subclause 5.1.5A.
6	Timer_Emerg-reg leaf as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32] subclause 5.1.6.1.
7	EPC_via_untrusted_WLAN_mean_rekeying_time leaf as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32] Annes R.2.2.1.
8	EPC_via_untrusted_WLAN_NAT_keep_alive_time leaf as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32]  Annes R.2.2.1.
9	EPC_via_untrusted_WLAN_timeout_period_for_liveness_check leaf as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32]  Annes R.2.2.1.
10	Policy_on_local_numbers node and its descendant nodes as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32] subclause 5.1.2A.1.5A.
11	SMSoIP_usage_policy leaf as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.341 [36]  subclause 5.2.1.3.
<#>	Timer_Emerg-request leaf as described in 3GPP TS 24.167 [35]. Procedures for use of this policy are described in TS 24.229 [32] subclause 5.1.6.8.1.

Other nodes from 3GPP TS 24.167 [35] can be present in the IMS configuration data, however the ME shall ignore them.
Coding:
As specified in 3GPP TS 24.167 [35].

