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* * * First Change * * * *

19.3.1
Introduction

This subclause describes the format of the UE identification needed to access the 3GPP EPC from both 3GPP and non‑3GPP accesses.

The NAI is generated respectively by the S-GW at the S5/S8 reference point and by the UE for the S2a, S2b and S2c reference points. 

The NAI shall be generated as follows: 

-
based on the IMSI when the UE is performing a non-emergency Attach; 

-
 based on the IMEI when the UE is performing an emergency attach and IMSI is not available (see subclause 19.3.6); or
-
based on the IMSI or the IMEI (depending on the interface and information element) when the UE is performing an emergency attach and IMSI is available in the UE, as follows:

-
a UE that has an IMSI shall construct an Emergency NAI based on IMSI (see subclause 4.6.1 of 3GPP TS 23.402 [68] and subclause 19.3.x of this specification); 

-
if the IMSI is not authenticated by the network, the network requests the IMEI from the UE and the network shall then construct a NAI based on the IMEI for identifying the user in the EPC (see 3GPP TS 29.273 [78]).

For further information on the use of the parameters see the subclauses below and 3GPP TS 33.402 [69] and 3GPP TS 29.273 [78].

* * * Next Change * * * *

19.3.x
IMSI-based Emergency NAI

This subclause describes the format of the UE identification needed to access the 3GPP EPC from non‑3GPP accesses, when UE is performing an emergency attach and IMSI is available. For more information, see subclause 4.4.1 of 3GPP TS 24.302 [77].

The IMSI-based Emergency NAI shall take the form of an NAI and shall be encoded as the Root NAI as specified in subclause 19.3.2, but with the realm name prepended by the "sos" label. The resulting realm part of the IMSI-based Emergency NAI will be in the form:

"@sos.nai.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org" 

The resulting IMSI-based Emergency NAI will be in the form:
"0<IMSI>@sos.nai.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org" when used for EAP AKA authentication

"6<IMSI>@sos.nai.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org" when used for EAP AKA' authentication

For example, if the IMSI is 234150999999999 (MCC = 234, MNC = 15), the IMSI-based Emergency NAI takes the form 0234150999999999@sos.nai.epc.mnc015.mcc234.3gppnetwork.org for EAP AKA authentication and it takes the form 6234150999999999@sos.nai.epc.mnc015.mcc234.3gppnetwork.org for EAP AKA' authentication. 
* * * End of Changes * * * *

