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***** Next change *****
4.2.1
General description

The Incoming Communication Barring (ICB) service makes it possible for a user to have barring of certain categories of incoming communications according to a provisioned or user configured barring program and is valid for all incoming communications. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. Examples of conditions are whether the asserted originating public user identity matches a specific public user identity or whether the originating public user identity is restricted (anonymous). The action part could specify for a rule that contains a matching condition that the specific incoming communication is barred. The complete set of conditions and actions that apply to this service and their semantics is described in subclause 4.9.

The Inhibition of Incoming Forwarded Calls is a special case of the ICB and allows the served user to reject incoming communications from users or subscribers who have diverted the communication towards the served user. The communication history information will be used to trigger the service as described in subclause 4.9.

The Anonymous Communication Rejection (ACR) service allows the served user to reject incoming communications on which the asserted public user identity of the originating user is restricted. In case the asserted public user identity of the originating user is not provided then the communication is allowed by the ACR service.

An example where the originating user restricts presentation of the asserted public user identity is when he activated the OIR service 3GPP TS 24.607 [3].

The originating user is given an appropriate indication that the communication has been rejected due to the application of the ACR service.

The Anonymous Communication Rejection (ACR) service is a special case of the ICB service, which is highlighted here because it is a regulatory service in many countries. The ACR service can be activated for a specific subscriber by configuring an ICB service barring rule where the conditional part contains the "Condition=anonymous" and the action part "allow=false".

The Outgoing Communication Barring (OCB) service makes it possible for a user to have barring of certain categories of outgoing communications according to a provisioned or user configured barring program and is valid for all outgoing communications. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. An example condition is whether the request uri matches a specific public user identity. The action part can specify for a rule that contains a matching condition that the specific outgoing communication it to be barred. The complete set of conditions and actions that apply to this service and their semantics is described in subclause 4.9.
The configuration over the Ut interface of a barring service can be protected by a password. If the subscriber at provisioning time selects the value "by subscriber using a password" for the subscription option "control of barring services", the password is provisioned by the operator at that time. At any later time it is possible to change the password using mechanisms specified in 3GPP TS 24.623 [6].

***** Next change *****
4.9.2
XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:xml:xdm:common-policy" targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap" elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- import common policy definitions -->

  <xs:import namespace="urn:ietf:params:xml:ns:common-policy" schemaLocation="common-policy.xsd"/>

  <!-- import OMA common policy extensions -->

    <xs:import namespace="urn:oma:xml:xdm:common-policy" schemaLocation="xdm_commonPolicy-V1_0"/>

  <!-- incoming communication barring rule set based on the common policy rule set.-->

  <xs:element name="incoming-communication-barring" substitutionGroup="ss:absService">

    <xs:annotation>

      <xs:documentation>This is the incoming communication barring configuration document.</xs:documentation>

    </xs:annotation>

    <xs:complexType>

      <xs:complexContent>

        <xs:extension base="ss:simservType">

          <xs:sequence>

            <!-- add service specific elements here-->

            <xs:element ref="cp:ruleset" minOccurs="0"/>

          </xs:sequence>

        </xs:extension>

        <!-- service specific attributes can be defined here -->
        <xs:attribute name="password-required" type="xs:boolean" default="false" use="optional">
      </xs:complexContent>

    </xs:complexType>

  </xs:element>

  <!-- outgoing communication barring rule set based on the common policy rule set.-->

  <xs:element name="outgoing-communication-barring" substitutionGroup="ss:absService">

    <xs:annotation>

      <xs:documentation>This is the outgoing communication barring configuration document.</xs:documentation>

    </xs:annotation>

    <xs:complexType>

      <xs:complexContent>

        <xs:extension base="ss:simservType">

          <xs:sequence>

            <!-- add service specific elements here-->

            <xs:element ref="cp:ruleset" minOccurs="0"/>

          </xs:sequence>

        </xs:extension>

        <!-- service specific attributes can be defined here -->

        <xs:attribute name="password-required" type="xs:boolean" default="false" use="optional">
      </xs:complexContent>

    </xs:complexType>

  </xs:element>

  <!-- communication barring specific extensions to IETF common policy actions-->

  <xs:element name="allow" type="ss:allow-action-type"/>

  <!-- communication barring specific type declarations -->

  <xs:simpleType name="allow-action-type" final="list restriction">

    <xs:restriction base="xs:boolean"/>

  </xs:simpleType>

</xs:schema>
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