Page 1



3GPP TSG-CT WG3 Meeting #88
C3-171232
Dubrovnik, Croatia, 13 - 17 February 2017
(revision of C3-171068)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.343
	CR
	0027
	rev
	1
	Current version:
	14.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Update of reference for the Diameter base protocol

	
	

	Source to WG:
	Orange, Huawei

	Source to TSG:
	C3

	
	

	Work item code:
	DBPU
	
	Date:
	2017-02-05

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
     Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	As identified in the TR 29.819:

"As a general conclusion, it is considered that it is feasible to update the 3GPP specification to use the IETF RFC 6733 [3] instead of the IETF RFC 3588 [2] as normative reference for the Diameter base protocol."
"Some command's CCF specifications have been changed from the IETF RFC 3588 [2] to the IETF RFC 6733 [3]. The corresponding changes are indicated hereafter:

a)
*[AVP] is added in the CCF specification of the DPA, DWR and DWA commands in the IETF RFC 6733 [3] to indicate that the commands could be extended by the inclusion of optional AVPs;

b)
Only one Failed-AVP AVP can be present in the command answer whereas it was indicated that multiple instance could be present using the notation "*[ Failed-AVP ]". "
It is proposed to capture these changes in the specification 

	
	

	Summary of change:
	· Use the RFC 6733 instead of the RFC 3588 as normative reference for the Diameter base protocol.

· "Diameter base protocol" is used instead of "Diameter Base Protocol"

· Diameter command answers are corrected to indicate that only one instance of Failed-AVP AVP is allowed.

	
	

	Consequences if not approved:
	The specification still refer to an obsolete IETF RFC that could lead to interoperability issue with non-3GPP system based on Diameter.

Some ambiguity would still remain regarding the need to support multiple instances of Failed-AVP AVP in command answers

	
	

	Clauses affected:
	2, 6.1.1, 6.1.3, 6.2, 6.4.1, 6.5, 6.1.1, 6.6.3, 6.6.5, 6.7.2, 6.7.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


Additional discussion(if needed):
…
Proposed changes:

*** First Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".
[3]
Void.
[4]
IETF RFC 791: "Transmission Control Protocol".
[5]
IETF RFC 4960: "Stream Control Transmission Protocol".
[6]
3GPP TS 33.303: "Proximity-based Services (ProSe); Security aspects".
[7]
3GPP TS 29.345: "Inter-Proximity-services (ProSe) Function signalling aspects; Stage 3".
[8]
IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations".
[9]
IETF RFC 2234: "Augmented BNF for syntax specifications".
[10]
3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to Proximity-services (ProSe) Function Protocol aspects; Stage 3".
[11]
IETF draft-ietf-dime-load-03:”Diameter Load Information Conveyance”.

Editor’s note:
The above document cannot be formally referenced until it is published as an RFC.
[x]
IETF RFC 6733: "Diameter Base Protocol".
*** Next Change ***

6.1.1
Use of Diameter base protocol

The Diameter base protocol as specified in IETF RFC 6733 [x] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as specified in this specification. Unless otherwise specified, the procedures specified in IETF RFC 6733 [x] (including error handling and unrecognised information handling) shall be used unmodified. Only commands related to peer-to-peer connection are re-used from the Diameter base protocol (IETF RFC 6733 [x]), i.e. Capabilities-Exchange-Request (CER), Capabilities-Exchange-Answer (CEA), Disconnect-Peer-Request (DPR), Disconnect-Peer-Answer (DPA), Device-Watchdog-Request (DWR) and Device-Watchdog-Answer (DWA).
With regards to the Diameter protocol defined over the PC2 interface, the ProSe Application Server shall act as the Diameter server, in the sense that it is the network element that handles action requests. The ProSe Function shall act as the Diameter client, in the sense that it is the network element requesting actions.

A Diameter routing table entry can have a different destination based on the application identifier of the command. The application identifier stored in the command header must match the value of any application identifier AVPs in the command body. Diameter agents (relay, proxy, redirection, translation agents) should use the application identifier in the command header to route to a suitable destination.

*** Next Change ***

6.1.3
Advertising Application Support

The Diameter application identifier assigned to the PC2 interface application in the present release is 16777350.
NOTE:
The PC2 interface application identifier 16777337 is used in Release 12 document where only the usage PXR/PXA is specified. For backward compatibility, the ProSe Applicaiton Server in releases later than Rel-12 is encouraged to also support the Rel-12 version of this specification and the old application ID 16777337.

The ProSe Application Server and ProSe Function shall advertise support of the Diameter PC2 applications by including the value of the PC2 application identifiers in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the CER and CEA commands.

The vendor identifier value of 3GPP (10415) shall be included in the Supported-Vendor-Id AVP of the CER and CEA commands, and in the Vendor-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the CER and CEA commands.
The Vendor-Id AVP included in CER and CEA commands that is not included in the Vendor-Specific-Application-Id AVPs as described above shall indicate the manufacturer of the Diameter node as per IETF RFC 6733 [x].
*** Next Change ***

6.2
Initialization and maintenance of connection and session
A peer-to-peer connection is a connection between ProSe Application Server and ProSe Function.
A PC2 Diameter session shall consist of a single request and answer pair. The PC2 Diameter session is terminated after each request and answer pair interaction. In order to indicate that the session state is not to be maintained, the Diameter client and server shall include the Auth-Session-State AVP with the value set to NO_STATE_MAINTAINED (1), in the request and in the answer messages (see IETF RFC 6733 [x]).
*** Next Change ***

6.4.1
General

Table 6.4.1-1 describes the Diameter AVPs defined for the PC2 reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 6.4.1-1: PC2 specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (Note)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not

	Origin-App-Layer-User-Id
	3600
	6.4.2
	UTF8String
	M,V
	P
	
	

	Target-App-Layer-User-Id
	3601
	6.4.3
	UTF8String
	M,V
	P
	
	

	ProSe-Function-ID
	3602
	6.4.4
	OctetString
	M,V
	P
	
	

	ProSe-Request-Type
	3603
	6.4.5
	Unsigned32
	M,V
	P
	
	

	PDUID
	3604
	6.4.6
	OctetString
	V
	P
	
	M

	Application-Data
	3605
	6.4.7
	UTF8String
	V
	P
	
	M

	Allowed-Suffixes-Number
	3606
	6.4.8
	Unsigned32
	V
	P
	
	M

	Monitor-Target
	3607
	6.4.9
	Grouped
	V
	P
	
	M

	ProSe-Code-Suffix-Mask
	3608
	6.4.10
	Grouped
	V
	P
	
	M

	Suffix-Code
	3609
	6.4.11
	OctetString
	V
	P
	
	M

	Suffix-Mask
	3610
	6.4.12
	OctetString
	V
	P
	
	M

	Banned-User-Target
	3611
	6.4.17
	Grouped
	V
	P
	
	M

	Metadata-Indicator
	3612
	6.4.18
	Unsigned32
	V
	P
	
	M

	NOTE :
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 6733 [x].


*** Next Change ***

6.5
PC2 re-used AVPs
Table 6.5.1-1 lists the Diameter AVPs re-used by the PC2 reference point from existing Diameter Applications, reference to their respective specifications and a short description of their usage within the PC2 reference point. Other AVPs from existing Diameter Applications, except for the AVPs from the Diameter base protocol specified in IETF RFC 6733 [x], do not need to be supported. The AVPs from the Diameter base protocol specified in IETF RFC 6733 [x] are not included in Table 6.5.1-1, but they are re-used for the PC2 reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings.

Table 6.5.1-1: PC2 re-used Diameter AVPs

	Attribute Name
	Reference
	Description

	Load
	IETF draft-ietf-dime-load [11]
	The AVP used to convey load information between Diameter nodes. This AVP and all AVPs within this grouped AVP shall have the ‘M’ bit cleared.

	Requesting-EPUID
	3GPP TS 29.345 [7]
	Contains an identifier for EPC-level ProSe Discovery that uniquely identifies a UE registered for ProSe triggering a Proximity request.

	Targeted-EPUID
	3GPP TS 29.345 [7]
	Contains an identifier for EPC-level ProSe Discovery that uniquely identifies a UE registered for ProSe targeted by a Proximity request.

	ProSe-Restricted-Code-Suffix-Range
	3GPP TS 29.345 [7]
	Contains a range of suffixes which can be used for restricted ProSe direct discovery announcing when application-controlled extension is used.

	ProSe-Application-Code-Suffix-Range
	3GPP TS 29.345 [7]
	Contains a range of suffixes which can be used for open ProSe direct discovery announcing when application-controlled extension is used.

	ProSe-App-Id
	3GPP TS 29.345 [7]
	Contains an ProSe Application ID associated with the announcing or monitoring request for open ProSe direct discovery with application-controlled extension. 

	Requesting-RPAUID
	3GPP TS 29.345 [7]
	Contains a Restricted ProSe Application User ID associated with the requesting UE for the announcing or monitoring request for restricted ProSe direct discovery.

	Target-RPAUID
	3GPP TS 29.345 [7]
	Contains a Restricted ProSe Application User ID of the target UE associated with the monitoring request for restricted ProSe direct discovery.

	Target-PDUID
	3GPP TS 29.345 [7]
	Contains a ProSe Discovery User ID of the target UE associated with the monitoring request for restricted ProSe direct discovery.

	ProSe-Application-Metadata
	3GPP TS 29.345 [7]
	Contains the metadata corresponding to the target RPAUID for restricted ProSe direct discovery, such as welcome message.


*** Next Change ***

6.6.1
Command-Code Values

This section defines the Command-Code values for the PC2 interface application as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [8]. Every command is defined by means of the ABNF syntax in IETF RFC 2234 [9], and according to the Command Code Format (CCF) specification defined in IETF RFC 6733 [x].
The following Command Codes are defined in this specification:

Table 6.6.1.1: Command-Code values for PC2
	Command-Name
	Abbreviation
	Code
	Section

	ProXimity-Action-Request
	PXR
	8388676
	6.6.2

	ProXimity-Action-Answer
	PXA
	8388676
	6.6.3

	ProXimity-Application-Request
	XAR
	8388727
	6.6.4

	ProXimity-Application-Answer
	XAA
	8388727
	6.6.5


*** Next Change ***

6.6.3
ProXimity-Action-Answer (PXA) command

The PXA command, indicated by the Command-Code field set to 8388676 and the 'R' bit cleared in the Command Flags field, is sent by the ProSe Application Server to the ProSe Function in response to the PXR command as part of the procedures specified for EPC-level ProSe discovery and ProSe direct discovery in clause 5.
Message Format:

<PX-Answer> ::=  < Diameter Header: 8388676, PXY >

                 < Session-Id >

                 { Auth-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                 [ Failed-AVP ]

                 [ Origin-State-Id ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                 { ProSe-Request-Type }

                 [ Targeted-EPUID ]

                 [ ProSe-Function-ID ]
                *[ PDUID ]

                *[ ProSe-Restricted-Code-Suffix-Range ] 

                *[ ProSe-Application-Code-Suffix-Range ]

                *[ ProSe-Code-Suffix-Mask ]

                *[ Monitor-Target ]

                *[ Target-PDUID ]

                 [ProSe-Application-Metadata ]

                 [Application-Data ]

                *[ Load ]
                *[ AVP ]

*** Next Change ***

6.6.5
ProXimity-Application-Answer (XAA) command

The XAA command, indicated by the Command-Code field set to 8388727 and the 'R' bit cleared in the Command Flags field, is sent by the ProSe Function to the ProSe Application Server in response to the XAR command as part of the discovery authorization update procedure.

Message Format:

<XA-Answer> ::=  < Diameter Header: 8388727, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Auth-Session-State }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





 [ Failed-AVP ]





 [ Origin-State-Id ]





*[ Redirect-Host ]





 [ Redirect-Host-Usage ]





 [ Redirect-Max-Cache-Time ]





*[ Proxy-Info ]




 { ProSe-Request-Type }





*[ AVP ]

*** Next Change ***

6.7.2
Success

Result Codes that fall into the Success category are used to inform a peer that a request has been successfully completed. The Result-Code AVP values defined in the Diameter base protocol (IETF RFC 6733 [x]) are applied.

*** Next Change ***

6.7.3
Failures

Errors that fall into the Failures category shall be used to inform the peer that the request has failed. The Result-Code AVP values defined in Diameter base protocol (IETF RFC 6733 [x]) are applied. When one of the result codes as defined below is included in the PXA command, it is included in an Experimental-Result AVP and the Result-Code AVP is absent.
*** End of Changes ***

