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***** Change *****
1
Scope

The present document specifies the group management protocols needed to support Mission Critical Services (MCSs).
Group management applies only when the UE operates on the network.

MCSs are services that require preferential handling compared to normal telecommunication services, e.g. in support of police or fire brigade.

MCSs can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

The present document is applicable to User Equipment (UE) supporting the group management client (GMC) functionality, to application server supporting the group management server (GMS) functionality, and to application server supporting the Mission Critical Push To Talk (MCPTT) server functionality.

***** Change *****
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

GC
General Client
GKTP
Group Key Transport Payload
GMC
Group Management Client
GMOP
Group Management OPeration
GMS
Group Management Server

HTTP
HyperText Transfer Protocol
ICSI
IMS Communication Service Identifier
ID
IDentifier

IETF
Internet Engineering Task Force
MCS
Mission Critical Service
MCSs
Mission Critical Services
MCPTT
Mission Critical Push To Talk
MIME
Multipurpose Internet Mail Extensions
OMA
Open Mobile Alliance
UE
User Equipment
URI
Uniform Resource Identifier
XDMC
XML Document Management Client
XDMS
XML Document Management Server

XML
eXtensible Markup Language

