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*** 1st Change ***

5.5.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the H-PCRF to the V-PCRF in response to the CCR command. It is used to provision PCC/QoS rules and event triggers for the subsession/session

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 [ DRMP ]




 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Supported-Features]




 [ OC-Supported-Features ]





 [ OC-OLR ]





*[ QoS-Rule-Install ]





*[ QoS-Rule-Remove ]

 



*[ QoS-Information ]





 [ Bearer-Control-Mode ]





*[ Event-Trigger ]





 [ Charging-Information ]





*[ Subsession-Decision-Info ]




*[ CSG-Information-Reporting ]



0*2[ AN-GW-Address ]





 [ Origin-State-Id ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





 [ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]




*[ Load ]




*[ AVP ]
*** 2nd Change ***

5.5.5
Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the V-PCRF to the H-PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >





 < Session-Id >





 [ DRMP ]




 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]





 [ IP-CAN-Type ]




 [ RAT-Type ]




 [ 3GPP-SGSN-MCC-MNC ]




 [ 3GPP-SGSN-Address ]




 [ 3GPP-SGSN-IPv6-Address ]




 [ RAI ]




 [ 3GPP-User-Location-Info ]




 [ 3GPP-MS-TimeZone ]




 [ 3GPP2-BSID ]




 [ OC-Supported-Features ]





 [ OC-OLR ]





 [ QoS-Information ]





*[ QoS-Rule-Report ]




0*2[ AN-GW-Address ]




*[ Subsession-Enforcement-Info ]




 [ User-CSG-Information ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





 [ Failed-AVP ]





*[ Proxy-Info ]




*[ Load ]




*[ AVP ]
NOTE: Load AVP is only applicable to the EPC-routed feature as described in annex A.6.3.1.
*** 3rd Change ***

5.5.8
Trigger-Establishment-Answer (TEA) Command

The TEA command, indicated by the Command-Code field set to 8388656 and the 'R' bit cleared in the Command Flags field, is sent by the V-PCRF to the H-PCRF in response to the TER command.

Message Format:

<TE-Answer> ::=  < Diameter Header: 8388656, PXY >





 < Session-Id >





 [ DRMP ]




 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]





[ DRA-Deployment ]





 [ OC-Supported-Features ]





 [ OC-OLR ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





 [ Failed-AVP ]





*[ Proxy-Info ]




*[ Load ]




*[ AVP ]
*** 4th Change ***

A.7.6.3
CC-Answer (CCA) Command
The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the BPCF in response to the CCR command. It is used to provision QoS rules for the S9a session

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >

                < Session-Id >

                [ DRMP ]
                { Auth-Application-Id }

                { Origin-Host }

                { Origin-Realm }

                [ Result-Code ]

                [ Experimental-Result ]

                { CC-Request-Type }

                { CC-Request-Number }

                [ OC-Supported-Features ]

                [ OC-OLR ]

               *[ Supported-Features]
               *[ QoS-Rule-Install ]

               *[ QoS-Rule-Remove ]

                [ Event-Report-Indication ]

                [ Origin-State-Id ]

                [ Error-Message ]

                [ Error-Reporting-Host ]

                [ Failed-AVP ]

               *[ Proxy-Info ]

               *[ Route-Record ]
               *[ Load ]
               *[ AVP ]

*** 5th Change ***

A.7.6.5
Re-Authorization-Answer (RAA) Command
The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the BPCF to the PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >

                < Session-Id >

                [ DRMP ]
                { Origin-Host }

                { Origin-Realm }

                [ Result-Code ]

                [ Experimental-Result ]

                [ Origin-State-Id ]

                [ OC-Supported-Features ]

                [ OC-OLR ]

                [ QoS-Information ]

               *[ QoS-Rule-Report ]

                [ Error-Message ]

                [ Error-Reporting-Host ]

                [ Failed-AVP ]

               *[ Proxy-Info ]
               *[ Load ]
               *[ AVP ]
*** 6th Change ***

A.7.6.7
Trigger-Establishment-Answer (TEA) Command

The TEA command, indicated by the Command-Code field set to 8388656 and the 'R' bit cleared in the Command Flags field, is sent by the BPCF to the PCRF in response to the TER command.

Message Format:

<TE-Answer> ::=  < Diameter Header: 8388656, PXY >

                < Session-Id >

                [ DRMP ]
                { Origin-Host }

                { Origin-Realm }

                [ Result-Code ]

                [ Experimental-Result ]

                [ Origin-State-Id ]

                [ OC-Supported-Features ]

                [ OC-OLR ]

                [ Error-Message ]

                [ Error-Reporting-Host ]

                [ Failed-AVP ]

               *[ Proxy-Info ]
               *[ Load ]
               *[ AVP ]
*** 7th Change ***

A.8.6.3
CC-Answer (CCA) Command
The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the BPCF in response to the CCR command. It is used to provision PCC rules for the S9a session.

Message Format:

<CC-Answer> ::=  < Diameter Header: 272, PXY >

                < Session-Id >

                [ DRMP ]
                { Auth-Application-Id }

                { Origin-Host }

                { Origin-Realm }

                [ Result-Code ]

                [ Experimental-Result ]

                { CC-Request-Type }

                { CC-Request-Number }

                [ OC-Supported-Features ]

                [ OC-OLR ]

               *[ Supported-Features]

               *[ Charging-Rule-Install ]

               *[ Charging-Rule-Remove ]

                [ Origin-State-Id ]

                [ Error-Message ]

                [ Error-Reporting-Host ]

                [ Failed-AVP ]

               *[ Proxy-Info ]

               *[ Route-Record ]
               *[ Load ]
               *[ AVP ]
*** 8th Change ***

A.8.6.5
Re-Authorization-Answer (RAA) Command
The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the BPCF to the PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: 258, PXY >

                < Session-Id >

                [ DRMP ]
                { Origin-Host }

                { Origin-Realm }

                [ Result-Code ]

                [ Experimental-Result ]

                [ Origin-State-Id ]

                [ OC-Supported-Features ]

                [ OC-OLR ]

                [ QoS-Information ]

               *[ Charging-Rule-Report ]

                [ Error-Message ]

                [ Error-Reporting-Host ]

                [ Failed-AVP ]

               *[ Proxy-Info ]
               *[ AVP ]
*** End of Changes ***

