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* * * First Change * * * *

6.1.4.1
Detailed behaviour

The keys to the updated data are part of the information element User-Data AVP. When data repository is updated Service-Indication and Sequence Number shall also be part of the information element User-Data.

Since authentication pending is a transient state of normally very short duration, notification of an IMS user's state change, to and from the authentication pending state shall not be sent to Application Servers, when the previous state before authentication pending and next state after authentication pending are the same. If the states are different before the authentication pending state is entered and after the authentication pending state is left then notification is sent to the AS of this new state.

If the HSS and AS supports the Notif-Eff feature and if multiple subscriptions to notifications are associated with a Public User Identity, the HSS may combine the notifications for multiple Data References and Service Indications into a single notification message.

If the HSS supports the Update-Eff and Notif-Eff features, the HSS may generate only one notification message to be sent to the AS(s) supporting the Notif-eff feature, grouping the data changes notifications according to the subscribed notifications and the resulting successful achievement of a Sh-Update procedure with multiple repository data instances, from an AS that supports the Update-Eff feature. This notification message may also include other notifications as described with the Notif-Eff feature.

Removal of the subscribed data is indicated with the content of User-Data AVP. The content shall be compliant with the XML-schema defined in Annex D. Removed repository data shall be indicated with RepositoryData element that does not contain ServiceData element. Removed S-CSCF name shall be indicated with empty SCSCFName element. Removed IP Address Secure Binding Information shall be indicated with empty IPv4Addres, or IPv6Prefix and/ or IPv6 interface element respectively. If all iFCs for the user that are relevant for the AS have been removed it shall be indicated with empty IFCs element.

Removal of Public Identity for which the AS has any active subscription shall be indicated in the DeletedIdentities element. If One-Time-Notification AVP was included by the AS in Sh-Subs-Notif, the HSS shall remove the related subscription information after sending Sh-Notif, i.e. no subsequent notifications shall be sent to AS.
Notifications shall include the data updated for the received IMPU/MSISDN and Private Identity (if present).

NOTE:
Data referred to a Private Identity (e.g. IMS Private User Identity) implies that only the data (e.g. UE reachability) specific for that Private Identity is included, regardless of the type of User Identity received (e.g. IMS Public User Identity shared by multiple IMS Private User Identities).

Table 6.1.4.1 details the valid result codes that the AS can return in the response.

Table 6.1.4.1.1: Sh-Notif response valid result codes

	Result-Code AVP value
	Condition

	DIAMETER_SUCCESS
	The request succeeded.

	DIAMETER_ERROR_USER_DATA_NOT_RECOGNIZED
	The request failed. The AS informs the HSS that the received user information contained information, which was not recognized or supported by the AS.

	DIAMETER_ERROR_USER_UNKNOWN
	The request failed because the Public Identity or MSISDN are is not found in the AS. 

	DIAMETER_ERROR_TOO_MUCH_DATA
	The request failed. The AS informs the HSS that it tried to push too much data into the AS.

	DIAMETER_ERROR_NO_SUBSCRIPTION_TO_DATA
	The request failed. The AS informs the HSS that the notification refers to information to which the AS is not subscribed.

	DIAMETER_UNABLE_TO_COMPLY
	The request failed.


If DIAMETER_ERROR_USER_UNKNOWN is received in the Sh-Notif response, the HSS shall remove all of the subscription to notification information subscribed by the AS related to the specific User Identity.
* * * Next Change * * * *

C.1
General description

The following picture gives an outline of the UML model of the user profile, which is exchanged between the HSS and an AS:
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Figure C.1.1: Sh-Data

Each instance of the Sh-Data class contains 0 or 1 instance of the class PublicIdentifiers, 0 or n instance of the class IMSPrivateUserIdentity, 0 or n instances of the class RepositoryData, 0 or 1 instance of the class Sh-IMS-Data, 0 or 1 instance of the class CSUserState, 0 or 1 instance of the class PSUserState 0 or 1 instance of the class CSLocationInformation and 0 or 1 instance of the class PSLocationInformation, 0 or 1 instance of the class RegisteredIdentities, 0 or 1 instance of the class ImplicitIdentities, 0 or 1 instance of the class AllIdentities, 0 or 1 instance of the class AliasIdentities, and 0 or 1 instance of the class DeletedIdentities.

If AS and HSS both support the Notif-Eff feature and AS requires more than one identity sets of a public identity, or it has subscribed to be notifed of changes to IMSPublicIdentity (see table 7.6.1), the class PublicIdentifiers shall not be used to convey IMS Public Identities (it shall however still be used to convey the MSISDNs if so requested). Instead the classes RegisteredIdentities, ImplicitIdentities, AllIdentities and AliasIdentities shall be used and they contain the REGISTERED_IDENTITIES, IMPLICIT_IDENTITIES, ALL_IDENTITIES and ALIAS_IDENTITIES associated with the IMS Public Identity included in the request respectively, See Table 6.1.1.1 for the detailed information. The class PublicIdentifiers or the one among the four which may be used to contain the corresponding identity set can both be used to convey IMS Public Identities when AS requires only one identity set of a public identity.

If AS or HSS do not support the Notif-Eff feature, the classes RegisteredIdentities, ImplicitIdentities and AllIdentities shall not be used. Instead the class PublicIdentifiers shall be used. 
If Public Identity(ies) are deleted and the AS has any subscription active for the deleted identity(ies), the HSS shall notify the AS of the deletion of the identity(ies) using the class DeletedIdentities.
Class RepositoryData contains repository data (transparent data) for a given service that are associated to a Public user Identity or a group of alias Public User Identities. It has attributes ServiceIndication, SequenceNumber and ServiceData.

Class CSUserState contains the state of a user in the CS domain. Its only attribute, State, is an enumeration whose possible values are defined in section 7.6.7.

Class PSUserState contains the state of a user in the PS domain (SGSN). Its only attribute, State, is an enumeration whose possible values are defined in section 7.6.7.

NOTE: the fact that attribute State is an enumeration is a difference from what can be carried in the MAP protocol.

Class EPSUserState contains the state of a user in the PS domain (MME). Its only attribute, State, is an enumeration whose possible values are defined in section 7.6.7.

Class CSLocationInformation has the attributes LocationNumber, ServiceAreaID, CellGlobalId, LocationAreaId, GeographicalInformation, GeodeticInformation, VLRNumber, MSCNumber, AgeOfLocationInformation, CurrentLocationRetrieved, UserCSGInformation, TrackingAreaId, E-UTRANCellGlobalId and LocalTimeZone. They are defined in 7.6.

Class PSLocationInformation has the attributes ServiceAreaId, CellGlobalId, LocationAreaID, RoutingAreaID, GeographicalInformation, GeodeticInformation, SGSNNumber, AgeOfLocationInformation, CurrentLocationRetrieved, UserCSGInformation, VisitedPLMNID, LocalTimeZone and RATtype. They are defined in 7.6.

Class EPSLocationInformation has the attributes E-UTRANCellGlobalId, TrackingAreaID, GeographicalInformation, GeodeticInformation, MMEName, AgeOfLocationInformation, CurrentLocationRetrieved, UserCSGInformation, VisitedPLMNID, LocalTimeZone and RATtype. They are defined in 7.6.

Class TWANLocationInformation has the attributes TWAN-SSID, TWAN-BSSID, TWAN-PLMNID, CivicAddress, TWANOperatorName, LocalTimeZone and LogicalAccessID. They are defined in 7.6.
Class DeletedIdentities contains Public Identities (IMS Public User Identities or Public Service Identities) removed from the HSS.
Class UEReachabilityForIP contains the UE reachability for IP. Its attributes, UEIPReachabilityMME and UEIPReachabilitySGSN, are enumerations whose possible values are defined in section 7.6. 17.
Class IMSVoiceOverPSSessionsSupport contains the support of IMS voice over PS at the current access. Its only attribute, SupportIndication, is an enumeration whose possible values are defined in section 7.6.18.

Class IMSI contains the UE's IMSI. See subclause 7.6.24.

Class IMSPrivateUserIdentity contains an IMS Private Identity associated with the IMS Public Identity included in the request.

* * * End of Changes * * * *
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