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Background: This discussion paper discusses a documentation issue with CR C1-165444 coming to CT#74 for approval and also discusses possible backward compatibility issue of IMS barring with password
Discussion:
Samsung has some concerns on CR C1-165444 which adds support for password control of barring in IMS in Rel-14. Concerns from Samsung are:
1) Documentation of registration and modification of a password:

Issue: The registration and modification of a password should not be specified in the specification related to the use of the supplementary service as proposed by C1-165444. Rather it should go in a general supplementary services specification.

Evidence:

In CS. Password control is specified in TS 24.010: Supplementary services specification; General aspects.
In CS, Barring using password is specified in 24.088: TS Call Barring (CB) supplementary service; Stage 3.
Thus for IMS barring using password:
a) Activation and deactivation of barring using a password should go in TS 24.611Anonymous Communication Rejection (ACR) and Communication Barring (CB) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification

b) Registration and modification of a password (although currently only applicable for barring services) should go in TS 24.623 Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary Services and 24.173 IMS multimedia telephony communication service and supplementary services; Stage 3.
2) Backward Compatibility issues (e.g. between Rel-13 UE and Rel-14 Network):
It was stated in the CT1 IMS session in CT1#101 that "Barring in IMS is broken". The reason for this is because IMS barring pre-release 14 does not use a password, yet it is understood that deployments will find non-standard ways to ensure that password control is added to the IMS barring service.

From a standards point of view, it presents issues because a Rel-13 UE does not have a user interface to supply a password to a Rel-14 network that mandates supply of a password. Thus the following issues can occur:

a) A user with a Rel-13 UE that has activated barring previously without supplying a password, will not be able to deactivate it from the UE when the network upgrades to Rel-14.
b) A user may have previously activated barring and then subsequently deactivated. When the network upgrades to Rel-14, there is no way that the user can activate barring unless phoning up the operator or the UE upgrading to Rel-14.

Proposal:

1) There are no known technical issues with C1-165444, but the functionality is implemented in the wrong specification. The IMS service needs to be in-line with the CS service and that should also include the documentation of the service. So it is recommended to send this CR back to CT1 for further analyses.
2) Samsung asks CT for advice on how best to tackle the backwards compatibility issues of IMS barring. If non-standard implementations of IMS barring are common place, should IMS barring be deprecated from all pre-Rel14 releases?
