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	Reason for change:
	According to 23.402, when establishing IMS emergency session, if the UE is already connected over Trusted WLAN access, UE handling will be different depending on the UE's connection mode. If the UE is in SCM mode, the UE is required to detach first. If the UE is in MCM mode, the UE behaviour depends on whether TWAN supports emergency services:
This procedure applies when the UE needs to establish an IMS emergency session over Trusted WLAN access:

-
in SCM mode, the UE shall start initial attach procedure for emergency service. If the UE has already active PDN connection, the UE shall detach and start initial attach procedure for emergency service;

-
in MCM mode, the UE shall perform initial attach for emergency services and triggers the UE Initiated PDN connectivity request procedure in WLAN on S2a procedure. If the UE has already active PDN connection and the TWAN does not supports emergency service, the UE shall detach and start selection of a WLAN supporting Emergengy service and perform initial attach procedure for emergency service;

-
The emergency service is not supported in TSCM.

Related stage 3 procedures for trusted access need to be updated.



	
	

	Summary of change:
	Specify UE and network side handling related to emergency session establishment over trusted access
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6.4.2.6.2A
Usage of single-connection mode (SCM) - emergency
If the UE needs to establish an IMS emergency session over trusted WLAN access, the UE shall:

1)
if the UE does not have an active PDN connection and requests usage of the SCM, the UE shall start initial attach procedure for emergency service using the procedures specified in subclause 6.4.2.6.2. In addition, upon receiving EAP-Request/AKA'-Challenge message:

-
if the CONNECTION_MODE_CAPABILITY item in the item list field indicates support of emergency services, the UE shall respond with the EAP-Response/AKA'-Challenge message with the ATTACHMENT_TYPE item in the item list field set to indicate emergency attach or emergency handover; or
-
if the CONNECTION_MODE_CAPABILITY item in the item list field does not indicate support of emergency services, the UE shall respond with the EAP-Response/AKA'-Client-Error message as described in subclause 6.4.2.6.4. The UE shall re-initiate initial attach procedure for emergency service by selecting a different WLAN supporting Emergengy service; or
2)
if the UE already has active PDN connection, the UE shall detach first (see 3GPP TS 23.402 [6]) and then follow 1) above to start initial attach procedure for emergency service.
If the UE had requested emergency attach or emergency handover of an emergency session, upon receiving the EAP-Request/AKA'-Notification message, if the AT_NOTIFICATION attribute indicates failure, the UE shall detach and then perform initial attach procedure for emergency service by selecting a different WLAN supporting Emergengy service.
6.4.2.6.3A
Usage of multi-connection mode (MCM) - emergency
If the UE needs to establish an IMS emergency session over trusted WLAN access, the UE shall:

1)
if the UE does not have an active PDN connection and requests usage of the MCM, the UE shall start initial attach procedure for emergency service using the procedures specified in subclause 6.4.2.6.3. In addition, upon receiving EAP-Request/AKA'-Challenge message:

-
if the CONNECTION_MODE_CAPABILITY item in the item list field indicates support of emergency services, the UE shall respond with the EAP-Response/AKA'-Challenge message with the ATTACHMENT_TYPE item in the item list field set to indicate emergency attach or emergency handover; or
-
if the CONNECTION_MODE_CAPABILITY item in the item list field does not indicate support of emergency services, the UE shall respond with the EAP-Response/AKA'-Client-Error message as described in subclause 6.4.2.6.4. The UE shall re-initiate initial attach procedure for emergency service by selecting a different WLAN supporting Emergengy service; or
2)
if the UE already has active PDN connection:
-
if the connected TWAN does not supports emergency service, the UE shall detach first and then follow 1) above to start initial attach procedure for emergency service and selecting a WLAN supporting Emergengy service; or
-
if the connected TWAN supports emergency service, the UE shall initiate PDN connectivity establishment procedures as specified in 3GPP TS 24.244 [56].
If the UE had requested emergency attach or emergency handover of an emergency session, upon receiving the EAP-Request/AKA'-Notification message, if the AT_NOTIFICATION attribute indicates failure, the UE shall detach and then perform initial attach procedure for emergency service by selecting a different WLAN supporting Emergengy service.
6.4.2.6.3B
Usage of transparent single-connection mode (TSCM) - emergency
The emergency session is not supported for the UE using TSCM mode.
NOTE:
If the UE in TSCM mode already has active PDN connection, the UE remains connected. 

	*** Next Change ***


6.4.3.5.3B
Usage of transparent single-connection mode (TSCM) - emergency
The emergency session is not supported for the UE using TSCM mode.
	*** End Change ***


