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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MCPTT Group: A group supporting the MCPTT service.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [4] apply:

MCPTT group identity

MCPTT service

MCPTT user identity
For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Group-V1_1 [3] apply:

Group

For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Core-V2_1 [2] apply:

XDMC

XDMS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [r23228] apply:

Public Service Identity
***** Next change *****
6.2.5.2
Access to group document of another MCPTT provider or to MCPTT GKTP document of another MCPTT provider 
The GMS shall be configured with a group ID routing database. The group ID routing database consists of mapping of a group ID of another MCPTT provider to:

a)
an XCAP Root URI of the MCPTT provider; and

b)
a public service identity for accessing documents of the MCPTT provider.

If the GMS receives an HTTP request with Request-URI identifying a group document addressed by a group ID as described in subclause 7.2.10.2 and the group ID in the Request-URI identifies a group of another MCPTT provider, then GMS:

a)
shall derive XCAP root URI of the other MCPTT provider using the group ID routing database and the group ID in the Request-URI;

b)
shall replace the XCAP Root URI of the Request URI with the derived XCAP root URI of the other MCPTT provider;

c)
if the X-3GPP-Asserted-Identity header field is not present in the received HTTP request, shall insert an X-3GPP-Asserted-Identity header field with the identity of the sender of the HTTP request determined as specified in 3GPP TS 24.382 [10];

d)
if the Authorization header field is present in the received HTTP request, shall remove the Authorization header field from the HTTP request; and

e)
shall forward the HTTP request.

***** Next change *****
6.3.13.1
General

This procedure enables the GMC to subscribe to notification of changes of:

a)
one or more MCPTT group document;

b)
<GKTPs> elements of one or more MCPTT GKTP documents; or

c)
both.


This procedure enables the MCPTT server to subscribe to notification of changes of:

a)
one or more MCPTT group documents;

b)
<MKFC-GKTPs> elements of one or more MCPTT GKTP documents; or

c)
both.

This procedure enables the GMS owning a constituent MCPTT group of a temporary MCPTT group to subscribe to notification of changes of:

a)
an MCPTT group document of the temporary MCPTT group;

b)
a <GKTPs> element of an MCPTT GKTP document for the temporary MCPTT group; or

c)
both.
***** Next change *****
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6.3.13.2.1
Group management client (GMC) procedures

In order to subscribe to notification of changes of:

q)
one or more MCPTT group documents of MCPTT groups identified by MCPTT group IDs;

b)
<GKTPs> elements of one or more MCPTT GKTP documents for MCPTT groups identified by MCPTT group IDs; or

c)
both;

a GMC shall send an initial SIP SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [r24229] and IETF RFC 5875 [rfc5875]. In the initial SIP SUBSCRIBE request, the GMC:

a)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the GMC shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the GMC; and

B)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or

2)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the GMC;

B)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.x.10 where the group ID is set to the MCPTT group ID; and

C)
with the node selector identifying a <GKTPs> element of the MCPTT GKTP document;

b)
shall set the Request-URI to the configured public service identity for performing subscription proxy function of the GMS;

c)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to the value of the access token received during authentication procedure as described in 3GPP TS 24.382 [49];

d)
if identity hiding is required:

1)
shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the application/resource-lists+xml MIME body; and

2)
shall include an application/mikey MIME body with the CSK as specified in 3GPP TS 24.379 [5];

e)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [r24229]), in a P-Preferred-Service header field according to IETF RFC 6050 [rfc6050]; and
f)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.
Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request:

1)
if identity hiding is required, the GMC shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client; and

2)
shall handle the SIP NOTIFY request according to IETF RFC 5875 [rfc5875].

In order to re-subscribe to notification of changes of a modified list of:

a)
one or more MCPTT group documents of MCPTT groups identified by MCPTT group IDs;

b)
<GKTPs> elements of one or more MCPTT GKTP documents for MCPTT groups identified by MCPTT group IDs; or

c)
both;

a GMC shall send a SIP re-SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [r24229] and IETF RFC 5875 [rfc5875]. In the SIP re-SUBSCRIBE request, the GMC:

a)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the GMC shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the GMC; and

B)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or

2)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the GMC;

B)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.x.10 where the group ID is set to the MCPTT group ID; and

C)
with the node selector identifying a <GKTPs> element of the MCPTT GKTP document;

b)
if identity hiding is required, shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the application/resource-lists+xml MIME body using the CSK included in the initial SIP SUBSCRIBE request; and

c)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.

***** Next change *****
6.3.13.2.2
MCPTT server procedures

In order to subscribe to notification of changes of:

a)
one or more MCPTT group documents of MCPTT groups identified by MCPTT group IDs;

b)
<MKFC-GKTPs> elements of one or more MCPTT GKTP documents for MCPTT groups identified by MCPTT group IDs; or

c)
both;

an MCPTT server shall send an initial SIP SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [r24229] and IETF RFC 5875 [rfc5875]. In the initial SIP SUBSCRIBE request, MCPTT server:

a)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the MCPTT server shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the MCPTT server; and

B)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or

2)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the MCPTT server;

B)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.x.10 where the group ID is set to the MCPTT group ID; and

C)
with the node selector identifying a <MKFC-GKTPs> element of the MCPTT GKTP document;

b)
shall set the Request-URI to the configured public service identity for performing subscription proxy function of the GMS;
c)
shall include a P-Asserted-Identity header field containing the public service identity of the MCPTT server;

e)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [r24229]), in a P-Asserted-Service header field according to IETF RFC 6050 [rfc6050]; and

f)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request, the MCPTT server shall handle the SIP NOTIFY request according to IETF RFC 5875 [rfc5875].

In order to re-subscribe to notification of changes of a modified list of:

a)
one or more MCPTT group documents of MCPTT groups identified by MCPTT group IDs, 

b)
<MKFC-GKTPs> elements of one or more MCPTT GKTP documents for MCPTT groups identified by MCPTT group IDs; or

c)
both;

an MCPTT server shall send a SIP re-SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [r24229] and IETF RFC 5875 [rfc5875]. In the SIP re-SUBSCRIBE request, MCPTT server:

a) shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the MCPTT server shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the MCPTT server; and

B)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or

2)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the MCPTT server;

B)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.x.10 where the group ID is set to the MCPTT group ID; and

C)
with the node selector identifying a <MKFC-GKTPs> element of the MCPTT GKTP document; and

b)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.


***** Next change *****
6.3.15.3.3
Procedure of group management server (GMS) owning a constituent MCPTT group acting as subscriber
In order to subscribe to notification of changes of:

a)
an MCPTT group document of a temporary MCPTT group;

b)
a <GKTPs> element of an MCPTT GKTP document for the temporary MCPTT group; or
c)
both;

such that the temporary MCPTT group is identified by a MCPTT group ID and an MCPTT group owned by the GMS is a constituent MCPTT group of the temporary MCPTT group, the GMS shall send an initial SIP SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [r24229] and IETF RFC 5875 [rfc5875]. In the initial SIP SUBSCRIBE request, the GMS:

a)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the GMS shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:
A)
with the base URI being equal to the XCAP root URI of the MCPTT provider of the GMS, if the MCPTT group ID is owned by the MCPTT provider of the GMS;

B)
with the base URI being derived from the group ID routing database specified in subclause 6.2.5.2 and the MCPTT group ID, if the MCPTT group ID is owned by an MCPTT provider other than the MCPTT provider of the GMS; and
C)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or
2)
contains a relative path reference 

A)
with the base URI being equal to the XCAP root URI of the MCPTT provider of the GMS, if the MCPTT group ID is owned by the MCPTT provider of the GMS; and

B)
with the base URI being equal to derived from the group ID routing database specified in subclause 6.2.5.2 and the MCPTT group ID, if the MCPTT group ID is owned by an MCPTT provider other than the MCPTT provider of the GMS;

C)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.x.10 where the group ID is set to the MCPTT group ID; and

D)
with the node selector identifying a <GKTPs> element of the MCPTT GKTP document;
c)
shall set the Request-URI to:

1)
own public service identity for accessing documents, if the MCPTT group ID is owned by the MCPTT provider of the GMS; and

2)
the public service identity for accessing documents of other MCPTT provider derived from the group ID routing database specified in subclause 6.2.5.2 and the MCPTT group ID, if the MCPTT group ID is owned by an MCPTT provider other than the MCPTT provider of the GMS;
d)
shall include a P-Asserted-Identity header field containing the own public service identity for accessing documents;
e)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the GMS shall include the <mcptt-group-id> element set to the MCPTT ID of the constituent MCPTT group;

f)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [r24229]), in a P-Asserted-Service header field according to IETF RFC 6050 [rfc6050]; and

g)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.
***** Next change *****
6.3.13.3
Group management server (GMS) procedures

6.3.13.3.1
General

The GMS procedures consist of:

a)
procedures of GMS performing the subscription proxy function; and

b)
procedures of GMS owning the MCPTT group.

The GMS shall be configured with own public service identity for performing subscription proxy function of the GMS.

The GMS shall be configured with own public service identity for accessing documents.

6.3.13.3.2
Procedures of GMS performing the subscription proxy function
6.3.13.3.2.1
General
The procedures of GMS performing the subscription proxy function consist of:

a)
a GMC originated subscription proxy procedure; and
b)
a MCPTT server originated subscription proxy procedure; and

c)
a procedure for GMS acting as subscriber on behalf of GMC.
6.3.13.3.2.2
GMC originated subscription proxy procedure
Upon reception of an initial SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI set to own public service identity for performing subscription proxy function of the GMS;
c)
with a P-Asserted-Identity header field not containing a public service identity of an MCPTT server;

d)
with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-access-token> element;

e)
with an application/resource-lists+xml MIME body; and
f)
with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24 229 [r24229]), in a P-Asserted-Service header field according to IETF RFC 6050 [rfc6050];
the GMS:

a)
if an <EncryptedData> XML tag is included in the application/vnd.3gpp.mcptt-info+xml MIME body and the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/vnd.3gpp.mcptt-info+xml MIME body;

b)
if an <EncryptedData> XML tag is included in the application/resource-lists+xml MIME body and the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/resource-lists+xml MIME body;

c)
shall identify the originating MCPTT ID from <mcptt-access-token> element received in the application/vnd.3gpp.mcpttinfo+xml MIME body;

d)
if the originating MCPTT ID is not authorized MCPTT user, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps;
e)
act as a notifier according to IETF RFC 5875 [rfc5875]. Additionally, if an XCAP URI in the "uri" attribute of the <entry> element of the application/resource-lists+xml MIME body of the initial SIP SUBSCRIBE request identifies:

1)
a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is an MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of the GMS; or

2)
a element of an MCPTT GKTP document as described in subclause 7.x.10 where the group ID is an MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of GMS;


shall perform the procedure in subclause 6.3.13.3.2.4 for each such MCPTT group ID and shall interwork information of received SIP NOTIFY requests in subclause 6.3.13.3.2.4 in SIP NOTIFY requests associated with a subscription created as result of the received initial SIP SUBSCRIBE request.

Upon sending a SIP NOTIFY request associated with a subscription created as result of the received initial SIP SUBSCRIBE request, if the CSK is received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, the GMS shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT server.

Upon reception of a SIP re-SUBSCRIBE request:

a)
with the Event header field set to xcap-diff; and

b)
with an application/resource-lists+xml MIME body;

the GMS:

a)
if an <EncryptedData> XML tag is included in the application/resource-lists+xml MIME body of the received SIP re-SUBSCRIBE request and the CSK was received in an application/mikey MIME body of the initial SIP SUBSCRIBE request, shall decrypt the application/resource-lists+xml MIME body; and
b)
act as a notifier according to IETF RFC 5875 [rfc5875]. Additionally, if an XCAP URI in the "uri" attribute of the <entry> element of the application/resource-lists+xml MIME body of the SIP re-SUBSCRIBE request identifies:

1)
a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is an MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of the GMS; or

2)
a element of an MCPTT GKTP document as described in subclause 7.x.10 where the group ID is an MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of GMS;


and for which there is no related subscription established according to the subclause 6.3.13.3.2.4, shall perform the procedure in subclause 6.3.13.3.2.4 for each such MCPTT group ID and shall interwork information of received SIP NOTIFY requests in subclause 6.3.13.3.2.4 in SIP NOTIFY requests associated with a subscription created as result of the received initial SIP SUBSCRIBE request.

6.3.13.3.2.3
MCPTT server originated subscription proxy procedure
Upon reception of an initial SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI set to own public service identity for performing subscription proxy function of the GMS;
c)
with a P-Asserted-Identity header field containing a public service identity of an MCPTT server;

d)
with an application/resource-lists+xml MIME body; and
e)
with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24 229 [r24229]), in a P-Asserted-Service header field according to IETF RFC 6050 [rfc6050];
the GMS shall act as a notifier according to IETF RFC 5875 [rfc5875].

Upon reception of a SIP re-SUBSCRIBE request:

a)
with the Event header field set to xcap-diff; and

b)
with an application/resource-lists+xml MIME body;

the GMS shall act as a notifier according to IETF RFC 5875 [rfc5875].

6.3.13.3.2.4
Procedure for GMS acting as subscriber on behalf of GMC

In order to subscribe to notification of changes of:

a)
an MCPTT group document of an MCPTT group;

b)
a <GKTPs> element of an MCPTT GKTP document for an MCPTT group; or

c)
both;

such that the MCPTT group is identified by a MCPTT group ID owned by an MCPTT provider other than the MCPTT provider of the GMS, the GMS shall send an initial SIP SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [r24229] and IETF RFC 5875 [rfc5875]. In the initial SIP SUBSCRIBE request, the GMS:

a)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the GMS shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element contains XCAP URI:

1)
contains a relative path reference:

A)
with the base URI being derived from the group ID routing database specified in subclause 6.2.5.2 and the MCPTT group ID; and

B)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or

2)
contains a relative path reference 

A)
with the base URI being equal to the XCAP root URI of the MCPTT provider of the GMS;
B)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.x.10 where the group ID is set to the MCPTT group ID; and

C)
with the node selector identifying a <GKTPs> element of the MCPTT GKTP document;

b)
shall set the Request-URI to the public service identity for accessing documents of the other MCPTT provider derived from the group ID routing database specified in subclause 6.2.5.2; and

c)
shall include a P-Asserted-Identity header field containing the own public service identity for accessing documents;

d)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the GMS shall include the <mcptt-calling-user-id> element set to the originating MCPTT ID;
e)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [r24229]), in a P-Asserted-Service header field according to IETF RFC 6050 [rfc6050]; and

f)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request, the GMS shall handle the SIP NOTIFY request according to IETF RFC 5875 [rfc5875] and shall interwork the received information in subclause 6.3.13.3.2.2.

6.3.13.3.3
Procedures of GMS owning the MCPTT group
Upon reception of an initial SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI set to own public service identity for accessing documents; and
c)
with a P-Asserted-Identity header field containing:

1) a public service identity for accessing documents of the other MCPTT provider derived from the group ID routing database specified in subclause 6.2.5.2; or

2)
own public service identity for accessing documents;

d)
with an application/resource-lists+xml MIME body;

e)
with an application/vnd.3gpp.mcptt-info+xml MIME body; and
f)
with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24 229 [r24229]), in a P-Asserted-Service header field according to IETF RFC 6050 [rfc6050];
the GMS:

a)
if the <mcptt-calling-user-id> element is included in the application/vnd.3gpp.mcptt-info+xml MIME body and the MCPTT ID indicated in the <mcptt-calling-user-id> element is not authorized to retrieved the documents or elements indicated in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps;
b)
if the <mcptt-group-id> element is included in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT group ID indicated in the <mcptt-group-id> element is indicates an constituency MCPTT group of a temporary MCPTT group and the documents or elements indicated in the application/resource-lists+xml MIME body are not associated with the temporary MCPTT group ID, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps; and
c)
shall act as a notifier according to IETF RFC 5875 [rfc5875].

***** Next change *****
6.3.14.3.2
Procedure of GMS owning an MCPTT group to be combined

Upon reception of an HTTP POST request:

a)
with the Request-URI set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped> element of an existing group document of an MCPTT group; and

b)
with an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup check specified in subclause 7.3.4.4;

the GMS:

a)
if:

1)
the Request-URI identifies an existing <on-network-regrouped> element of an existing group document of an MCPTT group;

2)
the Request-URI identifies a non-existing <on-network-regrouped> element of an existing group document defining a temporary MCPTT group;

3)
identity indicated in the X-3GPP-Asserted-Identity header field is not authorized to combine to a temporary MCPTT group the MCPTT group for which XML element is indicated in the Request-URI; or

4)
the MIME body of the HTTP POST request is not acceptable;


then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps; and

b)
shall respond with HTTP 200 (OK) response to the HTTP POST request.

Upon reception of an HTTP POST request:

a)
with the Request-URI set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped> element of an existing group document of an MCPTT group; and

b)
with an application/g.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup notification specified in subclause 7.3.4.5;

the GMS:

a)
if:

1)
the Request-URI identifies an existing <on-network-regrouped> element of an existing group document of an MCPTT group;

2)
the Request-URI identifies a non-existing <on-network-regrouped> element of an existing group document defining a temporary MCPTT group;

3)
identity indicated in the X-3GPP-Asserted-Identity header field is not authorized to combine to a temporary MCPTT group the MCPTT group for which XML element is indicated in the Request-URI; or

4)
the MIME body of the HTTP POST request is not acceptable;


then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps;

b)
shall place the <on-network-regrouped> element of the GMOP document requesting group regroup notification of the HTTP POST request at the location identified by the Request-URI of the received HTTP POST request;

c)
shall respond with HTTP 200 (OK) response to the HTTP POST request; and

NOTE:
GMK, and MKFC are not included in the GMOP document requesting group regroup notification as GMK and MKFC are provided only using SIP. 

d)
shall subscribe for changes of the MCPTT GKTP document of the temporary MCPTT Group ID indicated in the "temporary-MCPTT-group-ID" attribute of the <on-network-regrouped> element of the GMOP document requesting group regroup notification according to subclause 6.3.15.3.3.

