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* * * First Change * * * *

7.1
3GPP specific AVP codes

The 3GPP specific AVPs have the Vendor-Specific bit ('V' bit) set in the AVP header and they carry the 3GPP’s vendor identifier in the Vendor-ID field of the AVP header. The 3GPP specific AVP codes are presented in the following table.  

Table 7.1: 3GPP specific AVP codes 

	AVP Code
	Attribute Name
	Data Type
	Specified in the 3GPP TS 


****not shown for clarity************
	4300
	Communication-Failure-Information
	Grouped
	29.128 [36]

	4301
	Cause-Type
	Unsigned32
	

	4302
	S1AP-Cause
	Unsigned32
	

	4303
	RANAP-Cause
	Unsigned32
	

	4304
	GMM-Cause
	Unsigned32
	

	4305
	SM-Cause
	Unsigned32
	

	4306
	Number-of-UE-Per-Location-Configuration
	Grouped
	

	4307
	Number-of-UE-Per-Location-Report
	Grouped
	

	4308
	UE-Count
	Unsigned32
	

	4309
	BSSGP-Cause
	Unsigned32
	

	4310
	Serving-PLMN-Rate-Control
	Grouped
	

	4311
	Uplink-Rate-Limit
	Unsigned32
	

	4312
	Downlink-Rate-Limit
	Unsigned32
	

	4313
	Extended-PCO
	OctetString
	

	Xxx1
	RRC-Cause-Counter
	Grouped
	

	xxx2
	Counter-Value
	Unsigned32
	

	xxx3
	RRC-Counter-Timestamp
	Time
	

	Note: The AVP codes from 431x to 4399 are reserved for TS 29.128.


****not shown for clarity************
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