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* * * 1st Change * * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AS
Application Server

NCA
Network Status Continuous Report Answer

NCR
Network Status Continuous Report Request

NSA
Network Status Answer

NSR
Network Status Request

RCAF
RAN Congestion Awareness Function

SCEF
Service Capability Exposure Function
SCS
Service Capability Server
* * * 2nd Change * * * *
5.3.1
General
Table 5.3.1.1 describes the Diameter AVPs defined for the Ns reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.1.1: Ns specific Diameter AVPs   

	
	
	
	
	AVP Flag rules (NOTE 1)
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Applicability
(NOTE 3)

	Network-Congestion-Area-Report
	mmmm
	5.3.2
	Grouped
	M,V
	P
	
	
	Y
	

	Ns-Request-Type
	nnnn
	5.3.3
	Unsigned32
	M,V
	P
	
	
	Y
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3].

NOTE 2:
The value types are defined in IETF RFC 3588 [3].
NOTE 3:
AVPs marked with a supported feature are applicable as described in subclause 5.4.1. 


* * * 3rd Change * * * *
5.6.3
Network-Status-Answer (NSA) command

The NSA command, indicated by the Command-Code field set to xxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the RCAF to the SCEF as part of the onetime or continuous network status reporting request procedure and as part of the cancellation of continuous reporting of network status procedure.

Message Format:

<NS-Answer> ::=  < Diameter Header: xxxxxx, PXY >

                 < Session-Id >

                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ SCEF-Reference-ID]
                 [ Origin-State-Id ]

                *[ Network-Congestion-Area-Report ] 
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]

                *[ Supported-Features ]
                *[ AVP ]

* * * 4th Change * * * *
5.6.4
Network-Status-Continuous-Report-Request (NCR) command
The NCR command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the RCAF to the SCEF as part of the continuous network status reporting procedure.
Message Format:

<NC-Request> ::= <Diameter Header: xxxxxx, REQ, PXY >

                 < Session-Id >
                 { Vendor-Specific-Application-Id }

                 { Auth-Session-State }
                 { Origin-Host }
                 { Origin-Realm }
                 { Destination-Realm }
                 [ Destination-Host ]
                 [ Origin-State-Id ]

                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ SCEF-Reference-ID]
                 [ Network-Congestion-Area-Report]  
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ Supported-Features ]

                *[ AVP ]

* * * End of Change * * * *
