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* * * 1st Change * * * *
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Editor's note:
The above document cannot be formally referenced until it is published as an RFC.
* * * 2nd Change * * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ASP
Application Service Provider

BTA
Background Data Transfer Answer

BTR
Background Data Transfer Request

DRMP
Diameter Routing Message Priority
PCRF
Policy and Charging Rules Function

SCEF
Service Capability Exposure Function
SPR
Subscription Profile Repository 
* * * 3rd Change * * * *
4.1
Overview

The Nt reference point is located between the PCRF and the SCEF. The Nt reference point is used for:

-
Reporting the transfer policies from the PCRF to the SCEF;
The stage 2 requirements for Nt reference point are defined in TS 23.203 [2].

Refer to Annex G of 3GPP TS 29.213 [9] for Diameter overload control procedures over the Nt interface. 
Refer to Annex J of 3GPP TS 29.213 [9] for Diameter message priority mechanism procedures over the Nt interface. 
* * * 4th Change * * * *
5.4.1
General
Table 5.4.1 lists the Diameter AVPs re-used by the Nt reference point from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Nt reference point.  Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.4.1, but they are re-used for the Nt reference point. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. 
Table 5.4.1: Nt re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicability

(NOTE)

	Application-Service-Provider-Identity
	3GPP TS 29.214 [5]
	The identity of the application service provider that is delivering a service to an end user.
	

	CC-Output-Octets 
	IETF RFC 4006 [4]
	It contains the number of requested, octets that may be sent to involved users.
	

	CC-Input-Octets 
	IETF RFC 4006 [4]
	It contains the number of requested octets that may be received from the involved users.
	

	CC-Total- Octets
	IETF RFC 4006 [4]
	It contains the total number of requested octets regardless of the direction (sent or received).
	

	DRMP
	IETF draft-ietf-dime-drmp [xx]
	Allows Diameter endpoints to indicate the relative priority of Diameter transactions.
	

	Max-Requested-Bandwidth-DL
	3GPP TS 29.214 [5]
	Defines the maximum aggregated authorized bandwidth for downlink by the PCRF.


	

	Max-Requested-Bandwidth-UL
	3GPP TS 29.214 [5]
	Defines the maximum aggregated authorized bandwidth for uplink by the PCRF.


	

	OC-OLR
	IETF RFC 7683 [10]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF RFC 7683 [10]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	Rating-Group
	IETF RFC 4006 [4]
	The charging key for the aggregated traffic of all involved UEs used for rating purpose.
	

	Supported-Features
	3GPP TS 29.229 [11]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	NOTE:
AVPs marked with a supported feature are applicable as described in subclause 5.4.2.


* * * 5th Change * * * *
5.6.2
Background-Data-Transfer-Request (BTR) command
The BTR command, indicated by the Command-Code field set to xxxxxxx and the 'R' bit set in the Command Flags field, is sent by the SCEF to the PCRF as part of Negotiation for future background data transfer procedure.

Message Format:

<BT-Request> ::= <Diameter Header: xxxxxxx, REQ, PXY >

                 < Session-Id >

                 [ DRMP ]

                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]
                 [ OC-Supported-Features ]
                 [ Application-Service-Provider-Identity ]

                 [ CC-Output-Octets ]

                 [ CC-Input-Octets ]

                 [ CC-Total-Octets ]

                 [ Number-Of-UEs ]

                 [ Time-Window ]
                 [ Network-Area-Info-List ]
                 [ Reference-Id ]
                 [ Transfer-Policy-Id ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
* * * 6th Change * * * *
5.6.3
Background-Data-Transfer-Answer (BTA) command
The BTA command, indicated by the Command-Code field set to xxxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the SCEF as part of Negotiation for future background data transfer procedure.
Message Format:

<BT-Answer> ::= <Diameter Header: xxxxxxx, PXY >

                 < Session-Id >

                 [ DRMP ]

                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm}

                 [ Result-Code ]
                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                 [ Reference-Id ]
                 [ OC-Supported-Features ]
                 [ OC-OLR ]
                *[ Transfer-Policy ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
* * * End of Changes * * * *
