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	Reason for change:
	SA2 updated TS 23.161 description of the UE requested PDN connection modification in 23.161 CR#0016 (S2-160891) to consists of two IKEv2 INFORMATIONAL transactions (one triggered by UE, one triggered by ePDG).
An IE is needed to distinguish:

a) a standalone ePDG-initiated modification; and

b) an ePDG-initiated modification initiated by a UE-initiated modification.

	
	

	Summary of change:
	A new PTI notification payload is introduce to link an ePDG-initiated modification to a UE-initiated modification, if the ePDG-initiated modification is initiated by the UE-initiated modification.
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	Other comments:
	Subclause 8.2.x.z is to be inserted into 8.2.x created by 24.302 CR#0533


***** Next change *****
7.2.3.2
UE behaviour towards ePDG initiated modification
This procedure is used if P-CSCF restoration extension for untrusted WLAN is supported as specified in 3GPP TS 23.380 [66].
If the UE receives the P_CSCF_IP6_ADDRESS attribute, the P_CSCF_IP4_ADDRESS attribute or both as specified in IETF RFC 7651 [64] in the CFG_REQUEST configuration payload within the INFORMATIONAL request from the ePDG and the UE supports P-CSCF restoration extension for untrusted WLAN as specified in 3GPP TS 23.380 [66], the UE shall reply with an INFORMATIONAL response and proceed as specified in subclause 5.6.5.2 of 3GPP TS 23.380 [66]. The INFORMATIONAL response shall include the received P_CSCF_IP6_ADDRESS attribute or the P_CSCF_IP4_ADDRESS attribute or both in the CFG_REPLY Configuration Payload. The P_CSCF_IP6_ADDRESS attribute shall contain no value and the length field shall be set to 0. The P_CSCF_IP4_ADDRESS shall contain no value and the length field shall be set to 0.

Upon of receipt of the NBIFOM_GENERIC_CONTAINER attribute in an INFORMATIONAL request, the UE shall reply with an INFORMATIONAL response and if required by procedures in 3GPP TS 24.161 [69], the UE shall include the NBIFOM_GENERIC_CONTAINER attribute in the INFORMATIONAL response. The UE shall set the NBIFOM container contents field of the NBIFOM_GENERIC_CONTAINER attribute as specified in 3GPP TS 24.161 [69].
***** Next change *****
7.4.2.1
ePDG-initiated modification

The ePDG shall forward the list of available P-CSCF addresses received from the P-GW by including the P_CSCF_IP6_ADDRESS attribute, the P_CSCF_IP4_ADDRESS attribute or both as specified in IETF RFC 7651 [64] in the CFG_REQUEST configuration payload within the INFORMATIONAL request to the UE as specified in 3GPP TS 23.380 [66].

If the ePDG-initiated modification procedure is triggered by NBIFOM procedures in 3GPP TS 24.161 [69], the ePDG shall include the NBIFOM_GENERIC_CONTAINER attribute in the INFORMATIONAL request. The ePDG shall set the NBIFOM container contents field of the NBIFOM_GENERIC_CONTAINER attribute as specified in 3GPP TS 24.161 [69].
If the ePDG-initiated modification is initiated by a UE-initiated modification, i.e. by a received INFORMATIONAL request message, then the ePDG shall include in the sent INFORMATIONAL request message a PTI Notify payload as specified in subclause 8.1.2.3 with the Related Message ID field set to the Message ID field of the received INFORMATIONAL request message.
***** Next change *****
8.1.2.3
Private Notify Message - Status Types

The Private Notify Message, Status Types defined in table 8.1.2.3-1 are status notifications giving additional information in a Notify payload which may be added to an IKEV2 INFORMATIONAL message. Refer to table 8.1.2.3‑1 for more details on what each status type means.

Table 8.1.2.3-1: Private Status Types

	Notify Message
	Value
	Descriptions

	REACTIVATION_REQUESTED_CAUSE 
	40961
	The IPsec tunnel associated to a PDN connection is released with a cause requesting the UE to reestablish the IPsec tunnel for the same PDN Connection after its release. 

	PTI
	xyz
	An INFORMATIONAL request message of an ePDG-initiated modification procedure is initiated by another INFORMATIONAL request message of an UE-initiated modification procedure. The PTI Notify payload is coded according to subclause 8.2.x.z.


***** Next change *****
8.2.x.z
PTI Notify payload

The PTI Notify payload is used to indicate that an INFORMATIONAL request message of an ePDG-initiated modification procedure is initiated by another INFORMATIONAL request message of an UE-initiated modification procedure.
The PTI Notify payload is coded according to figure 8.2.x.z-1 and table 8.2.x.z-1.
	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	Length 
	5 - 6

	Related Message ID
	7 - 10


Figure 8.2.x.z-1: PTI Notify payload
Table 8.2.x.z-1: PTI Notify payload
	Octet 1 is defined in IETF RFC 5996 [28].


	Octet 2 is the SPI Size field. It is set to 0 and there is no Security Parameter Index field.


	Octet 3 and Octet 4 is the Notify Message Type field. The Notify Message Type field is set to value xyz (see subclause 8.1.2.3) to indicate the PTI.


	Octet 5 and octet 6 is the Length field. The Length field is set to 4.


	Octet 7 to octet 10 is the Related Message ID field containing the Message ID field of the INFORMATIONAL request message of the UE-initiated modification procedure which initiated the ePDG-initiated modification procedure.


