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* * * First Change * * * *

5.6.5.3
Indication of UE support of the P-CSCF restoration extension for the untrusted WLAN access
If the UE supports the P-CSCF restoration extension for the untrusted WLAN access, it shall send an indication of this capability to the ePDG via a notify payload in the IKEv2 message to the ePDG at the establishment (or handover) of the IMS PDN connection over the untrusted WLAN access.

An ePDG which supports the P-CSCF restoration extension for untrusted WLAN shall forward this UE capability in the APCO information element to the PGW over the S2b interface.

NOTE:
The receipt by the PGW of the UE capability indicating the support of P-CSCF restoration for the untrusted WLAN access at the IMS PDN connection establishment (or handover) over the untrusted WLAN access serves also as an indication that the ePDG supports this procedure.

* * * End of Changes * * * *

