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* * * 1st  Change * * * *

5.3
Nt specific AVPs
5.3.1
General
Table 5.3.1.1 describes the Diameter AVPs defined for the Nt reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).
Table 5.3.1.1: Nt specific Diameter AVPs 
	
	
	
	
	AVP Flag rules (Note 1)
	Applicability 

	Attribute Name
	AVP Code
	Clause defined
	Value Type
(Note 2) 
	Must
	May
	Should not
	Must not
	

	Network-Area-Info-List
	4201
	5.3.2
	OctetString
	M,V
	P
	
	
	

	Reference-Id
	4202
	5.3.3
	OctetString
	M,V
	P
	
	
	

	Transfer-Request-Type
	4203
	5.3.4
	Unsigned32
	M,V
	P
	
	
	

	Time-Window
	4204
	5.3.5
	Grouped
	M,V
	P
	
	
	

	Transfer-End-Time
	4205
	5.3.6
	Unsigned64
	M,V
	P
	
	
	

	Transfer-Start-Time
	4206
	5.3.7
	Unsigned64
	M,V
	P
	
	
	

	Transfer-Policy
	4207
	5.3.8
	Grouped
	M,V
	P
	
	
	

	Transfer-Policy-Id
	4208
	5.3.9
	Unsigned32
	M,V
	P
	
	
	

	Number-Of-UEs
	4209
	5.3.10
	Unsigned32
	M,V
	P
	
	
	

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3].
NOTE 2:
The value types are defined in IETF RFC 3588 [3].


5.3.2
Network-Area-Info-List 
The Network-Area-Info-List AVP (AVP code 4201) is of type OctetString, it contains the network area information which is coded as specified in 3GPP TS 29.274 [6] in Presence Reporting Area Action IE, starting from octet 9.
5.3.3
Reference-Id AVP
The Reference-Id AVP (AVP code 4202) is of type OctetString. It is used by the PCRF to correlate an SCS/AS request with the transfer policy retrieved from the SPR. It is assigned by the PCRF and shall be globally unique per PLMN.

NOTE:
To guarantee the uniqueness of the Reference Id, the Reference Id can follow the definition of Session Id in IETF RFC 3588[3].

5.3.4
Transfer-Request-Type 
The Transfer-Request-Type AVP (AVP code 4203) is of type Unsigned32, it contains the reason for sending the BT-Request message.

The following values are defined:

0 (TRANSFER_POLICY_REQUEST)

The SCEF-Transfer-Request message is sent to initiate a transfer policy negotiation procedure.

1 (TRANSFER_POLICY_NOTIFICATION)


The SCEF-Transfer-Request message is sent to initiate a transfer policy notification procedure.

5.3.5
Time-Window 
The Time-Window AVP (AVP code 4204) is of type Grouped. It contains a Transfer-Start-Time and a Transfer-End-Time. It describes the time interval during which the SCS/AS may realize the background data transfer.

Time-window ::= < AVP Header: 4204 >
                   { Transfer-Start-Time }

                   { Transfer-End-Time }

                   *[ AVP ]
5.3.6
Transfer-End-Time 
The Transfer-End-Time AVP (AVP code 4205) is of type time. It indicates the NTP time at which the SCS/AS shall stop the background data transfer.
5.3.7
Transfer-Start-Time 
The Transfer-Start-Time AVP (AVP code 4206) is of type time. It indicates he NTP time when the SCS/AS may start the background data transfer.

5.3.8
Transfer-Policy 
The Transfer-Policy AVP (AVP code 4207) is of type Grouped. It indicates the transfer policy determined by the PCRF.

Transfer-Policy ::= < AVP Header: 4207 >
                   { Transfer-Policy-Id }

                   [ Time-Window ]

                   [ Rating-Group ]
                   [ Max-Requested-Bandwidth-DL ]
                   [ Max-Requested-Bandwidth-UL ]
                   *[ AVP ]
5.3.9
Transfer-Policy-Id 
The Transfer-Policy-Id AVP (AVP code 4208) is of type Unsigned32. It indicates the identity of the transfer policy. It is assigned by the PCRF and is unique per Reference-Id.
5.3.10
Number-Of-UEs 
The Number-Of-UEs AVP (AVP code 4209) is of type Unsigned32. It indicates the expected number of UEs.
* * * 2nd  Change * * * *

5.6
Nt messages

5.6.1
Command-Code Values

This subclause defines the Command-Code values for the Nt interface application as allocated by IANA from the vendor-specific namespace defined in IETF RFC 5719 [7]. Every command is defined by means of the ABNF syntax in IETF RFC 2234 [8], and according to the rules in IETF RFC 3588 [3].
The Nt application identifier shall be included in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP contained in the BT-Request/Answer commands.
The following Command Codes are defined in this specification:

Table 5.6.1: Command-Code values for Nt
	Command-Name
	Abbreviation
	Code
	Section

	Background-Data-Transfer-Request
	BTR
	8388723
	5.6.2

	Background-Data-Transfer-Answer
	BTA
	8388723
	5.6.3


5.6.2
Background-Data-Transfer-Request (BTR) command
The BTR command, indicated by the Command-Code field set to 8388723 and the 'R' bit set in the Command Flags field, is sent by the SCEF to the PCRF as part of Negotiation for future background data transfer procedure.

Message Format:

<BT-Request> ::= <Diameter Header: 8388723, REQ, PXY >

                 < Session-Id >

                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]
                 [ OC-Supported-Features ]
                 [ Application-Service-Provider-Identity ]

                 [ CC-Output-Octets ]

                 [ CC-Input-Octets ]

                 [ CC-Total-Octets ]

                 [ Number-Of-UEs ]

                 [ Time-Window ]
                 [ Network-Area-Info-List ]
                 [ Reference-Id ]
                 [ Transfer-Policy-Id ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.3
Background-Data-Transfer-Answer (BTA) command
The BTA command, indicated by the Command-Code field set to 8388723 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the SCEF as part of Negotiation for future background data transfer procedure.
Message Format:

<BT-Answer> ::= <Diameter Header: 8388723, PXY >

                 < Session-Id >

                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm}

                 [ Result-Code ]
                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                 [ Reference-Id ]
                 [ OC-Supported-Features ]
                 [ OC-OLR ]
                *[ Transfer-Policy ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
* * * End of Changes * * * *

