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* * * First Change * * * *
5.2.4.2
Detailed description of the procedure

To apply this procedure, the ProSe Function serving the monitoring UE shall send a ProXimity-Action-Request (PXR) command including the ProSe-Request-Type AVP with the value AUTHORIZATION_MONITOR (4), the Requesting-RPAUID AVP indicating the restricted ProSe Application User ID of the monitoring UE, and the Application-Data AVP with the data contained in the Application Level Container parameter in the initial request message from the originating UE.

When receiving a PXR command for monitor authorization for restricted ProSe direct discovery, the ProSe Application Server shall examine the Application-Data AVP and determine which target RPAUID(s) the requesting RPAUID is allowed to discover based on application-specific permissions. The ProSe Application Server shall then acknowledge the reception via a PXA command, set the Result-Code AVP to "SUCCESS" in the PXA command, include the PDUID(s) associated with the requesting RPAUID in PDUID AVP(s) in the PXA command, and one or more Monitor-Target AVP(s), each of which contains the target RPAUID that the requesting RPAUID is allowed to discover as well as the corresponding PDUID. If there is metadata associated with a target RPAUID, the ProSe Application Server shall also include the Metadata-Indicator in the corresponding Monitor-Target AVP. In case of an unsuccessful monitor authorization request for restricted ProSe direct discovery, applicable value defined in clause 6.7.3 shall be used to indicate the cause.

When receiving PXA from the ProSe Application Server, the ProSe Function of the originating UE checks the Result-Code AVP. If it indicates SUCCESS, the ProSe Function verifies that there exists one received PDUID belonging to the requesting UE, and notifies the originating UE, according to the procedure specified in 3GPP TS 24.334 [10].

* * * Next Change * * * *
5.2.5.2
Detailed description of the procedure

To apply this procedure, the ProSe Function serving the monitoring UE shall send a ProXimity-Action-Request (PXR) command including the ProSe-Request-Type AVP with the value AUTHORIZATION_MONITOR_ACE (5), the Requesting-RPAUID AVP with the RPAUID assigned for this application to the originating UE, and the Application-Data AVP with the data contained in the Application Level Container parameter in the initial request message from the originating UE.

When receiving a PXR command for monitor authorization for restricted ProSe direct discovery with application-controlled extension, the ProSe Application Server shall examine the Application-Data AVP and determine which target RPAUID(s) the requesting RPAUID is allowed to discover based on application-specific permissions. The ProSe Application Server shall then acknowledge the reception via a PXA command, sets the Result-Code AVP to "SUCCESS" in the PXA command, include the PDUID associated with the requesting RPAUID in PDUID AVP in the PXA command, and one or more Monitor-Target AVP(s), each of which contains the target RPAUID that the requesting RPAUID is allowed to discover as well as the corresponding PDUID. If there is metadata associated with a target RPAUID, the ProSe Application Server shall also include the MetadataIndicator in the corresponding Monitor-Target AVP. The ProSe Application Server shall also include the ProSe Restricted Code Suffix Masks in each Monitor-Target AVP. In case of an unsuccessful monitor authorization request for restricted ProSe direct discovery, applicable value defined in clause 6.7.3 shall be used to indicate the cause.

When receiving PXA from the ProSe Application Server, the ProSe Function of the originating UE checks the Result-Code AVP. If it indicates SUCCESS, the ProSe Function verifies that there exists one received PDUID belonging to the requesting UE, and notifies the originating UE, according to the procedure specified in 3GPP TS 24.334 [10].

* * * Next Change * * * *
5.2.7.2
Detailed description of the procedure

To apply this procedure, the ProSe Function shall send a ProXimity-Action-Request (PXR) command including the ProSe-Request-Type AVP with the value AUTHORIZATION_MATCH_REPORT (9), the Requesting-RPAUID AVP indicating the restricted ProSe Application User ID of the requesting UE and the Target-RPAUID AVP indicating the target restricted ProSe Application User ID.

Upon reception of the PXR command, the ProSe Application Server shall determine whether the restricted ProSe Application User ID within Requesting-RPAUID AVP is allowed to discover the target restricted ProSe Application User ID within Target-RPAUID AVP.

The ProSe Application Server shall then send a ProXimity-Action-Answer (PXA) command including the PDUID AVP(s) indicating the PDUID(s) associated with the RPAUID of the requesting UE, the Target-PDUID AVP(s) indicating the PDUID(s) associated with the target RPAUID, and optionally the Metadata AVP indicating certain metadata corresponding to the target RPAUID, such as welcome message. 

In case of an unsuccessful authorization for Match Report Request, an applicable value defined in clause 6.7.3 shall be used to indicate the cause.

NOTE:
The application logic in the ProSe Application Server triggered by the Diameter PXR command in this procedure is out of the scope of 3GPP.

When receiving PXA from the ProSe Application Server, the ProSe Function checks the Result-Code AVP. If it indicates SUCCESS, the the ProSe Function shall verify that there exists one received PDUID belonging to the requesting UE, and the target PDUID(s) are the same as the stored target PDUID(s) for the target RPAUID. If the Metadata AVP has been included in the PXA command, and the Metadata-Indicator (see subclauses 5.2.4.2 and 5.2.5.2) associated with the target RPAUID indicates METADATA_UPDATE_ALLOWED, the ProSe Function shall not cache the received metadata as the latest metadata for this target RPAUID. If the check of PDUID(s) is successful, ProSe Function notifies the originating UE, according to the procedure specified in 3GPP TS 24.334 [10].

* * * Next Change * * * *
6.4.1
General

Table 6.4.1-1 describes the Diameter AVPs defined for the PC2 reference point, their AVP Code values, types and possible flag values. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 6.4.1-1: PC2 specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (Note 1)

	Attribute Name
	AVP Code
	Clause defined
	Value Type 
	Must
	May
	Should not
	Must not

	Origin-App-Layer-User-Id
	3600
	6.4.2
	UTF8String
	M,V
	P
	
	

	Target-App-Layer-User-Id
	3601
	6.4.3
	UTF8String
	M,V
	P
	
	

	ProSe-Function-ID
	3602
	6.4.4
	OctetString
	M,V
	P
	
	

	ProSe-Request-Type
	3603
	6.4.5
	Unsigned32
	M,V
	P
	
	

	PDUID
	3604
	6.4.6
	OctetString
	V
	P
	
	M

	Application-Data
	3605
	6.4.7
	UTF8String
	V
	P
	
	M

	Allowed-Suffixes-Number
	3606
	6.4.8
	Unsigned32
	V
	P
	
	M

	Monitor-Target
	3607
	6.4.9
	Grouped
	V
	P
	
	M

	ProSe-Restricted-Code-Suffix-Mask
	3608
	6.4.10
	Grouped
	V
	P
	
	M

	Suffix-Code
	3609
	6.4.11
	OctetString
	V
	P
	
	M

	Suffix-Mask
	3610
	6.4.12
	OctetString
	V
	P
	
	M

	Requesting-RPAUID
	3611
	6.4.13
	UTF8String
	V
	P
	
	M

	Target-RPAUID
	3612
	6.4.14
	UTF8String
	V
	P
	
	M

	Target-PDUID
	3613
	6.4.15
	OctetString
	V
	P
	
	M

	Metadata
	3614
	6.4.16
	UTF8String
	V
	P
	
	M

	Banned-User-Target
	3615
	6.4.17
	Grouped
	V
	P
	
	M

	Metadata-Indicator
	3616
	6.4.xx
	Unsigned32
	V
	P
	
	M

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3].


* * * Next Change * * * *
6.4.9
Monitor-Target AVP

The Monitor-Target AVP (AVP code 3607) is of type Grouped. It contains a Target-RPAUID, a PDUID and zero or more ProSe Restricted-Code-Suffix-Mask(s).

The AVP format shall conform to:


Monitor-Target ::=
<AVP header:3607>

{ Target-RPAUID }

{ PDUID }
[ Metadata-Indicator ]
*[ ProSe-Restricted-Code-Suffix-Mask ]

*[AVP]

If the Metadata-Indicator value is "0 (NO_METADATA)", the Metadata-Indicator AVP may be omitted.
* * * Next Change * * * *
6.4.XX
Metadata-Indicator AVP

The Metadata-Indicator AVP (AVP code 3616) is of type Unsigned32, and contains the options for metadata associated with a particular target RPAUID. The following values are defined:
0 (NO_METADATA):

This value may be used to indicate that there is no metadata associated with the target RPAUID. This is the default value applicable if this AVP is not supplied.
1 (METADATA_UPDATE_DISALLOWED):

This value shall be used to indicate that there exists metadata associated with the target RPAUID, but the metadata is not allowed to be updated.

2 (METADATA_UPDATE_ALLOWED):

This value shall be used to indicate that there exists metadata associated with the target RPAUID, and the metadata is allowed to be updated.
* * * End of Changes * * * *
