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	Reason for change:
	In the dual stacks IP-CAN session scenario, if the IPv4 address is allocated or released, the PCRF shall inform of the TSSF, so that the TSSF can apply the ADC rules to the user plane traffic with the IP address(es) matching the UE Ipv4 address.

	
	

	Summary of change:
	When PCRF is notified by PCEF that either an UE_IP_ADDRESS_ALLOCATE or an UE_IP_ADDRESS_RELEASE event of the IP-CAN session occurs in the PCEF, the PCRF shall notify the TSSF about the event for the corresponding TSSF session. The Framed-IP-Address AVP shall also be provided.
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	The TSSF can’t match the traffic with IPv4 address to enforce the traffic steering control policy.
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	Other comments:
	


*** 1st Change ***

5c.4.1
General

Table 5c.4.1.1 lists the Diameter AVPs re-used by the St reference point from existing Diameter Applications, reference to their respective specifications, short description of their usage within the St reference point and which supported features the AVP is applicable to. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5c.4.1.1, but they are re-used for the St reference point. Unless otherwise stated, re-used AVPs shall maintain their 'M', 'P' and 'V' flag settings.
Table 5c.4.1.1: St re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicability (NOTE 1)

	ADC-Rule-Base-Name
	5b.3.4
	The ADC-Rule-Base-Name t indicates the name of a predefined group of ADC rules with rules with traffic steering policies.
	

	ADC-Rule-Definition
	5b.3.3
	The ADC-Rule-Definition AVP defines the ADC rule with traffic steering policies sent by the PCRF. 
Only the ADC-Rule-Name AVP, the TDF-Application-Identifier AVP, the Flow-Information AVP, the Precedence AVP, the Traffic-Steering-Policy-Identifier-DL AVP and the Traffic-Steering-Policy-Identifier-UL AVP within the AVP are required on the St reference point
	

	ADC-Rule-Install
	5b.3.1
	The ADC-Rule-Install AVP is used to activate, install or modify ADC rules with traffic steering policies as instructed from the PCRF.
Only the ADC-Rule-Definition AVP, the ADC-Rule-Name AVP and the ADC-Rule-Based-Name within the AVP are required on the St reference point.
	

	ADC-Rule-Name
	5b.3.5
	The ADC-Rule-Name defines a name for ADC rule with traffic steering policies. For ADC rules provided by the PCRF it uniquely identifies an ADC rule within one St session. For predefined ADC rules, it uniquely identifies an ADC rule within the TSSF.
	

	ADC-Rule-Remove
	5b.3.2
	The ADC-Rule-Remove AVP is used to deactivate or remove ADC rules with traffic steering policies as instructed from the PCRF.
	

	ADC-Rule-Report
	5b.3.6
	The ADC-Rule-Report AVP is used to report the status of the ADC rules which cannot be installed/activated. Only the the ADC-Rule-Name AVP, the ADC-Rule-Base-Name and the PCC-Rule-Status AVP within the AVP are required on the St reference point.
	

	Event-Report-Indication
	5.3.30
	When sent from the PCRF to the TSSF, it is used to report an event coming from the PCEF and the relevant info to the TSSF.
The following values for the included Event-Trigger are applicable:

UE_IP_ADDRESS_ALLOCATE (18), UE_IP_ADDRESS_RELEASE (19).
The following AVP which is included in Event-Report-Indication is applicable to St interface:
Framed-IP-Address.
	

	Flow-Description
	TS 29.214 [10]
	Defines the service data flow filter parameters for a detected application, if deducible.
	

	Flow-Direction
	5.3.65
	It indicates the direction/directions that a filter for a detected application is applicable, downlink only, uplink only or both down- and uplink (bidirectional).
	

	Flow-Information
	5.3.53
	This parameter may be sent from the PCRF to the TSSF to identify a service data flow.
	

	Framed-IP-Address
	IETF RFC 4005 [12]
	The Ipv4 address allocated for the user. 
	

	Framed-Ipv6-Prefix
	IETF RFC 4005 [12]
	The Ipv6 prefix allocated for the user. The encoding of the value within this Octet String type AVP shall be as defined in IETF RFC 3162 [15], subclause 2.3. The "Reserved", "Prefix-Length" and "Prefix" fields shall be included in this order.
	

	OC-OLR
	IETF RFC 7863 [49]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF RFC 7863 [49]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	PCC-Rule-Status
	5.3.19
	Describes the status of one or a group of ADC rules.
	

	Precedence
	5.3.11
	Defines, if multiple ADC rules overlap, which ADC Rule shall be applied for the purpose of enforcement, reporting of application start and stop, usage monitoring, and charging.
	

	Rule-Failure-Code
	5.3.38
	Identifies the reason an ADC rule is being reported.
TSSF is used instead of PCEF, ADC rule is used instead of PCC rule, and ADC-Rule-Definition AVP is used instead of Charging-Rule-Definition AVP.
	

	Security-Parameter-Index
	5.3.51
	Defines the IPSec SPI
	

	Supported-Features
	TS 29.229 [14]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	Traffic-Steering-Policy-Identifier-DL
	5.3.123
	Pointer to a pre-configured traffic steering policy at the TSSF for DL traffic
	

	Traffic-Steering-Policy-Identifier-UL
	5.3.124
	Pointer to a pre-configured traffic steering policy at the TSSF for UL traffic 
	

	NOTE 1:
AVPs marked with a supported feature are applicable as described in clause 5c.4.2. 


*** 2nd Change ***

4c.4.x
IPv4 Address Provisioning
When PCRF is notified by PCEF that either an UE_IP_ADDRESS_ALLOCATE or an UE_IP_ADDRESS_RELEASE event of the IP-CAN session occurs in the PCEF, the PCRF shall notify the TSSF about the event for the corresponding St session by including the UE_IP_ADDRESS_ALLOCATE or the UE_IP_ADDRESS_RELEASE event trigger within the Event-Reporting-Indication AVP which is included in a TSR command with the Request-Type AVP set to "1 (update request)". The Framed-IP-Address AVP shall also be provided within the Event-Report-Indication AVP when the UE_IP_ADDRESS_ALLOCATE event trigger is included. If the PCRF notifies of the new Ipv4 address to the TSSF, the TSSF shall additionally apply the ADC rules to the user plane traffic with the IP address matching the new Ipv4 addres. If the PCRF notifies to the TSSF that the Ipv4 address has been released, the TSSF shall stop applying the ADC rule to the user plane traffic with IP address matching the released Ipv4 address.
NOTE 1:
It is possible not to include ADC Rules in the TSR command.
NOTE 2:
The TSSF does not need to subscribe the notification of the UE_IP_ADDRESS_ALLOCATE and UE_IP_ADDRESS_RELEASE.
*** 3rd Change ***

5c.6.2 
TDF-Session-Request (TSR) Command

The TSR command, indicated by the Command-Code field set to 8388637 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the TSSF in order to establish an St session, provision and update ADC rules. 
Message Format:

<TS-Request> ::= < Diameter Header: 8388637, REQ, PXY >





 < Session-Id >





 { Vendor-Specific-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }




 { Request-Type }





 [ Destination-Host ]





 [ Origin-State-Id ]




 [ OC-Supported-Features ]




 [ Event-Report-Indication ]





 [ Framed-IP-Address ]





 [ Framed-Ipv6-Prefix ]




*[ ADC-Rule-Install ]




*[ ADC-Rule-Remove ]




*[ Supported-Features ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
*** End of Change ***

