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* * * First Change * * * *

5.2.3.31
TWAN-S2a-Failure-Cause
The TWAN-S2a-Failure-Cause AVP (AVP Code 1533) is of type Unsigned32 and it shall contain a 32 bit cause value field which is used to indicate the cause of S2a connectivity establishment failure to the 3GPP AAA Server by the TWAN. The description of the TWAN-S2a-Failure-Cause value is specified as in Table 5.2.3.30/1:
Table 5.2.3.30/1: TWAN-S2a-Failure-Cause value description

	Cause value 

(decimal)
	Cause Value
	Meaning

	26
	Insufficient resources
	This cause is used to indicate that the requested service cannot be provided due to insufficient resources.

	27
	Unknown APN
	This cause is used to indicate that the requested service was rejected because the access point name could not be resolved.

	30
	Request rejected by TWAN or PDN GW
	This cause is used to indicate that the requested service or operation was rejected by the TWAN or PDN GW.

	31
	Request rejected, unspecified
	This cause is used to indicate that the requested service or operation was rejected due to unspecified reasons.

	32
	Service option not supported
	This cause is used to indicate that the UE requests a service which is not supported by the PLMN.

	33
	Requested service option not subscribed
	This cause is used to indicate that the UE requests a service option which it has no subscription.

	34
	Service option temporarily out of order
	This cause is used to indicate that the network cannot serve the request because of temporary outage of one or more functions required for supporting the service.

	38
	Network failure
	This cause is used to indicate that the requested service was rejected due to an error situation in the network.

	50
	PDN type IPv4 only allowed
	This value is used to indicate that only PDN type IPv4 is allowed for the requested PDN connectivity.

	51
	PDN type IPv6 only allowed
	This value is used to indicate that only PDN type IPv6 is allowed for the requested PDN connectivity.

	113
	Multiple accesses to a PDN connection not allowed
	This value is used to indicate that the request for the additional access to a PDN connection was rejected by the PDN GW. 


* * * End of Changes * * * *
