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Abstract of document:

This document specifies the session control protocols needed to support Mission Critical Push-To-Talk (MCPTT). This document specifies both on-network and off-network protocols.

Mission critical communication services are services that require preferential handling compared to normal telecommunication services, e.g. in support of police or fire brigade.

The MCPTT service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

This document is applicable to User Equipment (UE) supporting the MCPTT client functionality, and to application servers supporting the MCPTT server functionality.

This document refers to new functionality provided by other MCPTT documents:

-
24.380
Mission Critical Push To Talk (MCPTT) media control Protocol specification 

-
24.381
Mission Critical Push To Talk (MCPTT) group management Protocol specification 

-
24.382
Mission Critical Push To Talk (MCPTT) identity management Protocol specification 

-
24.383
Mission Critical Push To Talk (MCPTT) Management Object (MO)

-
24.TBD
Mission Critical Push To Talk (MCPTT) configuration management Protocol specification

This is the first presentation of this document to CT Plenary.
Outstanding Issues:

The following aspects still need to be covered by March 2016:

1)
On Network:

a)  Service Authorisation

b)
Pre-established Session Modification and Session Release

c)
Affiliation (Primary/Partner/Remote Change)

d)
Server-initiated Late Call Entry for Group Calls

e)
Client re-join procedures for Group Calls

f)
Call Control procedures over Broadcast MBMS bearers

g)
Completion of Emergency/Imminent Peril/Alert mechanisms for Group and Private Call

h)
Specification of Namespace for RPH and use of Priority mechanisms

i)
Group call involving groups from multiple MCPTT systems (formed from temporary re-group)
j) 
Group Merging

k) 
Solutions required for Identity Hiding from SA3
l) 
Support for Dispatcher and Authorised User invocation of Call Control procedures
m) 
Support for Simultaneous Sessions

n) 
Management of media resources allocated by pre-established sessions
2)
Off Network:

a)
Emergency Call

b)
Emergency Alert

c)
Imminent Peril Call

d)
Broadcast Group Call

3)
General
a)
Definitions and Abbreviations

b)
General subclauses

c)
References to configuration parameters in procedures
c)
Completion of outstanding Editor's Notes.
Contentious Issues:

CT1 awaits the decisions in SA3 with regard to whether encryption is needed to implement the requirements for identity hiding or whether a solution can be achieved without encryption. The decision may affect the choice of identities used for routing, in the procedures in TS 24.379.

