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* * * First Change * * * *

20.2
MBMS session start / update/ stop
The MBMS session start shall be used by the BM-SC to trigger the bearer resource establishment and announce the arrival of data for a MBMS bearer service (along with the attributes of the data to be delivered e.g. QoS, MBMS service area, or MBMS-Cell-List) to every MBMS GW that will deliver the MBMS bearer service.

The MBMS session update shall be used by the BM-SC to trigger the update of MBMS session attributes in the affected MBMS GWs. The attributes that can be modified are the MBMS service area, the MBMS-Cell-List and the list of MBMS control plane nodes (MMEs, SGSNs). 
The MBMS session stop shall be used by the BM-SC to indicate the end of the data stream for an MBMS bearer service to every MBMS GW that has been delivering the MBMS bearer service.

* * * Next Change * * * *

20.3.2
Session update procedure
The BM-SC initiates the MBMS session update procedure when service attributes (e.g. Service Area, MBMS cell list, Access indicator or ARP) for an ongoing MBMS session shall be modified. The MBMS session update procedure update procedure is initiated towards one or more of the MBMS GWs in the list of downstream nodes in the BM-SC, according to the changes in the service area.

NOTE:
In addition, when the MBMS Service Area for an ongoing broadcast session is changed in the BM-SC, then MBMS GW(s) may be added to, or removed from, the list of downstream nodes in the BM-SC. The BM-SC will initiate MBMS session start procedures or MBMS session stop procedures towards these MBMS GWs accordingly.

The attributes that can be modified by the RAR message are the MBMS Service Area, the MBMS-Cell-List, the ARP, the Access indicator and the list of MBMS control plane nodes (MMEs, SGSNs).
When a session update message is received, the MBMS GW updates its MBMS Bearer Context accordingly and informs its downstream MMEs/SGSNs of the changed service attributes. If a list of MBMS control plane nodes (MMEs, SGSNs) is included in the session update message, MBMS GW shall initiate a session start procedure towards the new MMEs/SGSNs, and a session stop procedure towards the MMEs/SGSNs that have been removed from the list.
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Figure 20.3.2.1: MBMS Session Update procedure

1.
The BM-SC sends an RAR message to all MBMS GWs listed in the "list of downstream nodes" parameter of the affected MBMS Bearer Context to indicate that the MBMS session is updated. 
2.
The MBMS GW stores the new session attributes in the MBMS Bearer Context, initiates session start, session stop or session update procedure towards the MMEs/SGSNs in its list of MBMS control plane nodes and sends an RAA message to the BM-SC. An AAR message is not mandated for the SGmb application in response to an RAR- RAA command exchange.
* * * Next Change * * * *

20.4.1
Re-Auth-Request Command
The Re-Auth-Request (RAR) command, defined in IETF RFC3588 (DIAMETER BASE) [66], is indicated by the Command-Code set to 258 and the message flags’ ‘R’ bit set. 

The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.

The bold marked AVPs in the message format indicate new optional AVPs for SGmb, or modified existing AVPs.

Message Format:

      <RAR>  ::= < Diameter Header: 258, REQ, PXY >

                 
< Session-Id >

                 
{ Origin-Host }

                 
{ Origin-Realm }

                 
{ Destination-Realm }

                 
{ Destination-Host }

                 
{ Auth-Application-Id }

                 
{ Re-Auth-Request-Type }
                 
[ Called-Station-Id ]

                 
[ Framed-IP-Address]

                 
[ Framed-Ipv6-Prefix ]

                 
[ Framed-Interface-Id ]
                 
[ MBMS-Access-Indicator ]
                 
[ MBMS-StartStop-Indication ]

                 
[ MBMS-Service-Area ]

                 
[ QoS-Information ]

                 
[ MBMS-Session-Duration ]

                 
[ MBMS-Session-Identity ]

                 
[ MBMS-Session-Repetition-number ]
                 
[ TMGI ]

                 * 
[ 3GPP-SGSN-Address ]           

                 * 
[ 3GPP-SGSN-Ipv6-Address ]       
                 
[ MBMS-Time-To-Data-Transfer ]
                 
[ MBMS-Data-Transfer-Start ]

                 
[ MBMS-Data-Transfer-Stop ]
                 
[ MBMS-Flags ]
                 
[ MBMS-User-Data-Mode-Indication ]

                 
[ MBMS-BMSC-SSM-IP-Address ]

                 
[ MBMS-BMSC-SSM-Ipv6-Address ]

                 
[ MBMS-Flow-Identifier ]
                 
[ CN-IP-Multicast-Distribution ]   

                 
[ MBMS-HC-Indicator ]
                 
[ MBMS-GW-UDP-Port-Indicator]
; for IP unicast encapsulated user data
                 
[ MBMS-GW-SSM-IP-Address ]

; for IP multicast encapsulated user data

                 
[ MBMS-GW-SSM-Ipv6-Address ]
; for IP multicast encapsulated user data

                 
[ MBMS-BMSC-SSM-UDP-Port ]

; for IP multicast encapsulated user data
                 
[ MBMS-Cell-List ]
                 
[ Origin-State-Id ]

                 *
[ Proxy-Info ]

                 *
[ Route-Record ]

                 *
[ Supported-Features ]
                 
[ Restart-Counter ]
For the MBMS Session Start procedure, RAR is sent by the BM-SC to the MBMS GW(s) that will deliver the MBMS service when it is ready to send data. This is a request to activate all necessary bearer resources in the network for the transfer of MBMS data. The RAR message contains either an Ipv4 address included in 3GPP-SGSN-Address AVP or an Ipv6 address included in 3GPP-SGSN-Ipv6-Address AVP for each participating MBMS control plane nodes (MMEs, SGSNs). The MBMS-Time-to-Data-Transfer AVP shall be included to indicate the expected time between the reception of the MBMS Session Start and the transmission of MBMS data flows. For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Start AVP containing the absolute time stamp of the data delivery start. The RAR message shall also contain the MBMS-Service-Area AVP. If the MBMS Cell List feature is supported, or if the BM-SC does not yet know whether the MBMS-GW supports this feature, the RAR may contain the MBMS-Cell-List AVP. For the distributed MCE architectures, i.e. when the MCE is part of eNB as described in clause 15.1.1 in TS 36.300 [98], the MBMS-Data-Transfer-Start AVP should be used at MBSFN operation mode to ensure synchronized session control and to facilitate a graceful reallocation of resources for the MBSFN when needed.
The MBMS-Flags AVP may provide specific control indications in relation to MBMS, e.g. whether the MBMS Session Start procedure is used to re-establish an MBMS session.
For the MBMS Session Update procedure, RAR is sent by the BM-SC in order for the MBMS GW(s) to update their session attributes. If the MBMS service area or the MBMS cell list needs to be changed, the MBMS-Service-Area AVP shall be included in the RAR. If the MBMS Cell List feature is supported and the MBMS cell list needs to be changed, the MBMS-Cell-List AVP shall also be included. If the MBMS-Service-Area AVP but no MBMS-Cell-List AVP is included, this shall indicate that any MBMS Cell List included in a previous RAR does no longer apply. If the Access indicator needs to be updated, it shall be included in the MBMS-Access-Indicator AVP. For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Start AVP containing the absolute time stamp of the data delivery start. For the distributed MCE architectures, i.e. when the MCE is part of eNB as described in clause 15.1.1 in TS 36.300 [98], the MBMS-Data-Transfer-Start AVP should be used at MBSFN operation mode to ensure synchronized session control and to facilitate a graceful reallocation of resources for the MBSFN when needed. The MBMS-StartStop-Indication AVP with the value UPDATE shall be included. The MBMS-Time-To-Data-Transfer with AVP the value set to 0 shall be included. The MBMS-Session-Duration AVP shall be included to indicate the duration of the remaining part of the MBMS session. The 3GPP-SGSN-Address AVP and the 3GPP-SGSN-Ipv6-Address AVP shall be included if the related lists of MBMS control plane nodes (MMEs, SGSNs) in the MBMS GW(s) have changed. The other bold marked AVPs shall be included as given by the previous, corresponding MBMS Session Start procedure.

For the MBMS Session Stop procedure, RAR is sent by the BM-SC to the MBMS GW(s) when it considers the MBMS session to be terminated. The session is typically terminated when there is no more MBMS data expected to be transmitted for a sufficiently long period of time to justify a release of bearer plane resources in the network. For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Stop AVP containing the absolute time stamp of the data delivery stop. The MBMS-Flags AVP may provide specific control indications, e.g. whether the MBMS Session Stop procedure is used to release the MBMS bearer context locally.

For the MBMS Session Start procedure, the Qos-Information AVP indicates the QoS that is required for the MBMS bearer service for the actual MBMS session. Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL AVP, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable for the MBMS bearer service. The MBMS-Service-Area AVP is passed from BM-SC transparently through MBMS GW to the MMEs/SGSN(s) that are relevant for the actual MBMS bearer service. The MBMS-Cell-List AVP is also passed transparently through MBMS GW to the MMEs. The MBMS-Access-Indicator AVP indicates in which radio access types the MBMS bearer service shall be broadcasted, i.e UTRAN, or E-UTRAN, or both.
The usage of MBMS-StartStop-Indication AVP, Session-Id AVP, Framed-IP-Address AVP, Framed-Ipv6-Prefix AVP, Framed-Interface-Id AVP, Called-Station-Id AVP and MBMS-Flow-Identifier AVP can refer to Gmb interface as described in clause 17.6.5.
If unicast mode is used, the MBMS GW shall select an IP unicast address and a destination UDP port that is unique within the MBMS GW or that IP unicast address.

If IP multicast encapsulation of application IP multicast datagram is used over Sgi-mb, the BM-SC shall select a source UDP port that is unique within the BM-SC for that IP multicast address.

For the MBMS Heartbeat procedure, RAR is sent by the BM-SC to the MBMS GW, or vice-versa. The RAR message shall contain the following AVPs: 

-
the MBMS-StartStop-Indication AVP set to the value "heartbeat";

-
the Restart-Counter AVP set to the local restart counter of the sender. 
* * * Next Change * * * *

20.5a

SGmb specific AVPs
Table 20.5a.1 describes the SGmb specific Diameter AVPs. The Vendor-Id header of all SGmb specific AVPs defined in the present specification shall be set to 3GPP (10415).

The SGmb specific AVPs require to be supported to be compliant with the present specification. All AVPs in table 20.5a.1 are mandatory within SGmb interface unless otherwise stated.

Table 20.5a.1: SGmb specific AVPs

	
	AVP Flag rules
	
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.
	Applicability (NOTE 1)

	MBMS-Access-Indicator
	923
	20.5a.1
	Enumerated
	M.V
	P
	
	
	Y
	

	MBMS-GW-SSM-IP-Address
	924
	20.5a.2
	OctetString
	V
	P
	
	M
	Y
	

	MBMS-GW-SSM-Ipv6-Address
	925
	20.5a.3
	OctetString
	V
	P
	
	M
	Y
	

	MBMS-BMSC-SSM-UDP-Port
	926
	20.5a.4
	OctetString
	V
	P
	
	M
	Y
	

	MBMS-GW-UDP-Port
	927
	20.5a.5
	OctetString
	V
	P
	
	M
	Y


	

	MBMS-GW-UDP-Port-Indicator
	928
	20.5a.6
	Enumerated
	V
	P
	
	M
	Y
	

	MBMS-Data-Transfer-Start
	929
	20.5a.7
	Unsigned64
	V
	P
	
	M
	Y
	

	MBMS-Data-Transfer-Stop
	930
	20.5a.8
	Unsigned64
	V
	P
	
	M
	Y
	

	MBMS-Flag
	931
	20.5a.9
	Unsigned32
	V
	P
	
	M
	Y
	

	Restart-Counter
	932
	20.5a.10
	Unsigned32
	V
	P
	
	M
	Y
	MBMS Heartbeat

	Diagnostic-Info
	933
	20.5a.11
	Unsigned32
	V
	P
	
	M
	Y
	

	MBMS-Cell-List
	934
	20.5a.yy
	OctetString
	V
	P
	
	M
	Y
	MBMS Cell List

	NOTE 1:
AVPs marked with a supported feature are applicable as described in subclause 20.7.


* * * Next Change * * * *

20.5a.yy


MBMS-Cell-List AVP
The MBMS-Cell-List AVP (AVP code 934) is of type OctetString. It contains the MBMS Cell List that the E-UTRAN uses to determine a set of radio resources to be used for the broadcast. Based on the cell ID list, the set of radio resources selected may be reduced from the full set of resources defined by the MBMS service area. 
The AVP shall consist of two octets indicating the number of cell identifiers in the list, followed by a sequence of maximum 4096 cell identifiers, coded as E-CGIs.
	Bits
	

	1-16
	Number N of ECGI codes coded as:

1
binary value is ‘0000 0000 0000 0000’

4096
binary value is '0000 1111 1111 1111'

	17-(56*N+16)
	A consecutive list of N ECGI codes, each encoded according to subclause 8.21.5 of 3GPP TS 29.274 [81].


The ECGI and its semantics are defined in subclause 19.6 of 3GPP TS 23.003 [40].
* * * Next Change * * * *

20.7
Use of the Supported-Features AVP on the SGmb reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request in a Diameter session indicate the set of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the SGmb reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [105].
The base functionality for the SGmb reference point is the 3GPP Rel-11 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the SGmb commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [105], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF.
As defined in 3GPP TS 29.229 [105], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the SGmb reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the SGmb reference point, the Feature-List-ID AVP shall differentiate those lists from one another.

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of 3GPP TS 29.229 [105]. The following exceptions apply to the initial RAR/RAA command pair:

-
If the BM-SC supporting post-Rel-11 SGmb functionality is able to interoperate with a MBMS GW supporting Rel-11, the RAR shall include the features supported by the BM-SC within Supported-Features AVP(s) with the ‘M’ bit cleared. Otherwise, the RAR shall include the supported features within the Supported-Features AVP(s) with the M-bit set.

NOTE 1:
One instance of Supported-Features AVP is needed per Feature-List-ID.
-
If the RAR command does not contain any Supported-Features AVP(s) and the MBMS GW supports Rel-11 SGmb functionality, the RAA command shall not include the Supported-Features AVP. In this case, both BM-SC and MBMS GW shall behave as specified in the Rel-11 version of this document.

-
If the RAR command contains the Supported-Features AVP, the MBMS GW shall include the Supported-Features AVP in the RAA command, with the ‘M’ bit cleared, indicating only the features that both the BM-SC and MBMS GW support.

NOTE 2:
The client will always declare all features that are supported according to table 20.7.1. When more than one feature identifying a release is supported by both BM-SC and MBMS GW, the BM-SC will work according to the latest common supported release.
Once the BM-SC and MBMS GW have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
The table below defines the features applicable to the SGmb interface for the feature list with a Feature-List-ID of 1.

Table 20.7.1: Features of Feature-List-ID 1 used in SGmb

	Feature bit
	Feature
	M/O
	Description

	0
	MBMS Heartbeat
	O
	This feature indicates the support of the MBMS Heartbeat functionality, including the AVPs and corresponding procedures.

	1
	MBMS Cell List
	O
	This feature indicates the support of providing a MBMS-Cell-List AVP in the MBMS Session Start and MBMS Session Update procedures. For deployments with E-UTRAN access, this feature shall be supported.

	Feature bit:The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".

Feature: 
A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O: 
Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release. 

Description: A clear textual description of the feature.
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