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***** Start of change *****
7.2.3
Tunnel modification
7.2.3.1
UE-initiated modification
This procedure is used if MOBIKE as defined in IETF RFC 4555 [31] is supported by the UE.

When there is a change of local IP address for the UE, the UE shall update the IKE security association with the new address, and shall update the IPsec security association associated with this IKE security association with the new address. The UE shall then send an INFORMATIONAL request containing the UPDATE_SA_ADDRESSES notification to the ePDG.

If, further to this update, the UE receives an INFORMATIONAL request with a COOKIE2 notification present, the UE shall copy the notification to the COOKIE2 notification of an INFORMATIONAL response and send it to the ePDG.
This procedure is also used during the UE-initiated IP flow mobility procedure (see subclause 6.3.3.3 of 3GPP TS 23.161 [xx]) or the NBIFOM IP flow mapping procedure (see subclause 6.4.3 of 3GPP TS 23.161 [xx]).
For the UE-initiated IP flow mobility procedure, if the UE wants to move one or more IP flows from the 3GPP access to the WLAN access, the UE shall include the requested NBIFOM routing rule in the NBIFOM_GENERIC_CONTAINER attribute in the INFORMATIONAL request to the ePDG.
For NBIFOM IP flow mapping procedure, if the UE wants to request the network to apply a specific mapping of an IP flow to untrusted WLAN access, the UE shall include the requested mapping of an IP flow in the NBIFOM_GENERIC_CONTAINER attribute in the INFORMATIONAL request to the ePDG.
Editor’s note (WID:NBIFOM-CT, CR#0471): The definition of the NBIFOM_GENERIC_CONTAINER attribute is FFS.
7.2.3.2
UE behaviour towards ePDG initiated modification
Upon of receipt of a routing rule in the NBIFOM_GENERIC_CONTAINER attribute, the UE shall reply with an INFORMATIONAL response.
Editor’s note (WID:NBIFOM-CT, CR#0471): The definition of the NBIFOM_GENERIC_CONTAINER attribute and how the UE indicates whether to accpect the routing rule request is FFS.
***** Next change *****
7.4.2
Tunnel modification
7.4.2.1
ePDG-initiated modification

This procedure is used during the network-initiated IP flow mobility procedure (see subclause 6.3.2.3 of 3GPP TS 23.161 [xx]) in order to provide the UE with an updated routing rule. The ePDG shall include the routing rule in the NBIFOM_GENERIC_CONTAINER attribute in the INFORMATIONAL request.
Editor’s note (WID:NBIFOM-CT, CR#0471): The definition of the NBIFOM_GENERIC_CONTAINER attribute is FFS.
7.4.2.2
ePDG behaviour towards UE-initiated modification
When receiving an INFORMATIONAL request containing the UPDATE_SA_ADDRESSES notification, the ePDG shall check the validity of the IP address and update the IP address in the IKE security association with the values from the IP header. The ePDG shall reply with an INFORMATIONAL response.

The ePDG may initiate a return routability check for the new address provided by the UE, by including a COOKIE2 notification in an INFORMATIONAL request and send it to the UE. When the ePDG receives the INFORMATIONAL response from the UE, it shall check that the COOKIE2 notification payload is the same as the one it sent to the UE. If it is different, the ePDG shall close the IKE security association by sending an INFORMATIONAL request message including a "DELETE" payload.

If no return routability check is initiated by the ePDG, or if a return routability check is initiated and is successfully completed, the ePDG shall update the IPsec security associations associated with the IKE security association with the new address.
***** End of changes *****
