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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ePDG
Evolved Packet Data Gateway
IKEv2
Internet Key Exchange Protocol Version 2
LIA
Location Information Answer

LIR
Location Information Request


LMA
Local Mobility Anchor
PGW
PDN Gateway
PMIP
Proxy Mobile IP
SAA
Server Assignment Answer

SAR
Server Assignment Request


SGW
Serving Gateway

TWAN
Trusted WLAN Access Network

UAA
User Authorization Answer

UAR
User Authorization Request


WLAN
Wireless Local Area Network
* * * Next Change * * * *
5.X.5
Optional extension for the HSS and PCRF-based solutions for the untrusted WLAN access

5.X.5.1
Overview and principles 
The basic mechanism for P-CSCF restoration over WLAN is optionally extended for the untrusted WLAN access to avoid the need to deactivate and reactivate the IMS PDN connection. This P-CSCF restoration extension applies to the HSS-based and the PCRF-based solutions.
Upon receipt of a P-CSCF restoration indication from the 3GPP AAA Server, the PGW may invoke this P-CSCF restoration extension procedure if 

-
the UE is accessing the EPC via an untrusted WLAN access; 

-
the UE and the ePDG indicated support of this extension for the untrusted WLAN access (as further described in subclause 5.X.5.3).
If so, the PGW shall send the updated list of the addresses of available P-CSCFs towards the UE via the ePDG. This triggers the UE to initiate a new IMS registration towards an available P-CSCF over the existing IMS PDN connection.

Otherwise, the PGW shall initiate the release of the IMS PDN connection and proceed with the basic P-CSCF restoration mechanism specified in subclauses 5.X.2 and 5.X.3.

5.X.5.2
Description

The call flow for the P-CSCF restoration extension for the untrusted WLAN access is described in figure 5.X.5.2-1. The functional entities involved by this call flow shall execute the following procedure if they all support the P-CSCF restoration extension for the untrusted WLAN access. 
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Figure 5.X.5.2-1: P-CSCF restoration extension for the untrusted WLAN access – GTP-based S2b

For the HSS-based solution, steps from 1 to 7 are the same as those explained in subclause 5.X.2.2 for the P-CSCF restoration basic mechanism for WLAN. In step 7, the 3GPP AAA Server, when receiving a P-CSCF restoration indication from the HSS, transfers this indication to the PGW.

For the PCRF-based solution, steps from 1 to 7 are the same as those explained in subclause 5.3.2 for the P-CSCF restoration basic mechanism. In step 7, the PCRF transfers the P-CSCF restoration indication to the PGW.
Hereafter steps 8 to 11 are common to the HSS-based solution and to the PCRF-based solution:

8
If the PGW has previously received the indication that the UE and the ePDG support the P-CSCF restoration extension for the untrusted WLAN access, the PGW shall send an Update Bearer Request (as described in 3GPP TS 29.275 [15]) to the ePDG including the APCO information element  set with a list of available P-CSCF addresses.

9
The ePDG shall initiate an IKEv2 informational exchange procedure, as described in IETF RFC 7296 [xx], towards the UE to forward the list of available P-CSCF addresses received from the PGW.

10
The UE shall send a response to the ePDG which then shall send an Update Bearer Response to the PGW.

11
As per the P-CSCF restoration procedures described in 3GPP TS 24.229 [19], the UE shall select one P-CSCF from the received list and proceed with an IMS registration.

The same call flow applies to PMIP-based S2b, whereby, in step 8, the PGW shall initiate an LMA Initiated Update Notification procedure, as described in 3GPP TS 29.275 [15], to provide the ePDG with the available P-CSCF addresses. 

5.X.5.3
Indication of UE support of the P-CSCF restoration extension for the untrusted WLAN access
If the UE supports the P-CSCF restoration extension for the untrusted WLAN access, it shall send an indication of this capability to the ePDG via the configuration payload of the IKEv2 message to the ePDG at the establishment (or handover) of the IMS PDN connection over the untrusted WLAN access.

An ePDG which supports the P-CSCF restoration extension for untrusted WLAN shall forward this UE capability in the APCO information element to the PGW over the S2b interface.

NOTE:
The receipt by the PGW of the UE capability indicating the support of P-CSCF restoration for the untrusted WLAN access at the IMS PDN connection establishment (or handover) over the untrusted WLAN access serves also as an indication that the ePDG supports this procedure.

* * * End of Changes * * * *
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