Page 1



3GPP TSG CT3 Meeting #81
C3-151202
Sanya, China; 25th – 29th May 2015
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.215
	CR
	0381
	rev
	-
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Correcting Hanging Paragraphs

	
	

	Source to WG:
	Nokia Networks

	Source to TSG:
	C3

	
	

	Work item code:
	SAES-St3-PCC, TEI13
	
	Date:
	2015-05-18

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	TS 29.215 contains some hanging parapgraphs, which are not allowed according to 3GPP drafting rules

	
	

	Summary of change:
	"General" headings are inserted to avoid hanging paragraphs. A wrong and dublicated table numbering in Clause A.8.3.1 is also corrected.

	
	

	Consequences if not approved:
	TS 29.215 does not comply with 3GPP drafting rules.  Hanging parapgraphs, can not be properly referenced.

	
	

	Clauses affected:
	5.3, 5.4, A.8.3.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


1st change
5.3
S9 specific AVPs 

5.3.0
General
Table 5.3.0.1 describes the Diameter AVPs defined for the S9 reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted and the applicability of the AVPs to charging control, policy control or both. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).
Table 5.3.0.1: S9 specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. type
	Applicability (note 3)

	DRA-Deployment
	2206
	5.3.7
	Enumerated
	V
	P
	
	M
	Y
	Non-3GPP-EPS

3GPP-EPS
	PC

EPC-routed

	Multiple-BBERF-Action
	2204
	5.3.6
	Enumerated
	M,V
	P
	
	
	Y
	All
	PC

	Subsession-Decision-Info
	2200
	5.3.1
	Grouped
	M,V
	P
	
	
	Y
	All
	Both

	Subsession-Enforcement-Info
	2201
	5.3.2
	Grouped
	M,V
	P
	
	
	Y
	All 
	Both

	Subsession-Id
	2202
	5.3.3
	Unsigned32
	M,V
	P
	
	
	Y
	All
	Both

	Subsession-Operation
	2203
	5.3.4
	Enumerated
	M,V
	P
	
	
	Y
	All 
	Both

	DRA-Binding
	2208
	5.3.x
	Enumerated
	V
	P
	
	M
	Y
	Non-3GPP-EPS

3GPP-EPS
	PC

EPC-routed

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [6].

NOTE 2:
The value types are defined in RFC 3588 [6].

NOTE 3:
AVPs marked with “CC” are applicable to charging control, AVPs marked with “PC” are applicable to policy control and AVPs marked with “Both” are applicable to both charging control and policy control.


2nd change

5.4
S9 re-used AVPs 

5.4.0
General
The S9 reference point re-uses all of the Gx and Gxx AVPs specified in 3GPP TS 29.212 [3], including the AVPs re-used by Gx and Gxx as specified in clauses 5.4.0 and 5a.4.0 of 3GPP TS 29.212 [3] with exceptions noted below. 

3GPP-RAT-Type AVP, QoS-Rule-Base-Name AVP and TDF-Information AVP are not applicable for the S9 reference point.

The event trigger value PGW_TRACE_CONTROL is not applicable for the S9 reference point. 
Reused AVPs marked with a supported feature (e.g. "Rel9", "Rel10", "MAPCON", "IFOM", "SADC", "USADC", "vSRVCC", "EPC-routed" or  "NSWO") are applicable as described in clause 5.4.1.
3rd change

A.8.3.1
General

Table A.8.3.1.1 describes the Diameter AVPs defined for the S9a* Diameter application over S9a reference point, their AVP Code values, types, possible flag values, whether or not the AVP may be encrypted, what access types (e.g. 3GPP-GPRS, etc.) the AVP is applicable to, the applicability of the AVPs to charging control, policy control or both, and which supported features the AVP is applicable to. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table A.8.3.1.1: S9a* specific Diameter AVPs 

	
	
	
	
	AVP Flag rules (NOTE 1)
	
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (NOTE 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. type

(NOTE 3)
	Applicability 

	UE-Local-IPv6-Prefix
	2205
	A.8.3.1
	Octetstring
	V,M
	P
	
	
	Y
	
	PC

NSWO

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [6].
NOTE 2:
The value types are defined in RFC 3588 [6].
NOTE 3:  S9a* protocol applies only when the UE is making use of a fixed broadband access network.
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