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	Reason for change:
	In SIP REGISTER, the UE sets the To header field and the From header field to the public user identity to be registered. However in WIC registration based on web-authentication, the WIC obtains an authorization token from the WWSF/WAF containing authorization information (including the identity information) in an encoded form, or contains a signature that allows the eP-CSCF to retrieve the identities from the WAF over W5, as stated in TS 33.203:
The eP-CSCF extracts the authorization token and validates it in some unspecified manner ensuring that only an authorized source can have generated the authorization token. The authorization token is associated with a specific resource owner (i.e. the IMS subscriber) and client (i.e. the WWSF) and has a certain lifetime and scope. This authorization information can either be encoded into the token itself and verified through a signature or MAC (so called self-contained token), or retrieved as part of the validation response if the validation is performed against the WAF. 

Clarify what the WIC sets for values of the To and From header fields.


	
	

	Summary of change:
	It does not matter what the WIC puts in the To and From header fields as they will be populated by the eP-CSCF after the authorization token is validated, so clarify that the values of these fields are decided by implementation and provide an informative example of what these values could be set to.

	
	

	Consequences if not approved:
	Implementers will be unclear what values the WIC should set these mandatory fields to in the SIP REGISTER sent over websocket.
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***** Begin change *****
6.2.2
WIC registration of individual public user identity based on web authentication
In this subclause it is assumed that SIP over Websockets is used as the signalling protocol on the W2 interface and the user has a subscription with an individual IMPU, but uses a web identity and authentication scheme, e.g. OAuth 2.0, to authenticate with the WWSF or the WAF. 

As specified in 3GPP TS 33.203 [9], after receiving the authorization token from WWSF, which is issued by WAF, the WIC shall:

-
send a SIP REGISTER request to the eP-CSCF via the Websockets connection, which includes: 
i)
the authorization token as described in draft-yusef-sipcore-sip-oauth-00 [27]; and
ii)
values for the To header field and the From header field decided by the UE implementation.
NOTE:
The WIC can use the authorization token to form the values of the To header field and the From header field. 
Editor's note: The draft-yusef-sipcore-sip-oauth-00 has not been well defined yet, so how to include the authorization token in SIP REGISTER request message still needs ffs.
***** End change *****
