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----------------------------------- Start Change ---------------------------------
4.2.72
EFNIA (Network's Indication of Alerting)

If service n°56 is "available", this file shall be present.

This EF contains categories and associated text related to the Network's indication of alerting in the MS service defined in TS 22.101 [24].

	Identifier: '6FD3'
	Structure: linear fixed
	Optional

	Record length : X+1 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Alerting category
	M
	1 byte

	2 to X+1
	Informative text
	M
	X bytes


 […]

4.2.73
EFVGCS (Voice Group Call Service)

If service n°57 is "available", this file shall be present.

This EF contains a list of those VGCS group identifiers the user has subscribed to. The elementary file is used by the ME for group call establishment and group call reception.

	Identifier: '6FB1'
	Structure: transparent
	Optional

	File size: 4n bytes, (1( n ( 50)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 4
	Group ID 1
	M
	4 bytes

	5 to 8
	Group ID 2
	O
	4 bytes

	:
	     :
	:
	:

	(4n‑3) to 4n
	Group ID n
	O
	4 bytes


[…]

4.2.74
EFVGCSS (Voice Group Call Service Status)

If service n°57 is "available", this file shall be present.

This EF contains the status of activation for the VGCS group identifiers. The elementary file is directly related to the EFVGCS. This EF shall always be allocated if EFVGCS is allocated.

	Identifier: '6FB2'
	Structure: transparent
	Optional

	File size: 7 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN/ADM



(fixed during administrative management)


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 7
	Activation/Deactivation Flags
	M
	7 bytes


[…]

4.2.75
EFVBS (Voice Broadcast Service)

If service n°58 is "available", this file shall be present.

This EF contains a list of those VBS group identifiers the user has subscribed to. The elementary file is used by the ME for broadcast call establishment and broadcast call reception.

	Identifier: '6FB3'
	Structure: transparent
	Optional

	File size: 4n bytes, (1 ( n ( 50)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 4
	Group ID 1
	M
	4 bytes

	5 to 2
	Group ID 2
	O
	4 bytes

	:
	
:
	:
	:

	(4n‑3) to 4n
	Group ID n
	O
	4 bytes


[…]

4.2.76
EFVBSS (Voice Broadcast Service Status)

If service n°58 is "available", this file shall be present.

This EF contains the status of activation for the VBS group identifiers. The elementary file is directly related to the EFVBS. This EF shall always be allocated if EFVBS is allocated.

	Identifier: '6FB4'
	Structure: transparent
	Optional

	File size: 7 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN/ADM



(fixed during administrative management)


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 7
	Activation/Deactivation Flags
	M
	7 bytes


[…]

4.2.77
EFVGCSCA (Voice Group Call Service Ciphering Algorithm)

If service n°64 is "available", this file shall be present.

This EF contains the ciphering algorithm identifiers for each of the Master Group Key (V_Ki) of each VGCS group that the user has subscribed to (defined in EFVGCS).  
	Identifier: '6FD4'
	Structure: transparent
	Optional 

	File size: 2n bytes, (1 ( n ( 50)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 
	VGCS Group ciphering algorithm identifier for 1st V_Ki of Group 1
	M
	1 byte

	2
	VGCS Group ciphering algorithm identifier for 2nd V_Ki of Group 1
	M
	1 byte

	3
	VGCS Group ciphering algorithm identifier for 1st V_Ki of Group 2
	O
	1 byte

	4
	VGCS Group ciphering algorithm identifier for 2nd V_Ki of Group 2
	O
	1 byte

	:
	
:
	:
	:

	2n-1
	VGCS Group ciphering algorithm identifier for 1st V_Ki of Group n
	O
	1 byte

	2n
	VGCS Group ciphering algorithm identifier for 2nd V_Ki of Group n
	O
	1 byte


[…]

4.2.78
EFVBSCA (Voice Broadcast Service Ciphering Algorithm)

If service n°65 is "available", this file shall be present.

This EF contains the ciphering algorithm identifiers for each of the Master Group Key (V_Ki) of each VBS group that the user has subscribed to (defined in EFVBS).

	Identifier: '6FD5'
	Structure: transparent
	Optional 

	File size: 2n bytes, (1 ( n ( 50)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 
	VBS Group ciphering algorithm identifier for 1st V_Ki of Group 1
	M
	1 byte

	2
	VBS Group ciphering algorithm identifier for 2nd V_Ki of Group 1
	M
	1 byte

	3
	VBS Group ciphering algorithm identifier for 1st V_Ki of Group 2
	O
	1 byte

	4
	VBS Group ciphering algorithm identifier for 2nd V_Ki of Group 2
	O
	1 byte

	:
	
:
	:
	:

	2n-1
	VBS Group ciphering algorithm identifier for 1st V_Ki of Group n
	O
	1 byte

	2n
	VBS Group ciphering algorithm identifier for 2nd V_Ki of Group n
	O
	1 byte


[…]

4.4.1.1
EFSAI (SoLSA Access Indicator)

This EF contains the 'LSA only access indicator'. This EF shall always be allocated if DFSoLSA is present.

 If the indicator is set, the network will prevent terminated and/or originated calls when the MS is camped in cells that are not included in the list of allowed LSAs in EFSLL. Emergency calls are, however, always allowed. 

The EF also contains a text string which may be displayed when the MS is out of the served area(s).

	Identifier: '4F30'
	Structure: transparent
	Optional

	File size: X + 1 bytes
	Update activity: low 

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	LSA only access indicator
	M
	1 byte

	2 to X+1
	LSA only access indication text
	M
	X bytes


[…]

4.4.1.2
EFSLL (SoLSA LSA List)

This EF contains information describing the LSAs that the user is subscribed to. This EF shall always be allocated if DFSoLSA is present.

Each LSA is described by one record that is linked to a LSA Descriptor file. Each record contains information of the PLMN, priority of the LSA, information about the subscription and may also contain a text string and/or an icon that identifies the LSA to the user. The text string can be edited by the user.

	Identifier: '4F31'
	Structure: linear fixed
	Optional

	Record length: X + 10 bytes
	Update activity: low 

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	LSA name
	O
	X bytes

	X+1
	Configuration parameters
	M
	1 byte

	X+2
	RFU
	M
	1 byte

	X+3
	Icon Identifier
	M
	1 byte

	X+4
	Priority
	M
	1 byte

	X+5 to X+7
	PLMN code
	M
	3 bytes

	X+8 to X+9
	LSA Descriptor File Identifier
	M
	2 byte

	X+10
	LSA Descriptor Record Identifier
	M
	1 byte


[…]

4.4.1.3
LSA Descriptor files

Residing under DFSoLSA, there may be several LSA Descriptor files. These EFs contains one or more records again containing LSA Descriptors forming the LSAs. LSAs can be described in four different ways. As a list of LSA IDs, as a list of LAC + CIs, as a list of CIs or as a list of LACs. As the basic elements (LSA ID, LAC + CI, CI and LAC) of the four types of lists are of different length, they can not be mixed within one record. Different records may contain different kinds of lists within the EFs. Examples of codings of LSA Descriptor files can be found in annex F.

	Identifier: '4FXX'
	Structure: linear fixed
	Optional

	Record length: n*X+2 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	LSA descriptor type and number
	M
	1 byte

	2 to X+1
	1st LSA Descriptor
	M
	X bytes

	X+2 to 2X+1
	2nd LSA Descriptor
	M
	X bytes

	:
	:
	:
	:

	(n-1)*X+2 to n*X+1
	nth LSA Descriptor
	M
	X bytes

	n*X+2
	Record Identifier
	M
	1 byte


[…]

4.6.3.1
EFMML (Multimedia Messages List)

If service n°67 is "available", this file shall be present.

This file contains information about the MM data stored in EFMMDF. MM information are encapsulated in a BER-TLV data object. Each data object in EFMML points to a corresponding MM in EFMMDF.

	Identifier: '4F47'
	Structure: BER-TLV
	Optional

	
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	MM Descriptor Data Object(s)
	M
	X bytes


--------------------------------------- End ----------------------------------------

