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	Reason for change:
	According to subclause 8.1.3.5 of RFC3261, after a receipt of a 415 “Unsopported Media Type” response, the INVITE should be resent to the UE using only the supported media types taken from the 415 message rather than releasing the call.
RFC 3261 defines for response 415 the following handling:

If a 415 (Unsupported Media Type) response is received (Section

 HYPERLINK "https://tools.ietf.org/html/rfc3261" \l "section-21.4.13" 21.4.13), the request contained media types not supported by the UAS.

The UAC SHOULD retry sending the request, this time only using content with types listed in the Accept header field in the response, with encodings listed in the Accept-Encoding header field in the response, and with languages listed in the Accept-Language in the response.

And also in RFC 3261 Section 7.4.1:

…

The "multipart" MIME type defined in RFC 2046 [11] MAY be used within the body of the message.  Implementations that send requests containing multipart message bodies MUST send a session description as a non-multipart message body if the remote implementation requests this through an Accept header field that does not contain multipart.
…
 This was Updated by RFC 5621 which mandates the multipart MIME to be supported by new UE's. But also due to backwards compatibility RFC 5621 Section 4.2 states:
Legacy SIP UAs without support for 'multipart' bodies generate a 415 (Unsupported Media Type) response when they receive a 'multipart' body in a request.  A UAC sending a 'multipart' body can receive such´an error response when communicating with a legacy SIP UA that predates this specification.

Since the information given within RFC3261 is spread over several sections and RFC 5621, and because the procedure based on an received 415 are optional but the repetition of a sent request without multipart mime is mandatory, it is proposed to add further text in TS 29.163 to avoid wrong implementations and release of calls.

	
	

	Summary of change:
	Introduction of clarification text that mandates the MGC has to resent the request afer a receipt of a 415 response without multipart supported.

	
	

	Consequences if not approved:
	Wrong implementations where calls will be dropped unnecessarily only because the terminating implementation does not support multipart MIME Types.
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7.2.3.2.12
Receipt of Status Codes 4xx, 5xx or 6xx 
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Figure 21: Receipt of Status codes 4xx, 5xx or 6xx

If a Reason header as described in IETF RFC 6432 [115] is included in a 4xx, 5xx, 6xx response, then the Cause Value of the Reason header shall be mapped to the ISUP Cause Value field in the ISUP REL message. The Reason header field itself is described in IETF RFC 3326 [116]. The mapping of the Reason header to the Cause Indicators parameter is shown in table 8a (see subclause 7.2.3.1.7). Otherwise coding of the Cause value field in the REL message is derived from the SIP Status code received according to table 18. The Cause Indicators Parameter Values are defined in ITU-T Recommendation Q.850 [38]. 

In all cases where SIP itself specifies additional SIP side behaviour related to the receipt of a particular INVITE response these procedures should be followed in preference to the immediate sending of a REL message to BICC/ISUP. 

If there are no SIP side procedures associated with this response, the REL shall be sent immediately.

NOTE
Depending upon the SIP side procedures applied at the O-MGCF it is possible that receipt of certain 4xx/5xx/6xx responses to an INVITE may in some cases not result in any REL message being sent to the BICC/ISUP network. For example, if a 401 Unauthorized response is received and the O-MGCF successfully initiates a new INVITE containing the correct credentials, the call will proceed.
When the O-MGCF receives a 415 Unsupported Media Type response, as a result from a multipart MIME body in an initial INVITE request not being accepted, and when the handling of all the MIME bodies in the initial INVITE request except for the SDP MIME body are optional (Content-Disposition header parameter "handling" is set to optional), the O-MGCF shall send an ACK request and send a new initial INVITE request with SDP as only MIME body in accordance with clause 8.1.3.5 of IETF RFC 3261 [19].

Table 18: 4xx/5xx/6xx Received on SIP side of O-MGCF

	(REL (cause value)
	(4xx/5xx/6xx SIP Message

	Cause value No 111 (Protocol error, unspecified)
	400 Bad Request

	Cause value No 127 (Interworking, unspecified)
	401 Unauthorized

	Cause value No 127 (Interworking, unspecified)
	402 Payment Required

	Cause value No 79 (Service or option not implemented, unspecified)
	403 Forbidden

	Cause value No 1 (Unallocated (unassigned) number)
	404 Not Found

	Cause value No 127 (Interworking, unspecified)
	405 Method Not Allowed

	Cause value No 127 (Interworking, unspecified)
	406 Not Acceptable

	Cause value No 127 (Interworking, unspecified)
	407 Proxy authentication required

	Cause value No 102 (Recovery on timer expiry)
	408 Request Timeout

	Cause value No 22 (Number changed)
	410 Gone

	Cause value No 127 (Interworking, unspecified)
	413 Request Entity too long

	Cause value No 111 (Protocol error, unspecified)
	414 Request-URI too long

	Cause value No 127 (Interworking, unspecified)
	415 Unsupported Media type

	Cause value No 111 (Protocol error, unspecified)
	416 Unsupported URI scheme

	Cause value No 79 (Service or option not implemented, unspecified)
	417 Unknown Resource-Priority

	Cause value No 111 (Protocol error, unspecified)
	420 Bad Extension

	Cause value No 111 (Protocol error, unspecified)
	421 Extension required

	Cause value No 31 (Normal, unspecified)
	422 Session Interval Too Small

	Cause value No 127 (Interworking, unspecified)
	423 Interval Too Brief

	Cause value No 24 (Call rejected due to feature at the destination)
	433 Anonymity Disallowed (NOTE 1)

	Cause value No 127 (Interworking, unspecified)
	440 Max-Breadth Exceeded

	Cause value No 20 (Subscriber absent)
	480 Temporarily Unavailable

	Cause value No 127 (Interworking, unspecified)
	481 Call/Transaction does not exist

	Cause value No 127 (Interworking, unspecified)
	482 Loop detected

	Cause value No 25 (Exchange routing error)
	483 Too many hops

	Cause value No 28 (Invalid number format (address incomplete))
	484 Address Incomplete

	Cause value No 1 (Unallocated (unassigned) number)
	485 Ambiguous

	Cause value No 17 (User busy)
	486 Busy Here

	Cause value No 127 (Interworking, unspecified) or not interworked. (NOTE 2)
	487 Request terminated

	Cause value No 50 (Requested facility not subscribed)
	488 Not acceptable here

	Cause value No 127 (Interworking, unspecified)
	493 Undecipherable

	Cause value No 127 (Interworking, unspecified)
	500 Server Internal error

	Cause value No 79 (Service or option not implemented, unspecified)
	501 Not implemented

	Cause value No 27 (Destination out of order)
	502 Bad Gateway

	Cause value No 41 (Temporary failure)
	503 Service Unavailable

	Cause value No 102 (Recovery on timer expiry)
	504 Server timeout

	Cause value No 127 (Interworking, unspecified)
	505 Version not supported

	Cause value No 95 (Invalid message, unspecified)
	513 Message too large

	Cause value No 127 (Interworking, unspecified)
	580 Precondition failure

	Cause value No 17 (User busy)
	600 Busy Everywhere

	Cause value No 21 (Call rejected)
	603 Decline

	Cause value No 2 (No route to specified transit network)
	604 Does not exist anywhere

	Cause value No 88 (Incompatible destination)
	606 Not Acceptable

	NOTE 1:
Anonymity Disallowed, IETF RFC 5079 [77] refers.

NOTE 2:
No interworking if the O-MGCF previously issued a CANCEL request for the INVITE.

NOTE 3:
The 4xx/5xx/6xx SIP responses that are not covered in this table are not interworked.


If the O-MGCF supports the PSTN XML body as a network option and if a PSTN XML body is received within the 4xx/5xx/6xx, the O-MGCF shall map the contained information into the Access Transport Parameter of the REL as shown in subclause 7.2.3.2.9.2.
When a 4xx, 5xx or 6xx SIP response to an INVITE request is received from the network containing an Error-Info header field, the O-MGCF, supporting the capabilities associated with the Error-Info header field, may instruct the IM-MGW to play out media available at the associated URL towards PSTN.
end of changes
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