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Endorsement notice

The present document endorses 3GPP TS 24.229 (V7.9.0): "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3 (Release 7)" [1].

The present document shows the modifications, additions and deletions through the use of underlined and strikethrough text.

For the purpose of the present document clause 1 of [1] applies.

For the purpose of the present document clause 3 of [1] applies except for subclauses 3.1, 3.2, which are replaced by the appropriate subclauses in clause 3 of the present document.

For the purpose of the present document clause 4 of [1] applies, except for clauses 4.1, 4.2 and 4.4.4, which are replaced by the appropriate clauses in clause 4 of the present document.
For the purpose of the present document clause 5 of [1] applies, except for clauses 5.1.1.1, 5.1.1.1A, 5.1.1.2, 5.1.1.3, 5.1.1.4, 5.1.1.5.1, 5.1.1.5.2, 5.1.1.5A, 5.1.1.6, 5.1.1.7, 5.1.2.1, 5.1.2A.1, 5.1.2.A2, 5.1.3.1, 5.1.6.1, 5.1.6.2, 5.1.6.8.1, 5.1.6.8.2, 5.1.6.8.3, 5.1.6.8.4, 5.2.1, 5.2.2, 5.2.4, 5.2.5.1, 5.2.5.2, 5.2.6.2, 5.2.6.3, 5.2.6.4, 5.2.7.2, 5.2.7.3, 5.2.8.1.1, 5.2.8.1.2, 5.2.8.1.4, 5.2.8.3, 5.2.10.1, 5.2.10.2, 5.2.10.3, 5.2.10.4, 5.3.2.1, 5.3.2.1A, 5.4.1.1, 5.4.1.2, 5.4.1.2.1, 5.4.1.2.2, 5.4.1.3, 5.4.1.4, 5.4.1.5, 5.4.1.6, 5.4.1.7, 5.4.2.1.2, 5.4.1.8, 5.4.3.2, 5.4.3.3, 5.4.4.2.1, 5.4.4.2.2, 5.4.6.1.2, 5.4.6.1.3, 5.4.7A.2, 5.4.8.2, 5.4.5.1.2A, 5.5.1, 5.7.1.9, 5.10.2.2, 5.10.2.3, 5.10.3.2, 5.10.3.3 and 5.10.6, which are replaced by the appropriate clauses in clause 5 of the present document. In addition clauses 5.1.1.1B, 5.1.1.2A, 5.1.1.4A, 5.1.1.5.1A, 5.1.1.5.1B, 5.1.1.6A, 5.2.2A 5.4.1.2A.1 and 5.10.5 are added.

For the purpose of the present document clause 6 of [1] applies, except for clauses 6.1.1, 6.1.2 and 6.2 , which are replaced by the appropriate clauses in clause 6 of the present document.

For the purpose of the present document clause 7 of [1] applies, except for clauses 7.2A.4, 7.2A.5.2.2, 7.2A.9.2, 7.2A.10.3, 7.2A.12, 7.2A.13, 7.6.1, 7.6.2, 7.6.3, 7.9.2, and 7.9.3, which is replaced by the appropriate clause in clause 7 of the present document.

For the purpose of the present document clause 9 of [1] applies.

For the purpose of the present document annex A of [1] applies, except for clauses A.1.3, A.2.1.2, A.2.1.3, A.2.1.4.1, A.2.1.4.4, A.2.1.4.6, A.2.1.4.7, A.2.1.4.7A, A.2.1.4.8, A.2.1.4.9, A.2.1.4.10, A.2.1.4.10A, A.2.1.4.11, A2.1.4.12, A.2.1.4.13, A.2.1.4.14, A.2.2.4.3, A.2.2.2, A.2.2.3, A.2.2.4.6, A.2.2.4.7A, A.2.2.4.8, A.2.2.4.9, A.2.2.4.11, A.2.2.4.12, A.2.2.4.13, A.2.2.14A.2.2.4.7 and A.3.2.1 and A.3.3.1 which are replaced by the appropriate clauses in annex A of the present document.

For the purpose of the present document annex B of [1] applies, except for subclause B.2.2.1 which is replaced by the appropriate subclause in annex B. In addition subclause B.2A.2 and B.2.2.6 are is added.
For the purpose of the present document annex C of [1] applies, except for the addition of clause C.4.

For the purpose of the present document annex F of [1] is replaced with annex F of the present document.

For the purpose of the present document annex G of [1] is replaced with annex G of the present document.

For the purpose of the present document annex I of [1] applies.

For the purpose of the present document annex J of [1] applies, except for clauses J.1 and J.2 which are replaced by the appropriate clauses in annex J of the present document. In addition clause J.9A is added.

For the purpose of the present document annex F of [1] applies, except for clauses F.2.1.2.2, F.2.1.2.4, F.4.1 and F.4.2 which are replaced as indicated in the appropriate clauses in annex F of the present document.
For the purpose of the present document annex F of [1] applies with the addition of clause F.4A.
***** Next change *****
5.4.3.2
Requests initiated by the served user

When the S‑CCF receives from the served user or from a PSI an initial request for a dialog or a request for a standalone transaction, and the request is received either from a functional entity within the same trust domain or contains a valid original dialog identifier (see step 3) or the dialog identifier (From, To and Call-ID header fields) relates to an existing request processed by the S‑CCF, then prior to forwarding the request, the S‑CCF shall:

1)
determine whether the request contains a barred public user identity in the P-Asserted-Identity header field of the request or not. In case the said header field contains a barred public user identity for the user, then the S‑CCF shall reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;

NOTE 1:
If the P-Asserted-Identity header field contains a barred public user identity, then the message has been received, either directly or indirectly, from a non-compliant entity which should have had generated the content with a non-barred public user identity.

1A)
if the Contact is a GRUU, but is not valid as defined in subclause 5.4.7A.4, then return a 4xx response as specified in draft-ietf-sip-gruu [93];

2)
store the value of the orig-ioi parameter received in the P‑Charging-Vector header if present, and remove it from any forwarded request; 

NOTE 2:
Any received orig-ioi parameter will be a type 3 orig-ioi. The type 3 orig-ioi identifies the service provider from which the request was sent (AS initiating a session on behalf of a user or a PSI);

3)
check if an original dialog identifier that the S‑CCF previously placed in a Route header is present in the topmost Route header of the incoming request. If not present, the S‑CCF shall build an ordered list of initial filter criteria based on the public user identity in the P-Asserted-Identity header of the received request as described in 3GPP TS 23.218 [5]. If present, the request has been sent from an AS in response to a previously sent request, an ordered list of initial filter criteria already exists and it shall be kept unchanged even if the AS has changed the P-Asserted-Identity header;

4)
remove its own SIP URI from the topmost Route header;

4A)
if there was an original dialog identifier present in the topmost Route header of the incoming request and the request is received from a functional entity within the same trust domain and contains a P-Asserted-Service header field, continue the procedure with step 5;

4A)
determine whether the contents of the request matches a subscribed service (i.e. SDP media capabilities, Content-Type header field) for each and any of the subscribed services for the served user. As an operator option, if the contents of the request do not match a subscribed service, the S‑CCF may reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;

Editor's note: It is for further study whether the S‑CCF shall authorise and police that the media types used by the served user is consistent with the ICSI value.
4B)
determine whether the contents of the request matches a subscribed service (i.e. SDP media capabilities, Content-Type header field) for each and any of the subscribed services for the served user. As an operator option, if the contents of the request do not match a subscribed service, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;

4C)
if the request contains a P-Preferred-Service header field check whether the ICSI value contained in the
P-Preferred-Service header field is part of the set of the subscribed services for the served user and if so then use that ICSI value as the value for the P-Asserted-Header field for the request and remove the P-Preferred-Service header field;

4B) if the request contains a P-Preferred-Service header field, check whether the ICSI value contained in the P-Preferred-Service header field is part of the set of the subscribed services for the served user and determine whether the contents of the request (e.g. SDP media capabilities, Content-Type header field) match the ICSI for the subscribed service; 

a)
if not, as an operator option, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise remove the P-Preferred-Service header field and continue with the rest of the steps;
b)
if so, and if the request is related to an IMS communication service and the IMS communication service requires the use of an ICSI value then then include a P-Asserted-Service header field in the request containing the ICSI value contained in the P-Preferred-Service header field, remove the P-Preferred-Service header field, and continue the procedure with step 5; 

c)
if so, and if the request is related to an IMS communication service and the IMS communication service does not require the use of an ICSI value then continue without including an ICSI value; and

d)
if so, and if the request does not relate to an IMS communication service (or if the S-CSCF is unable to unambiguously determine the service being requested but decides to allow the session to continue) then continue without inclding an ICSI value;
4D)
if the request does not contain a P-Preferred-Service header field or the ICSI value contained in a
P-Preferred-Service header field is not part of the set of the subscribed services for the served user then as an operator option, the S‑CCF may reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;

4E)
if the the request does not contain a P-Preferred-Service header field or the ICSI value contained in a P-Preferred-Service header field is not part of the set of the subscribed services for the served user then if the contents of the request are allowed by the subscribed services for the served user select an ICSI value for the related IMS communication service;

4C)
if the request does not contain a P-Preferred-Service header field, check whether the contents of the request match a subscribed service for each and any of the subscribed services for the served user; 

a)
if not, as an operator option, the S-CSCF may reject the request by generating a 403 (Forbidden) response; and 

b)
if so, select an ICSI value for the related IMS communication service and include a P-Asserted-Service header field in the request containing the selected ICSI value; 
4F)
include a P-Asserted-Service header field in the request containing the ICSI value determined in step 4B and use as a header field in the initial request when matching initial filter criteria in step 5;

5)
check whether the initial request matches the next unexecuted initial filter criteria from the ordered list of initial filter criteria, and if it does, the S‑CCF shall:

a)
insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4; 

b)
if the AS is located outside the trust domain then the S‑CCF shall remove the P-Access-Network-Info header field and its values in the request and the access-network-charging-info parameter in the P‑Charging-Vector header from the request that is forwarded to the AS; if the AS is located within the trust domain, then the S‑CCF shall retain the P-Access-Network-Info header field and its values and the access-network-charging-info parameter in the P‑Charging-Vector header in the request that is forwarded to the AS; and

c) 
insert a type 3 orig-ioi parameter before the received orig-ioi parameters in the P‑Charging-Vector header. The S‑CCF shall set the type 3 orig-ioi parameter to a value that identifies the sending network of the request. The S‑CCF shall not include the type 3 term-ioi parameter;

NOTE 3:
Depending on the result of processing the filter criteria the S‑CCF might contact one or more AS(s) before processing the outgoing Request URI.

NOTE 4:
An AS can activate or deactivate its own filter criteria via the Sh interface. As the S‑CCF checks initial filter criteria only on receipt of an initial request for a dialog, or a standalone transaction, a modified service profile will have no impact on transactions or dialogs already in progress and the modified profile will be effective only for new transactions and dialogs. If the S‑CCF receives a modification of the iFC during their execution, then it should not update the stored initial Filter Criteria until the iFC related to the initial request have been completely executed.

6)
if there is no original dialog identifier present in the topmost Route header of the incoming request store the value of the icid parameter received in the P‑Charging-Vector header and retain the icid parameter in the P‑Charging-Vector header. Optionally, the S‑CCF may generate a new, globally unique icid and insert the new value in the icid parameter of the P‑Charging-Vector header when forwarding the message. If the S‑CCF creates a new icid, then it is responsible for maintaining the two icid values in the subsequent messaging;

7)
in step 5, if the initial request did not match the next unexecuted initial filter criteria (i.e. the request is not forwarded to an AS), insert an orig-ioi parameter into the P‑Charging-Vector header. The S‑CCF shall set the orig-ioi parameter to a value that identifies the sending network. The S‑CCF shall not include the type 2 term-ioi parameter;

8)
if there is no original dialog identifier present in the topmost Route header of the incoming request insert a P‑Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S‑CCF home network, including towards AS;

9)
if there is no original dialog identifier present in the topmost Route header of the incoming request and if the S‑CCF has knowledge that the SIP URI contained in the received P-Asserted-Identity header is an alias SIP URI for a tel URI, add a second P-Asserted-Identity header containing this tel-URI, including the display name associated with the tel URI, if available. If the P-Asserted-Identity header contains only a tel URI, the S‑CCF shall add a second P-Asserted-Identity header containing a SIP URI. The added SIP URI shall contain in the user part a "+" followed by the international public telecommunication number contained in tel URI, and user's home domain name in the hostport part. The added SIP URI shall contain the same value in the display name as contained in the tel URI. The S‑CCF shall also add a user parameter equals "phone" to the SIP URI;

NOTE 5:
The S‑CSCF recognizes that a given SIP URI is an alias SIP URI of a tel URI, since they have the same service profile and belong to the same set of implicitly registered public user identitiesthis grouping is sent from the HSS (see 3GPP TS 29.228 [14]). If tel URI is shared URI so is the alias SIP URI.

10)
if the request is not forwarded to an AS and if the outgoing Request-URI is:

-
a SIP URI with the user part starting with a + and the user parameter equals "phone", and if configured per local operator policy, the S‑CCF shall perform the procedure described here. Local policy can dictate whether this procedure is performed for all domains of the SIP URI, only if the domain belongs to the home network, or not at all. If local policy indicates that the procedure is to be performed, then the S‑CCF shall translate the international public telecommunications number contained in the user part of the SIP URI (see RFC 3966 [22]) to a globally routeable SIP URI using either an ENUM/DNS translation mechanism with the format specified in RFC 3761 [24], or any other available database. Database aspects of ENUM are outside the scope of the present document. An S‑CCF that implements the additional routeing functionality described in annex I may forward the request without attempting translation. If a translation is in fact performed and it succeeds, the S‑CCF shall update the Request-URI with the globally routeable SIP URI returned by ENUM/DNS. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g. a MRFC to play an announcement) in the originator's home network or the S‑CCF may send an appropriate SIP response to the originator. When forwarding the request to a BGCF or any other appropriate entity, the S‑CCF shall leave the original Request-URI containing the SIP URI with user parameter equals phone unmodified. If the request is forwarded, the S‑CCF shall remove the access-network-charging-info parameter from the P‑Charging-Vector header prior to forwarding the message;

-
a tel URI in the international format, the S‑CCF shall translate the E.164 address (see RFC 3966 [22]) to a globally routeable SIP URI using either an ENUM/DNS translation mechanism with the format specified in RFC 3761[ 24] , or any other available database. Databases aspects of ENUM are outside the scope of the present document. An S‑CCF that implements the additional routeing functionality described in annex I may forward the request without attempting translation. If this translation is in fact performed and it succeeds, the S‑CCF shall update the Request-URI with the globally routeable SIP URI returned by ENUM/DNS. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g. a MRFC to play an announcement) in the originator's home network or the S‑CCF may send an appropriate SIP response to the originator. When forwarding the request to a BGCF or any other appropriate entity, the S‑CCF shall leave the original Request-URI containing the tel URI unmodified. If the request is forwarded, the S‑CCF shall remove the access-network-charging-info parameter from the P‑Charging-Vector header prior to forwarding the message;

-
a tel URI in non-international format (i.e. the local service number analysis and handling is either failed in the appropriate AS or the request has not been forwarded to AS for local service number analysis and handling at all), either forward the request to a BGCF or any other appropriate entity (e.g. a MRFC to play an announcement) in the originator's home network or send an appropriate SIP response to the originator; and

-
a pres URI or an im URI, the S‑CCF shall forward the request as specified in RFC 3861 [63]. In this case, the S‑CCF shall not modify the received Request-URI;

11)
determine the destination address (e.g. DNS access) using the URI placed in the topmost Route header if present, otherwise based on the Request-URI. If the destination requires interconnect functionalities (e.g. the destination address is of an IP address type other than the IP address type used in the IM CN subsystem), the S‑CCF shall forward the request the request shall be forwarded to the destination address via an IBCF in the same network;

12)
if network hiding is needed due to local policy, put the address of the IBCF to the topmost route header;

13)
in case of an initial request for a dialog: 

a)
determine the need for GRUU processing. GRUU processing is required if:

-
an original dialog identifier that the S‑CCF previously placed in a Route header is not present in the topmost Route header of the incoming request (this means the request is not returning after having been sent to an AS), and

-
the contact address contains a valid GRUU as specified in subclause 5.4.7A.4.

b)
if GRUU processing is not required and the initial request originated from a served user, then determine the need to record-route for other reasons: 

-
if the request is routed to an AS which is part of the trust domain, the S‑CCF can decide whether to record-route or not. The decision is configured in the S‑CCF using any information in the received request that may otherwise be used for the initial filter criteria. If the request is record-routed the S‑CCF shall create a Record-Route header containing its own SIP URI; or

-
if the request is routed elsewhere, create a Record-Route header containing its own SIP URI;

NOTE 6:
For requests originated from a PSI the S‑CCF can decide whether to record-route or not based on operator policy.

c)
if GRUU processing is required, the S‑CCF shall create a Record-Route header containing its own SIP URI;

d)
if GRUU processing is required, the S‑CCF shall save an indication that GRUU-routeing is to be performed for in-dialog requests that reach the S‑CCF because of the Record-route header added in step c);

NOTE 7:
The manner of representing the GRUU-routeing indication is a private matter for the S‑CCF. The indication is used during termination processing of in-dialog requests to cause the S‑CCF to replace a Request-URI containing a GRUU with the corresponding registered contact address. It can be saved using values in the Record-Route header, or in dialog state.

14)
based on the destination user (Request-URI), remove the P-Access-Network-Info header and the
access-network-charging-info parameter in the P‑Charging-Vector header prior to forwarding the message;
15)
route the request based on SIP routeing procedures; and

16)
if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the request such that the S‑CCF is able to release the session if needed.

When the S‑CCF receives, an initial request for a dialog or a request for a standalone transaction, from an AS acting on behalf of an unregistered user, the S‑CCF shall:

1)
execute the procedures described in the steps 1, 2, 3, 4, 4A, 4B, 4C, 4D, 4E, 4F, 5, 6, 7, 8, 9, 10, 11, 12, 13, 14, 15 and 16 in the above paragraph (when the S‑CCF receives, from a registered served user, an initial request for a dialog or a request for a standalone transaction).

NOTE 8:
When the S‑CCF does not have the user profile, before executing the actions as listed above, it initiates the S‑CCF Registration/deregistration notification with the purpose of downloading the relevant user profile (i.e. for unregistered user) and informs the HSS that the user is unregistered. The S‑CCF will assess triggering of services for the unregistered user, as described in 3GPP TS 29.228 [14].

If the S‑CCF fails to receive a SIP response or receives a 408 (Request Timeout) response or a 5xx response from the AS, the S‑CCF shall: 
- 
if the default handling defined in the filter criteria indicates the value "SESSION_CONTINUED" as specified in 3GPP TS 29.228 [14] or no default handling is indicated, execute the procedure from step 4; and

-
if the default handling defined in the filter criteria indicates the value "SESSION_TERMINATED" as specified in 3GPP TS 29.228 [14], either forward the received response or, if the request is an initial INVITE request, send a 408 (Request Timeout) response or a 5xx response towards the served UE as appropriate (without verifying the matching of filter criteria of lower priority and without proceeding for further steps).

If the S‑CCF receives any final response from the AS, it shall forward the response towards the served UE (without verifying the matching of filter criteria of lower priority and without proceeding for further steps). 
When the S‑CCF receives any response to the above request, the S‑CCF may:

1)
apply any privacy required by RFC 3323 [33] and RFC 3325 [34] to the P-Asserted-Identity header, although the S‑CCF shall not, except for the case where trust domain provisioning applies (e.g. response sent to an AS outside the trusted domain) as described in clause 4.4, modify or remove the priv-value set to “id” within the Privacy header.
NOTE 9:
The P-Asserted-Identity header would normally only be expected in 1xx or 2xx responses.

NOTE 10:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3325 [34].

NOTE 10a: The priv-value “id” in the Privacy header will be used by the originating UE to distinguish the request of TIR by the terminating user as described in TS 183 008 [a].

When the S‑CCF receives any response to the above request containing a term-ioi parameter, the S‑CCF shall store the value of the received term-ioi parameter received in the P‑Charging-Vector header, if present, and remove all received ioi parameters from the forwarded response if next hop is not an AS.

NOTE 11:
Any received term-ioi parameter will be a type 2 term-ioi or type 3 term-ioi. The term-ioi parameter identifies the sending network of the response message.

When the S‑CCF receives any response to the above request, and forwards it to AS, the S‑CCF shall insert a P‑Charging-Vector header containing the orig-ioi parameter, if received in the request, and a type 3 term-ioi parameter in the response. The S‑CCF shall set the type 3 term-ioi parameter to a value that identifies the sending network of the response and the type 3 orig-ioi parameter is set to the previously received value of type 3 orig-ioi.

When the S‑CCF receives any 1xx or 2xx response to the initial request for a dialog, if the response corresponds to an INVITE request, the S‑CCF shall save the Contact and Record-Route header field values in the response in order to be able to release the session if needed.
When the S-CSCF receives any 1xx or 2xx response to an initial request for a dialog or a request for a standalone transaction, if the response is forwarded within the S-CSCF home network and not to an AS, the S-CSCF shall insert a P-Charging-Function-Addresses header field populated with values received from the HSS.
When the S‑CCF, upon sending an initial INVITE request that includes an IP address in the SDP offer (in "c=" parameter), receives an error response indicating that the IP address type is not supported, (e.g., the S‑CCF receives the 488 (Not Acceptable Here) with 301 Warning header indicating "incompatible network address format"), the S‑CCF shall either:

-
fork the initial INVITE request to the IBCF; or

-
process the error response and forward it using the Via header.

When the S‑CCF receives from the served user a target refresh request for a dialog, prior to forwarding the request the S‑CCF shall:

0A)
if the dialog is related to an IMS communication service determine whether the contents of the request (e.g. SDP media capabilities, Content-Type header field) match the IMS communication service as received as the ICSI value in the P-Asserted-Service header in the initial request. As an operator option, if the contents of the request do not match the IMS communication service the S-CSCF may reject the request by generating a status code reflecting which added contents are not matching. Otherwise, continue with the rest of the steps;

1)
remove its own URI from the topmost Route header;

2)
create a Record-Route header containing its own SIP URI;

3)
or INVITE dialogs (i.e. dialogs initiated by an INVITE request), save the Contact and Cseq header field values received in the request such that the S‑CCF is able to release the session if needed;

4)
in case the request is routed towards the destination user (Request-URI) or in case the request is routed to an AS located outside the trust domain, remove the P-Access-Network-Info header and the access-network-charging-info parameter in the P‑Charging-Vector header; and

5)
route the request based on the topmost Route header.

When the S‑CCF receives any 1xx or 2xx response to the target refresh request for an INVITE dialog, the S‑CCF shall replace the saved Contact and Record-Route header field values in the response such that the S‑CCF is able to release the session if needed.

When the S‑CCF receives from the served user a subsequent request other than a target refresh request for a dialog, prior to forwarding the request the S‑CCF shall:

1)
remove its own URI from the topmost Route header; 

2)
in case the request is routed towards the destination user (Request-URI) or in case the request is routed to an AS located outside the trust domain, remove the P-Access-Network-Info header and the access-network-charging-info parameter in the P‑Charging-Vector header; and

3)
route the request based on the topmost Route header.

With the exception of 305 (Use Proxy) responses, the S‑CCF shall not recurse on 3xx responses.
***** Next change *****
5.4.3.3
Requests terminated at the served user

When the S‑CCF receives, destined for a statically pre-configured PSI or a registered served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S‑CCF shall:

1)
check if an original dialog identifier that the S‑CCF previously placed in a Route header is present in the topmost Route header of the incoming request.

-
If present, the request has been sent from an AS in response to a previously sent request.

-
If not present, it indicates that the request is visiting the S‑CCF for the first time, and in this case the S‑CCF shall determine whether the request contains a barred public user identity in the Request-URI of the request or not. In case the Request URI contains a barred public user identity for the user, then the S‑CCF shall reject the request by generating a 404 (Not Found) response. Otherwise, continue with the rest of the steps;

2)
remove its own URI from the topmost Route header;

3)
if there was an original dialog identifier present in the topmost Route header of the incoming request then check whether the Request-URI matches the saved Request-URI. The Request-URI and saved Request-URI are considered a match if the Request-URI is equal to the saved value of the Request-URI, or if the
Request-URI is a public GRUU (public or temporary) and the saved value of the Request-URI is a temporary GRUU (public or temporary) and both the public and temporary GRUUs represent the same public user identity and instance ID. If there is no match, then:

a)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S‑CCF is able to release the session if needed; and

b)
forward the request based on the topmost Route header or if not available forward the request based on the Request-URI (routing based on Request-URI is specified steps 10 through 14 from subclause 5.4.3.2) and skip the following steps.

3A)
if the Request-URI is a GRUU, but is not valid as defined in subclause 5.4.7A.4, then return a 4xx response as specified in draft-ietf-sip-gruu [93];

3B)
if the Request-URI contains a public GRUU and the saved value of the Request URI is a temporary GRUU, then replace the Request-URI with the saved value of the Request-URI;

3C)
if the request contains a P-Asserted-Service header field check whether the IMS communication service identified by the ICSI value contained in the P-Asserted-Service header field is allowed by the subscribed services for the served user and if not, as an operator option, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise remove the P-Asserted-Service header field;

3C)
if the request contains a P-Asserted-Service header field check whether the IMS communication service identified by the ICSI value contained in the P-Asserted-Service header field is allowed by the subscribed services for the served user;

a)
if so, continue from step 4; and 

b)
 if not, as an operator option, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise, remove the P-Asserted-Service header field and continue with the rest of the steps;

3D)
if the request does not contain a P-Asserted-Service header field check if the contents of the request matches a subscribed service (i.e. SDP media capabilities, Content-Type header field) for each and any of the subscribed services for the served user. As an operator option, if the contents of the request do not match a subscribed service, the S‑CCF may reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;

3E)
if the request does not contain a P-Asserted-Service header field and if the contents of the request (i.e. SDP media capabilities, Content-Type header field) are allowed by the subscribed services for the served user include a P-Asserted-Service header field in the request containing the ICSI value for the related IMS communication service, and use the as a header field in the initial request when matching initial filter criteria in step 4;

3D)
if the request does not contain a P-Asserted-Service header field check if the contents of the request matches a subscribed service (e.g. SDP media capabilities, Content-Type header field) for each and any of the subscribed services for the served user; 

a)
if not, as an operator option, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;
b) if so, and if the request is related to an IMS communication service and the IMS communication service requires the use of an ICSI value then include a P-Asserted-Service header field in the request containing the ICSI value for the related IMS communication service, and use it as a header field in the initial request when matching initial filter criteria in step 4;
c)
if so, and if the request is related to an IMS communication service and the IMS communication service does not require the use of an ICSI value then continue without including an ICSI value; and

d)
if so, and if the request does not relate to an IMS communication service (or if the S-CSCF is unable to unambiguously determine the service being requested but decides to allow the session to continue) then continue without inclding an ICSI value;
4)
check whether the initial request matches the next unexecuted initial filter criteria based on the public user identity identified by the Request-URI in the priority order and apply the filter criteria on the SIP method as described in 3GPP TS 23.218 [5] subclause 6.5. If there is a match, then the S‑CCF shall:

-
if the Request-URI is a temporary GRUU as defined in subclause 5.4.7A.3, then replace the Request-URI with the public GRUU that is associated with the temporary GRUU (i.e. the public GRUU representing the same public user identity and instance ID as the temporary GRUU);

-
insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4; and

-
insert a type 3 orig-ioi parameter in the P‑Charging-Vector header. The type 3 orig-ioi parameter identifies the sending network of the request message before the received orig-ioi. The S‑CCF shall not include the type 3 term-ioi parameter;

NOTE 1:
Depending on the result of the previous process, the S‑CCF can may contact one or more AS(s) before processing the outgoing Request-URI.

NOTE 2:
If the Request-URI of the received terminating request contains a temporary GRUU, then step 4 replaces the Request-URI with the associated public GRUU before invoking the AS, and step 3B restores the original temporary GRUU when the request is returned from the AS.
NOTE 3:
An AS can activate or deactivate its own filter criteria via the Sh interface. As the S‑CCF checks initial filter criteria only on receipt of an initial request for a dialog, or a standalone transaction, a modified service profile will have no impact on transactions or dialogs already in progress and the modified profile will be effective only for new transactions and dialogs. If the S‑CCF receives a modification of the iFC during their execution, then it should not update the stored initial Filter Criteria until the iFC related to the initial request have been completely executed.
5)
if there was no original dialog identifier present in the topmost Route header of the incoming request insert a P‑Charging-Function-Addresses header field, if not present, populated with values received from the HSS if the message is forwarded within the S‑CCF home network, including towards AS;

6)
if there was no original dialog identifier present in the topmost Route header of the incoming request store the value of the icid parameter received in the P‑Charging-Vector header and retain the icid parameter in the P‑Charging-Vector header;

7)
if there was no original dialog identifier present in the topmost Route header of the incoming request store the value of the orig-ioi parameter received in the P‑Charging-Vector header, if present, and remove all received ioi parameters from the forwarded request if next hop is not an AS;

NOTE 4:
Any received orig-ioi parameter will be a type 2 orig-ioi. or type 3 orig-ioi. The orig-ioi parameter identifies the sending network of the request message. 
8)
in the case: 
i)
there are no Route header fields in the request; and
ii)
there are bindings saved during registration or re-registration as described in subclause 5.4.1.2 which are not marked as created by an emergency registration as described in subclause 5.4.8.2;


then, create a target set of potential routes from the list of preloaded routes associated with the bindings in item 8) ii)saved during registration or re-registration, as described in subclause 5.4.1.2, as follows:

a)
if the Request-URI is a valid GRUU as defined in subclause 5.4.7A.4, then the target set is determined by following the procedures for Request Targeting specified in draft-ietf-sip-gruu [93], using the public user identity and instance ID derived from the GRUU using the procedures of subclause 5.4.7A; 

b)
if the Request-URI is not a GRUU, then the target set is all the registered contacts saved for the destination public user identity;

NOTE 4A:
In this release of the specification, use of preloaded routes saved during registration or re-registration which created or refreshed bindings marked as created by an emergency registration is out of scope.

9)
if necessary perform the caller preferences to caller capabilities matching according to RFC 3841 [56B] to the target set;

NOTE 5:
This might eliminate entries and reorder the target set.

10)
in case there are no Route headers in the request:

a)
if there is more than one route in the target set determined in steps 8) and 9) above:

-
if the fork directive in the Request Disposition header was set to "no-fork", use the contact with the highest qvalue parameter when building the Request-URI. In case no qvalue parameters were provided, the S‑CCF shall decide locally what contact address to be used to build the target URI; otherwise

-
fork the request or perform sequential search based on the relative preference indicated by the qvalue parameter of the Contact header in the original REGISTER request, as described in RFC3261 [26]. In case no qvalue parameters were provided, then the S‑CSCF determine the contact address to be used to build the target URI as directed by the Request Disposition header as described in RFC 3841 [56B]. If the Request-Disposition header is not present, the S‑CCF shall decide locally whether to fork or perform sequential search among the contact addresses;

-
in case that no route is chosen, return a 480 (Temporarily unavailable) response or another appropriate unsuccessful SIP response and terminate these procedures.

b)

If no "loose route" indication has been received, in the service profile of the served public user identity, from the HSS during registration ,build the Request-URI with the contents of the Contact target URI determined in the previous step; 

c)
insert a P‑Called-Party-ID SIP header field containing the contents of the Request-URI received in the request unless the Request-URI contains a temporary GRUU in which case insert the public GRUU in the P‑Called-Party-ID;

d)
build the Route header field with the Path values from the chosen route and if "loose route" indication has been received ,in the service profile of the served user identity, from the HSS during registration, add the content of the target URI determined in step a), as last URI of the route; and

e)
save the Request-URI and the total number of Record-route headers as part of the dialog request state.

NOTE 6:
For each initial dialog request terminated at a served user two pieces of state are maintained to assist in processing GRUUs: the chosen contact address to which the request is routed; and the position of an entry for the S‑CCF in the Record-Route header that will be responsible for GRUU translation, if needed (the position is the number of entries in the list before the entry was added). The entry will be added in step 5) of the below procedures for handling S‑CCF receipt any 1xx or 2xx response to the initial request for a dialog. The S‑CCF can record-route multiple times, but only one of those (the last) will be responsible for gruu translation at the terminating end.

11)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S‑CCF is able to release the session if needed;

12)
optionally, apply any privacy required by RFC 3323 [33] and RFC 3325 [34] to the P-Asserted-Identity header and privacy required by RFC 4244 [66] although the S‑CCF shall not, except for the case where trust domain provisioning applies (e.g. request sent to an AS outside the trusted domain) as described in clause 4.4, modify or remove the priv-value set to “id” within the Privacy header;

NOTE 7:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3325 [34].

NOTE 7a:
The priv-value “id” in the Privacy header will be used by the terminating UE to distinguish the request of OIR by the originating user as described in TS 183 007 [b].

13)
in case of an initial request for a dialog, either:

-
if the request is routed to an AS which is part of the trust domain, the S‑CCF can decide whether to record-route or not. The decision is configured in the S‑CCF using any information in the received request that may otherwise be used for the initial filter criteria. If the request is record-routed the S‑CCF shall create a Record-Route header containing its own SIP URI; or

-
if the request is routed elsewhere, create a Record-Route header containing its own SIP URI; 

13A)
if the request is routed to the P‑CSCF remove the P-User-Database header if present; and

14)
forward the request based on the topmost Route header.

If the S‑CCF fails to receive a SIP response or receives a 408 (Request Timeout) response or a 5xx response from the AS, the S‑CCF shall: 
-
if the default handling defined in the filter criteria indicates the value "SESSION_CONTINUED" as specified in 3GPP TS 29.228 [14] or no default handling is indicated, execute the procedure from step 4; and

-
if the default handling defined in the filter criteria indicates the value "SESSION_TERMINATED" as specified in 3GPP TS 29.228 [14], either forward the received response or, if the request is an initial INVITE request, send a 408 (Request Timeout) response or a 5xx response towards the originating UE as appropriate (without verifying the matching of filter criteria of lower priority and without proceeding for further steps).

If the S‑CCF receives any final response from the AS, it shall forward the response towards the originating UE (without verifying the matching of filter criteria of lower priority and without proceeding for further steps). 
When the S‑CCF receives any response to the above request and forwards it to AS, the S‑CCF shall insert a P‑Charging-Vector header containing the orig-ioi parameter, if received in the request, and a type 3 term-ioi parameter in the response. The S‑CCF shall set the type 3 term-ioi parameter to a value that identifies the sending network of the response and the orig-ioi parameter is set to the previously received value of orig-ioi.

NOTE 8:
Any received term-ioi parameter will be a type 3 term-ioi. The term-ioi parameter identifies the service provider from which the response was sent. 

When the S‑CCF receives, destined for an unregistered user, an initial request for a dialog or a request for a standalone transaction, the S‑CCF shall:

1)
Void.
2)
execute the procedures described in 1, 2, 3, 3C, 3D, 3E, 4, 5, 6, 7, 11, 13; 13A and 14 in the above paragraph (when the S‑CCF receives, destined for the registered served user, an initial request for a dialog or a request for a standalone transaction).

3)
In case that no AS needs to be contacted, then S‑CCF shall return an appropriate unsuccessful SIP response. This response may be a 480 (Temporarily unavailable) and terminate these procedures.

NOTE 9:
When the S‑CCF does not have the user profile, before executing the actions as listed above, it initiates the S‑CCF Registration/deregistration notification with the purpose of downloading the relevant user profile (i.e. for unregistered user) and informs the HSS that the user is unregistered. The S‑CCF will assess triggering of services for the unregistered user, as described in 3GPP TS 29.228 [14]. When requesting the user profile the S‑CCF can include the information in the P-Private-Key header in S‑CCF Registration/deregistration notification.

Prior to performing S‑CCF Registration/Deregistration procedure with the HSS, the S‑CCF decides which HSS to query, possibly as a result of a query to the Subscription Locator Functional (SLF) entity as specified in 3GPP TS 29.228 [14] or use the value as received in the P-User-Database header in the initial request for a dialog or a request for a standalone transaction as defined in RFC 4457 [82]. The HSS address received in the response to SLF query can be used to address the HSS of the public user identity with further queries.

When the S‑CCF receives any 1xx or 2xx response to the initial request for a dialog (whether the user is registered or not), it shall:

1)
if the response corresponds to an INVITE request, save the Contact and Record-Route header field values in the response such that the S‑CCF is able to release the session if needed;

2)
if the response is not forwarded to an AS (i.e. the response is related to a request that was matched to the first executed initial filter criteria), insert a type 2 term-ioi parameter in the P‑Charging-Vector header of the outgoing response. The type 2 term-ioi is set to a value that identifies the sending network of the response and the orig-ioi parameter is set to the previously received value of orig-ioi. Values of orig-ioi and term-ioi in the received response are removed;

3)
in the case where the S‑CCF has knowledge that the SIP URI contained in the received P-Asserted-Identity header is an alias SIP URI for a tel URI the S‑CCF shall add a second P-Asserted-Identity header containing this tel URI including the display name associated with the tel URI, if available. If the P-Asserted-Identity header contains only a tel URI, the S‑CCF shall add a second P-Asserted-Identity header containing a SIP URI. The added SIP URI shall contain in the user part a "+" followed by the international public telecommunication number contained in tel URI, and user's home domain name in the hostport part. The added SIP URI shall contain the same value in the display name as contained in the tel URI. The S‑CCF shall also add a user parameter equals "phone" to the SIP URI; 

4)
in case the response is sent towards the originating user, the S‑CCF may retain remove the P-Access-Network-Info header based on local policy rules and the destination user (Request-URI); and

5)
save an indication that GRUU routeing is to be performed for subsequent requests sent within this same dialog if:

a)
there is a record-route position saved as part of the initial dialog request state; and 

b)
the contact address in the response is a valid GRUU as specified in subclause 5.4.7A.4.

NOTE 10:
There could be several responses returned for a single request, and the decision to insert or modify the Record-Route needs to be applied to each. But a response might also return to the S‑CCF multiple times as it is routed back through AS. The S‑CCF will take this into account when carrying out step 5) to ensure that the information is stored only once.

When the S‑CCF receives a response to a request for a standalone transaction (whether the user is registered or not), in the case where the S‑CCF has knowledge that the SIP URI contained in the received P-Asserted-Identity header is an alias SIP URI for a tel URI the S‑CCF shall add a second P-Asserted-Identity header containing this tel URI, including the display name associated with the tel URI, if available. If the P-Asserted-Identity header contains only a tel URI, the S‑CCF shall add a second P-Asserted-Identity header containing a SIP URI. The added SIP URI shall contain in the user part a "+" followed by the international public telecommunication number contained in tel URI, and user's home domain name in the hostport part. The added SIP URI shall contain the same value in the display name as contained in the tel URI. The S‑CCF shall also add a user parameter equals "phone" to the SIP URI. In case the response is forwarded to an AS that is located within the trust domain, the S‑CCF shall retain the P-Access-Network-Info header and the access-network-charging-info parameter in the P‑Charging-Vector header; otherwise, the S‑CCF shall remove the P-Access-Network-Info header and the access-network-charging-info parameter in the P‑Charging-Vector header. 

When the S‑CCF receives the 200 (OK) response for a standalone transaction request, the S‑CCF shall: 

1)
insert a P‑Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S‑CCF home network, including towards an AS; and

2)
if the response is not forwarded to an AS (i.e. the response is related to a request that was matched to the first executed initial filter criteria),insert a type 2 term-ioi parameter in the P‑Charging-Vector header of the outgoing response. The type 2 term-ioi is set to a value that identifies the sending network of the response and the type 2 orig-ioi parameter is set to the previously received value of orig-ioi.

NOTE 11:
If the S‑CCF forked the request of a stand alone transaction to multiple UEs and receives multiple 200 (OK) responses, the S‑CCF will select and return only one 200 (OK) response. The criteria that the S‑CCF employs when selecting the 200 (OK) response is based on the operator's policy (e.g. return the first 200 (OK) response that was received).

When the S‑CCF receives, destined for a served user, a target refresh request for a dialog, prior to forwarding the request, the S‑CCF shall:

0A)
if the dialog is related to an IMS communication service determine whether the contents of the request (e.g. SDP media capabilities, Content-Type header field) match the IMS communication service as received as the ICSI value in the P-Asserted-Service header in the initial request. As an operator option, if the contents of the request do not match the IMS communication service the S-CSCF may reject the request by generating a status code reflecting which added contents are not matching. Otherwise, continue with the rest of the steps;

1)
if the incoming request is received on a dialog for which GRUU routeing is to be performed and the
Request-URI is not the GRUU for this dialog, then return a response of 400 (Bad Request).

2)
if the incoming request is received on a dialog for which GRUU routeing is to be performed and the
Request-URI contains the GRUU for this dialog then the S‑CCF shall:

-
perform the procedures for Request Targeting specified in draft-ietf-sip-gruu [93], using the public user identity and instance ID derived from the Request-URI, as specified in subclause 5.4.7A;

-
if no contact can be selected, return a response of 480 (Temporarily Unavailable).

3)
remove its own URI from the topmost Route header;

4)
for INVITE dialogs (i.e. dialogs initiated by an INVITE request), save the Contact and Cseq header field values received in the request such that the S‑CCF is able to release the session if needed;

5)
create a Record-Route header containing its own SIP URI; and

6)
forward the request based on the topmost Route header.

When the S‑CCF receives any 1xx or 2xx response to the target refresh request for a dialog (whether the user is registered or not), the S‑CCF shall:

1)
for INVITE dialogs, replace the saved Contact header field values in the response such that the S‑CCF is able to release the session if needed; and
2)
in case the response is forwarded to an AS that is located within the trust domain, the S‑CCF shall retain the
P-Access-Network-Info header and the access-network-charging-info parameter in the P‑Charging-Vector header; otherwise, the S‑CCF shall remove the P-Access-Network-Info header and the access-network-charging-info parameter in the P‑Charging-Vector header.; and
3)
if the response is forwarded within the S-CSCF home network and not to an AS, insert a P-Charging-Function-Addresses header field populated with values received from the HSS.
When the S‑CCF receives, destined for the served user, a subsequent request other than target refresh request for a dialog, prior to forwarding the request, the S‑CCF shall:

1)
if the incoming request is received on a dialog for which GRUU routeing is to be performed and the
Request-URI is not the GRUU for this dialog, then return a response of 400 (Bad Request).

2)
if the incoming request is received on a dialog for which GRUU routeing is to be performed and the
Request-URI contains the GRUU for this dialog then the S‑CCF shall:

-
perform the procedures for Request Targeting specified in draft-ietf-sip-gruu [93], using the public user identity and instance ID derived from the Request-URI, as specified in subclause 5.4.7A;

-
if no contact can be selected, return a response of 480 (Temporarily Unavailable).

3)
remove its own URI from the topmost Route header; and

4)
forward the request based on the topmost Route header.

When the S‑CCF receives a response to a subsequent request other than target refresh request for a dialog, in case the response is forwarded to an AS that is located within the trust domain, the S‑CCF shall retain the P-Access-Network-Info header and the access-network-charging-info parameter from the P‑Charging-Vector header; otherwise, the S‑CCF shall remove  the access-network-charging-info parameter from the P‑Charging-Vector header.

With the exception of 305 (Use Proxy) responses, the S‑CCF shall not recurse on 3xx responses.
***** Next change *****
5.4.4.2.1
UE-originating case

When the S-CSCF receives any 1xx or 2xx response, the S-CSCF shall insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.

When the S-CSCF receives the request containing the access-network-charging-info parameter in the P-Charging-Vector, the S-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header. The S-CSCF shall retain access-network-charging-info parameter in the P-Charging-Vector header when the request is forwarded to an AS. However, the S-CSCF shall not include the access-network-charging-info parameter in the P-Charging-Vector header when the request is forwarded outside the home network of the S-CSCF.

When the S-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a UE-originated dialog or standalone transaction, the S-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before forwarding the message within the S-CSCF home network, including towards AS.
***** Next change *****
5.4.4.2.2
UE-terminating case

When the S-CSCF receives the any 1xx or 2xx response, the S-CSCF shall insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.

When the S-CSCF receives 180 (Ringing) or 200 (OK) (to INVITE) responses containing the access-network-charging-info parameter in the P-Charging-Vector, the S-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header. The S-CSCF shall retain the access-network-charging-info parameter in the P-Charging-Vector header when the response is forwarded to an AS. However, the S-CSCF shall not include the access-network-charging-info parameter in the P-Charging-Vector header when the response is forwarded outside the home network of the S-CSCF.

When the S-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a UE-terminated dialog or standalone transaction, the S-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before forwarding the message within the S-CSCF home network, including towards AS.




