Page 1



3GPP TSG CT3 Meeting #79
C3-145297
San Francisco; 17 – 21 November 2014

	CR-Form-v11

	CHANGE REQUEST

	

	
	29.162
	CR
	0136
	rev
	3
	Current version:
	12.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Adding support for EVS codec

	
	

	Source to WG:
	Nokia Networks

	Source to TSG:
	C3

	
	

	Work item code:
	EVS_codec-CT
	
	Date:
	2014-11-07

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	EVS codec parameter handling is unspecified at the IBCF and TrGW.

	
	

	Summary of change:
	IBCF and TrGW procedures to handle EVS codec parameters are being specified via reference to similar procedures in TS 23.334.

	
	

	Consequences if not approved:
	Missing EVS codec support at IBCF and TrGW.

	
	

	Clauses affected:
	2, 3.3, 10.2.5, new 10.2.5.2, 10.4.1.2, 10.4.1.3

	
	

	
	Y
	N
	
	

	Other specs
	x
	
	 Other core specifications

	TS 26.445 CR 0002
TS 26.114 CR 0297
TS 23.334 CR 0070

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


1st Change

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[2]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[3]
3GPP TS 23.221: "Architectural requirements".

[4]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[5]
3GPP TS 23.002: "Network architecture".

[6]
3GPP TS 26.235: "Packet switched conversational multimedia applications; Default codecs".

[7]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[8]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[9]
IETF RFC 791: "Internet Protocol".

[10]
IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification".

[11]
IETF RFC 2766: "Network Address Translation - Protocol Translation (NAT-PT)".
[12]
IETF RFC 2663: "IP Network Address Translator (NAT) Terminology and Considerations".
[13]
3GPP TR 29.962 version 6.1.0: "Signalling interworking between the 3GPP profile of the Session Initiation Protocol (SIP) and non-3GPP SIP usage".

[14]
Void.

[15]
Void.

[16]
Void.

[17]
Void.

[18]
IETF RFC 792: "Internet Control Message Protocol".

[19]
IETF RFC 2463: "Internet Control Message Protocol (ICMPv6) for the Internet Protocol Version 6".

[20]
Void.

[21]
Void.

[22]
Void.

[23]
Void.

[24]
Void.

[25]
3GPP TS 29.238: "Interconnection Border Control Functions – Transition Gateway; H.248 Profile; Stage 3".

[26]
ITU-T Recommendation H.248.1 (05): "Gateway Control Protocol: Version 3".

[27]
Void.

[28]
3GPP TS 23.205: "Bearer-independent circuit-switched core network; Stage 2".

[29]
3GPP TS 29.235: "Interworking between SIP-I based circuit-switched core network and other networks".

[30]
Void.

[31]
IETF RFC 2474: "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers".
[32]
3GPP TS 33.328: "IMS Media Plane Security".

[33]
IETF RFC 4568: "Session Description Protocol (SDP) Security Descriptions for Media Streams".

[34]
IETF RFC 3711: "The Secure Real-time Transport Protocol (SRTP)".

[35]
IETF RFC 5124: "Extended Secure RTP Profile for Real-time Transport Control Protocol (RTCP)-Based Feedback (RTP/SAVPF)".
[36]
3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".

[37]
IETF RFC 3168: "The Addition of Explicit Congestion Notification (ECN) to IP".

[38]
IETF RFC 6679: "Explicit Congestion Notification (ECN) for RTP over UDP". 
[39]
3GPP TS 29.079: "Optimal Media Routeing within the IP Multimedia Subsystem; Stage 3".

[40]
3GPP TS 29.165: "Inter-IMS Network to Network Interface (NNI)".
[41]
3GPP TS 23.237: "IP Multimedia subsystem (IMS) Service Continuity; Stage 2".

[42]
3GPP TS 24.237: "IP Multimedia subsystem (IMS) Service Continuity; Stage 3".

[43]
3GPP TS 23.334: "IP Multimedia Subsystem (IMS) Application Level Gateway (IMS-ALG) – IMS Access Gateway (IMS-AGW) interface: Procedures descriptions".

[44]
3GPP TS 22.153: "Multimedia Priority Service".
[45]
IETF RFC 5285: "A General Mechanism for RTP Header Extensions".

[46]
IETF RFC 6236: "Negotiation of Generic Image Attributes in the Session Description Protocol (SDP)".

[47]
IETF RFC 4975: "The Message Session Relay Protocol (MSRP)".

[48]
IETF RFC 6714: "Connection Establishment for Media Anchoring (CEMA) for the Message Session Relay Protocol (MSRP)".

[49]
IETF RFC 4583: "Session Description Protocol (SDP) Format for Binary Floor Control Protocol (BFCP) Streams".

[50]
IETF RFC 5245: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".

[xx]
3GPP TS 26.441: "Codec for Enhanced Voice Services (EVS); General Overview".

[xy]
3GPP TS 26.445: "Codec for Enhanced Voice Services (EVS); Detailed Algorithmic Description".

2nd Change

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [7] and the following apply: An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [7].

APP
APPlication-defined RTCP packet

ATCF
Access Transfer Control Function

ATGW
Access Transfer Gateway
B2BUA
Back-to-Back User Agent

BFCP
Binary Floor Control Protocol

BGCF
Breakout Gateway Control Function

CS-TrGW
CS (domain) TrGW
CVO
Coordination of Video Orientation

DRVCC
Dual Radio Voice Call Continuity
ECN
Explicit Congestion Notification

ECN-CE
ECN Congestion Experienced

EVS
Enhanced Voice Services

IBCF
Interconnect Border Control Function

ICE
Interactive Connectivity Establishment

ICS
IMS Centralized Services

I-CSCF
Interrogating CSCF

IMS-ALG
IMS - Application Level Gateway

ITU-T
International Telecommunication Union – Telecommunication Standardization Sector

MboIP
Mb over IP
MPS
Multimedia Priority Service
MRFP
Multimedia Resource Function Processor

MSRP
Message Session Relay Protocol

NAT/NAPT
Network Address Translation / Network Address and Port Translation

NA (P) T-PT
Network Address (and Port) Translation - Protocol Translation 

OMR
Optimal Media Routeing

P-CSCF
Proxy CSCF

RTCP
Real Time Control Protocol

SCTP
Stream Control Transmission Protocol

SIP UA
SIP User Agent

STUN
Session Traversal Utilities for NAT

UAC
User Agent Client

UAS
User Agent Server
URN
Uniform Resource Name

THIG
Topology Hiding Internetwork Gateway
TLS
Transport Layer Security

TRF
Transit and Roaming Function
TrGW
Translation GateWay

WAN
Wide Area Network

3rd Change

10.2.5
Media Control
10.2.5.1
General
The transcoding functionality, where the TrGW processes and possibly converts application / media data (like e.g. RTP payload) is optional for the TrGW and IBCF to support.

The IBCF shall determine the TrGW transcoding capability through provisioning and MGW selection, outside the scope of this specification.

IBCF procedures to offer transcoding in SIP/SDP signalling are described in 3GPP TS 23.228 [8] and in 3GPP TS 24.229 [1]. The IBCF shall only apply those transcoding procedures if an attached TrGW supports transcoding. For media with "RTP/SAVP" (see IETF RFC 3711 [34]) or "RTP/SAVPF" (see IETF RFC 5124 [35]) as transport protocol, the IBCF shall not offer or apply transcoding.

If the IBCF and available TrGW support transcoding, the IBCF may add codecs to a SDP offer within a SIP request.

If the IBCF and available TrGW do not support transcoding, or if the IBCF chooses not to offer transcoding, the IBCF shall pass SDP offers without adding codecs to the SDP offer and the IBCF shall pass SDP answers without modification to the contained codecs.
If the IBCF does not offer or apply transcoding procedures (as described above) but inserts the TrGW for any other reason, the IBCF shall either not signal media related information to the TrGW, or it shall signal the same media related information for all interconnected terminations (i.e. identical media configurations for the two connected H.248 stream endpoints).

If the IBCF does not offer or apply transcoding but signals media attributes to a TrGW that does not support transcoding without having seized the peer termination (see figure 10.2.5.3, Step 3) the TrGW' shall accept this request even though it cannot reserve any transcoding resources related to this media. When the peer termination is seized and configured it shall be configured with the same media related sub-fields in the media descriptor as for the first termination. If the selected codec is not the same as the codec configured at the first termination then this termination shall be modified before the peer termination is seized.

NOTE 1:
The signalling of such codec related information by an IBCF to a TrGW not supporting transcoding is an implementation decision.
NOTE 2:
A TrGW not supporting transcoding can use such codec related information to learn that RTCP ports need to be reserved, and to derive information about packet size and frequency useful for internal resource reservation.
If the IBCF and available TrGW support transcoding and the IBCF includes in a SDP offer additional codecs, the following procedures apply:

-
The IBCF may seize a termination towards the terminating user, using the "Reserve TrGW Connection Point" procedure before sending an SDP offer with added codecs to the terminating user. The IBCF may signal media related information to the TrGW or omit media when adding the IP termination at this stage.

NOTE 3: The signalling of media related information to a MGW requires that it reserve the indicated resources before returning a positive response to the H.248 command, by omitting media related information the TrGW does not need to reserve any associated resources at this stage.

-
When the IBCF receives the SDP answer from the terminating user, the IBCF shall check if any of the codecs offered by the originating side are contained in the answer.

-
If only the codecs inserted by the IBCF are contained in the answer, the IBCF shall configure the TrGW to transcode. If it previously performed a "Reserve TrGW Connection Point" procedure it shall configure the TrGW using the "Configure TrGW Connection Point" procedure towards the termination on the terminating user side by supplying the media returned in the answer from the terminating user, otherwise it shall perform a "Reserve and Configure TrGW Connection Point" procedure. Within those procedures, the IBCF shall supply the media returned in the answer from the terminating user. If the IBCF seized the termination only at this point in time, it shall send the IP address and port information received from the TrGW in the acknowledment to the "Reserve and Configure TrGW Connection Point" procedure towards the terminating user in a new SDP offer. The IBCF shall perform the "Reserve and Configure TrGW Connection Point" procedure towards the termination on the originating user side, supplying the preferred media offered by the originating side.

-
If the returned SDP contains media offered by the originating user no transcoding at the TrGW is required. If the IBCF previously performed the "Reserve TrGW Connection Point" procedure the IBCF shall configure the TrGW accordingly by either either supplying the same media related information for all interconnected terminations or by omitting the media related information.

Some basic use cases are depicted in figures 10.2.5.1, 10.2.5.2, and 10.2.5.3.
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1   SDP offer  (IP2o, P2o,  codec1, codec2 )  

3.   H.248 ADD req    ( C=   ? , T=   ? ,  L Addr=?,  LP ort=? ,    Local Resources=" - " or codec1  or codec 2  or  codec 3 )  

5.  H.248 ADD resp.   (C=C1, T=T1,   L Addr= IP1o, LPort=P1o )  

2.IBCF supports transcoding  and supports  additional codecs, the IBCF inserts  additional codecs in t he SDP offer  

 4.   Create  outgoing termination T1  

6.   Modify SDP offer  

7.  SDP offer (IP1o, P1o, codec 1, codec2, codec3) 

8 .    SDP answer (IP1a, P1a,  codec 1 )  

10.   Configure Outgoing Termination T1  

15.   Modify SDP answer  

1 6 .    SDP answer (Ip2a, P2a,  codec 1 )    

TrGW  

IBCF  

9.   H.2 48 MOD req    (C=   C1, T=   T1,    RAddr=IP1a, RPort=P1a ,    Local Resources=" - " or codec1   Remote  Resources=" - " or codec1 )  

11 .   H.248  MOD   Resp     C=   C1, T=   T1)  

13.   Create incoming Termination T2  

12 .   H.248 ADD req    C=   C1, T=   ?, LAddr=?,  LPort=?,    RAddr=IP2o, RPort=P2o ,   Local Resources=" - "  or codec1 ,   Remote  Resources=" - " or codec1 )  

14.   H.248 ADD Resp    C=   C1, T=   T2 ,    LAddr= IP2a , LPort= P2a ,    RAddr=IP2o, RPort=P2o )  

Reserve  TrGW  Connection  Point  

Configure  TrGW  Connection  Point  

Reserve    And  Configure  TrGW  Connection  Point  


1.
The IBCF receives an SDP offer in SIP signalling.

2.
The IBCF adds additional codecs to the subsequent SDP offer, giving priority to those offered by the preceding node/network.

3.
In this example the IBCF seizes a TrGW prior to sending the new SDP offer; as this scenario is preparing for a possible transcoding in the TrGW then a TrGW supporting media shall be seized. The IBCF sends a H.248 ADD request command to create the outgoing termination and to request IP resources to execute TrGW function. As no media transcoding is yet known to be needed this may be indicated by omitting media related sub-fields in the media descriptor (i.e.signalling "-"). Alternatively the preferred codec (e.g. codec 1) may be signalled in order to reserve this resource in the event that transcoding was required.

4.
The TrGW creates the outgoing termination.

5.
The TrGW replies to IBCF with a H.248 ADD reply command and provides the local address and port of the outgoing termination.

6.
The IBCF replaces the IP address inside the SDP offer using the information coming from TrGW

7.
The IBCF forwards the new SDP offer to the succeeding node. 

8.
The SDP answer is received by IBCF. In this example the codec1 received in the original SDP offer in step1 has been selected by the succeeding network/terminating UE and the IBCF determines that transcoding is not required.

9.
The IBCF sends a H.248 MOD request command to configure the outgoing termination with address and port information received in the SDP answer. As no media transcoding is needed this may be indicated by omitting media related sub-fields in the media descriptor (i.e. signalling "-"). Alternatively the selected codec (codec 1) may be signalled.

10.
The TrGW configures the outgoing termination.

11.
The TrGW replies to IBCF with a H.248 MOD reply command.

12. 
The IBCF sends a H.248 ADD request command to create the incoming termination to configure this termination with remote address and port information and to request resources to execute TrGW function. As no media transcoding is needed this may be indicated by omitting media related sub-fields in the media descriptor (i.e. signalling "-"). Alternatively the selected codec received in step 8 (Codec 1) may be signalled.

13.
The TrGW creates the incoming termination.

14.
The TrGW replies to the IBCF with a H.248 ADD reply command and provides the local address and port of the incoming termination.

15.
The IBCF replaces the IP address inside the SDP using the information coming from TrGW.

16.
The SDP answer is sent to the network at the incoming side.

Figure 10.2.5.1: IBCF and TrGW interaction when the IBCF offers additional codecs but no transcoding is required, and the TrGW is seized in advance.
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1   SDP offer  (IP2o, P2o,  codec1, codec2 )  

3.   H.248 ADD req    ( C=   ? , T=   ? ,  L Addr=?,  LP ort=? ,    Local Resources=" - " or codec1 or  codec 2  or  codec  3 )  

5.  H.248 ADD resp.   (C=C1, T=T1,   L Addr= IP1o, LPort=P1o )  

2.   IBCF supports transcoding  and supports additional  codecs  

 4.   Create  outgoing termination T1  

6.   Modify SDP offer  

7.  SDP offer (IP1o, P1o, codec 1, codec 2, codec 3) 

8 .    SDP answer (IP1a, P1a,  codec  3 )  

10.   Configure Outgoing Termination T1  

15.   Modify SDP answer  

1 6 .    SDP answer (Ip2a, P2a,  codec1 or codec2 )    

TrGW  

IBCF  

9.   H.248 MOD req    (C=   C1, T=   T1,    RAddr=IP1a, R Port=P1a ,    Local Resources=  codec 3   Remote Resources=  codec 3 )  

11 .    H.248  MOD   Resp     C=   C1, T=   T1)  

13.   Create incoming Termination T2  

12 .   H.248 ADD req    C=   C1, T=   ?, LAddr=?,  LPort=?,    RAddr=IP2o, RPort=P2o ,   Local Resources= codec1  or codec 2,   Remote  Resources= codec1  or codec 2 )  

14.   H.248 ADD Resp    C=   C1, T=   T2 ,    LAddr= IP2a , LPort= P2a ,    RAddr=IP2o, RPort=P2o )  

Reserve  TrGW  Connection  Point  

Configure  TrGW  Connection  Point  

Reserve    And  Configure  TrGW  Connection  Point  


1.
The IBCF receives an SDP offer in SIP signalling.

2.
The IBCF adds additional codecs to the subsequent SDP offer, giving priority to those offered by the preceding node/network.

3.
In this example the IBCF seizes a TrGW prior to sending the new SDP offer; as this scenario is preparing for a possible transcoding in the TrGW then a TrGW supporting media shall be seized. The IBCF sends a H.248 ADD request command to create the outgoing termination and to request IP resources to execute TrGW function. As no media transcoding is yet known to be needed this may be indicated by omitting media related sub-fields in the media descriptor (i.e.signalling "-"). Alternatively the preferred codec (e.g. Codec 1) may be signalled in order to reserve this resource in the event that transcoding was required.

4.
The TrGW creates the outgoing termination.

5.
The TrGW replies to IBCF with a H.248 ADD reply command and provides the local address and port of the outgoing termination.

6.
The IBCF replaces the IP address inside the SDP offer using the information coming from TrGW.

7.
The IBCF forwards the new SDP offer to the succeeding node.

8.
The SDP answer is received by IBCF. In this example the codec 3 added by the IBCF to the SDP offer has been selected. Transcoding is therefore required.

9.
The IBCF sends a H.248 MOD request command to configure the outgoing termination with address and port information received in the SDP answer and the selected media attibutes (codec 3).

10.
The TrGW configures the outgoing termination.

11.
The TrGW replies to IBCF with a H.248 MOD reply command.

12. 
The IBCF sends a H.248 ADD request command to create the incoming termination to configure this termination with remote address and port information and to request resources to execute TrGW function. As media transcoding is required it indicates this explicitly with a codec selected by the IBCF for the incoming termination from the offered codec(s) received in step1.

13.
The TrGW creates the incoming termination.

14.
The TrGW replies to the IBCF with a H.248 ADD reply command and provides the local address and port of the incoming termination.
15.
The IBCF replaces the IP address inside the SDP using the information coming from TrGW and replaces the codec with the codec it selected for the incoming termination.

16.
The SDP answer is sent to the network at the incoming side.

Figure 10.2.5.2: IBCF and TrGW interaction when IBCF offers additional codecs and transcoding is required, and the TrGW is seized in advance.
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13.   Create incoming Termination T2  

12 .   H.248 ADD req    C=   C1, T=   ?, LAddr=?,  LPort=?,    RAddr=IP2o, RPort=P2o ,   Local Resources=" - " or codec1 ,   Remote  Resources=" - " or codec1 )  

14.   H.248 ADD Resp    C=   C1, T=   T2 ,    LAddr= IP2a , LPort= P2a ,    RAddr=IP2o, RPort=P2o )  

Reserve  TrGW  Connection  Point  

Configure  TrGW  Connection  Point  

Reserve    And  Configure  TrGW  Connection  Point  


1.
The IBCF receives an SDP offer in SIP signalling.

2.
The IBCF requires a TrGW for another use case but does not offer transcoding.

3.
The IBCF sends a H.248 ADD request command to create the outgoing termination and to request IP resources to execute TrGW function. As no media transcoding is required this may be indicated by signalling "-". Alternatively any codec (e.g. codec 1) can be signalled. If the IBCF selects a TrGW that does not support transcoding, the IBCF may signal media related sub-fields in the media descriptor to the TrGW if the TrGW supports media encoding. The TrGW shall accept the ADD request even though it cannot reserve any transcoding resources for the indicated media.

4.
The TrGW creates the outgoing termination.

5.
The TrGW replies to IBCF with a H.248 ADD reply command and provides the local address and port of the outgoing termination.

6.
The IBCF replaces the IP address inside the SDP using the information coming from TrGW.

7.
The IBCF forwards the new offer to the succeeding node.

8.
The SDP answer is received by IBCF. In this example the codec 1 received in the original SDP offer in step 1 has been selected.

9.
The IBCF sends a H.248 MOD request command to configure the outgoing termination with address and port information. As no media transcoding is needed this may be indicated by signalling "-" .Alternatively the selected codec (codec 1) can be signalled.

10.
The TrGW configures the outgoing termination.

11.
The TrGW replies to IBCF with a H.248 MOD reply command.

12. 
The IBCF sends a H.248 ADD command to create the incoming termination to configure this termination with remote address and port information and to request resources to execute TrGW function. As no media transcoding is needed this may be indicated by signalling "-" .Alternatively media related sub-fields in the media descriptor for the codec indicated to the incoming termination may be signalled (e.g. the selected codec received in step 8 (codec 1).

13.
The TrGW creates the incoming termination.

14.
The TrGW replies to the IBCF with a H.248 ADD reply command and provides the local address and port of the incoming termination.

15.
The IBCF replaces the IP address inside the SDP answer using the information coming from TrGW.

16.
The SDP answer is sent to the network at the incoming side.

Figure 10.2.5.3: IBCF and TrGW interaction when IBCF does not offer transcoding 
10.2.5.2
Handling of common codec parameters
The requirements as described in subclause 5.13.2 of 3GPP TS 23.334 [43] for the IMS-ALG and the IMS-AGW, apply to the IBCF and the TrGW.
10.2.5.3
EVS speech codec parameters handling

The Enhanced Voice Services (EVS) speech codec is defined in 3GPP TS 26.441 [xx]. Its RTP payload type is defined in 3GPP TS 26.445 [xy], and procedures for its usage as IMS Multimedia Telephony speech codec are defined in 3GPP TS 26.114 [36].

The IBCF and the TrGW may support transcoding to and from the EVS speech codec. If they do so, the requirements as described in subclause 5.13.3 of 3GPP TS 23.334 [43] for the IMS-ALG and the IMS-AGW, apply to the IBCF and the TrGW.
4th Change

10.4.1.2
Configure TrGW Connection Point

This procedure is used to configure or reconfigure an termination at the TrGW.

Table 10.4.1.2.1: Configure TrGW Connection Point Procedure

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Configure TrGW Connection Point
	IBCF
	Context
	M
	This information element indicates the existing context.

	
	
	Priority information
	O
	This information element shall be present if the priority information needs to be modified, it may be present otherwise.

	
	
	Termination
	M
	This information element indicates the existing bearer termination.

	
	
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. MboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the TrGW may use on the reception of user plane data. 

If Local Connection Address is supplied may be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Remote IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the TrGW may send user plane data to.

If Remote Connection Address is supplied may be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port on the TrGW that the remote peer can send user plane data to.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the TrGW can send user plane data to. 

	
	
	Reserve Value
	C
	This information element indicates if multiple resources are to be reserved. This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	RTCP handling
	O
	Indicates whether or not the TrGW shall reserve a port for an RTCP flow

	
	
	Traffic Policing Required
	O
	This information element indicates that policing of the media flow is required.

	
	
	Peak Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream.

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	ECN Enable
	O
	This information element requests the TrGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the TrGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Congestion Response Method
	C
	This information element specifies the ECN Congestion Response Method; receiver driven or sender driven. The default is "received driven congestion control". It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN ECT Marking
	C
	This information element specifies the ECN ECT Marking. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN Mode
	C
	This information element specifies the ECN Mode. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	RTCP Feedback
	C
	This information element specifies the RTCP Feedback support. (NOTE 3)

	
	
	XR Summary Report
	C
	This information element specifies the support of XR Summary Reporting.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs. It mayonly be supplied if ECN is enabled and the TrGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO
	O
	This information element requests the TrGW to pass on the CVO extended RTP header as defined by IETF RFC 5285 [45].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [46].

	
	
	ICE Connectivity Check
	C
	This information element requests the TrGW to perform ICE connectivity check as defined by IETF RFC 5245 [50]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	Notify New Peer Reflexive Candidate
	C
	This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	
	
	Additional ICE Connectivity Check
	C
	This information element requests the TrGW to perform additional ICE connectivity check as defined by IETF RFC 5245 [50]. It is only applicable for full ICE.

	
	
	ICE received candidate
	O
	This information element is present if IBCF indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if IBCF indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if IBCF indicates a received Ufrag for ICE.

	
	
	Allowed RTCP APP message types
	O
	This information element is present if the IBCF allows the TrGW to send RTCP APP packets of the indicated types. The TrGW shall not send other RTCP APP packets. If the parameter is not supplied, the TrGW shall not send any RTCP APP packets.

	Configure TrGW Connection Point

Ack
	TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	O
	This information element indicates the resources that the TrGW has reserved to receive the user plane data from the far end.

	
	
	Remote IP Resources
	O
	This information element indicates the resource (i.e. codec) that the TrGW shall use to send user data to. May be present only if corresponding information elementis present in the request.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port on the TrGW that the remote end can send user plane data to.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the TrGW can send user plane data to. May be present only if corresponding information element is present in the request.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2:
At least one of these information elementsshall be present when policing is required.
NOTE 3:
This parameter does not need to be signalled if support is for 3GPP defined ECN only.


5th Change

10.4.1.3
Reserve and Configure TrGW Connection Point

This procedure is used to reserve and configure multimedia-processing resources for a termination at the TrGW.

Table 10.4.1.3.1: Reserve and Configure TrGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	 Reserve and Configure TrGW Connection Point
	IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	
	
	Priority information
	O
	This information element requests the TrGW to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	Termination/  Termination Request
	M
	This information element indicates the existing bearer termination or requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the used interface type for the IP termination (e.g. MboIP).

	
	
	Local IP Resources
	C
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the TrGW shall be prepared to receive user data May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Remote IP Resources
	C
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the TrGW shall use to send user data. May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or other media related functions are required.

	
	
	Reserve Value
	C
	This information element indicates if multiple IP resources are to be reserved. This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Local Connection Address request
	M
	This information element requests an IP address and a port number on the TrGW that the remote end can send user plane data to.

	
	
	Remote Connection Address
	M
	This information element indicates the IP address and ports of the remote party that the TrGW can send user plane data to. 

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This may be included if remote source address filtering is included. It shall not be included if remote source address filtering is not included.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. It shall not be included if remote source port filtering is not included. (NOTE 1)

	
	
	RTCP handling
	O
	This information element indicates whether or not the TrGW shall reserve a port for an RTCP flow.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	Traffic Policing Required
	O
	This information element indicates that policing of the media flow is required.

	
	
	Peak Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2)

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2)

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream.

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream.

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the IP termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in theIP header in packets sent on the IP termination should be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	ECN Enable
	O
	This information element requests the TrGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the TrGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Congestion Response Method
	C
	This information element specifies the ECN Congestion Response Method; receiver driven or sender driven. The default is "received driven congestion control". It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN ECT Marking
	C
	This information element specifies the ECN ECT Marking. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	ECN Mode
	C
	This information element specifies the ECN Mode. It may be included only if ECN is enabled and the TrGW acts as ECN endpoint. (NOTE 3)

	
	
	RTCP Feedback
	C
	This information element specifies the RTCP Feedback support. (NOTE 3)

	
	
	XR Summary Report
	C
	This information element specifies the support of XR Summary Reporting.

	
	
	Notify ECN FailureEvent
	C
	This information element requests a notification if a ECN failure occurs due to ECN. It mayonly be supplied if ECN is enabled and the TrGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO
	O
	This information element requests the TrGW to pass on the CVO extended RTP header as defined by IETF RFC 5285 [45].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [46].

	
	
	STUN server request
	O
	This information element is present if IBCF requests the TrGW to answer STUN connectivity checks for ICE.

	
	
	ICE Connectivity Check
	C
	This information element requests the TrGW to perform ICE connectivity check as defined by IETF RFC 5245 [50]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	Notify New Peer Reflexive Candidate
	C
	This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	
	
	ICE password request
	O
	This information element is present if IBCF requests an ICE password.

	
	
	ICE Ufrag request
	O
	This information element is present if IBCF requests an ICE ufrag.

	
	
	ICE host candidate request
	O
	This information element is present if IBCF requests an ICE host candidate.

	
	
	ICE received candidate
	O
	This information element is present if IBCF indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if IBCF indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if IBCF indicates a received Ufrag for ICE.

	
	
	Allowed RTCP APP message types
	O
	This information element is present if the IBCF allows the TrGW to send RTCP APP packets of the indicated types. The TrGW shall not send other RTCP APP packets. If the parameter is not supplied, the TrGW shall not send any RTCP APP packets.

	Reserve and Configure TrGW Connection Point
Ack
	TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	C
	This information element indicates the resources that the TrGW has reserved to receive the user plane data from the remote side. This information element shall be present if it was contained in the request. 

If the information element was not contained in the request, it may be present in the reply.

	
	
	Remote IP Resources
	O
	This information element indicates the resource (i.e. codec) that the TrGW shall use to send user data.

	
	
	Local Connection Addresses 
	M
	This information element indicates the IP address and port on the TrGW that shall receive user plane data.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the TrGW can send user plane data to. 

	
	
	ICE password 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the TrGW.

	
	
	ICE Ufrag 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the TrGW.

	
	
	ICE host candidate 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the TrGW.

	
	
	ICE lite indication
	C
	This information element shall be present only if an ICE host candidate request was contained in the request, and the TrGW supports ICE lite, but not full ICE. It indicates that the TrGW only supports ICE lite.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2:
At least one of these information elements shall be present when policing is required.
NOTE 3:
This parameter does not need to be signalled if support is for 3GPP defined ECN only.


End of Changes
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