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***** 1st change *****
5.2.3
Subscription to the user's registration-state event package

Upon receipt of a 200 (OK) response to the first initial REGISTER request (i.e. this was the first initial REGISTER request that the P-CSCF received from the user identified with its private user identity), the P-CSCF shall:

1)
generate a SUBSCRIBE request in accordance with RFC 3680 [43] and RFC 6665 [28], with the following elements:

-
a Request-URI set to the resource to which the P-CSCF wants to be subscribed to, i.e. to the SIP URI that is the default public user identity of the user;

-
a From header field set to the P-CSCF's SIP URI;

-
a To header field, set to the SIP URI that is the default public user identity of the user;

-
an Event header field set to the "reg" event package;

-
an Expires header field set to a value higher then the registration expiration interval value indicated in the 200 (OK) response to the REGISTER request;

-
a P-Asserted-Identity header field set to the SIP URI of the P-CSCF,which was inserted into the Path header field during the registration of the user to whose registration state the P-CSCF subscribes to; and

-
a P-Charging-Vector header field with the "icid-value" header field parameter populated as specified in 3GPP TS 32.260 [17] and a type 1 "orig-ioi" header field parameter. The P-CSCF shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The P-CSCF shall not include the type 1 "term-ioi" header field parameter;

1A)
if
a)
the SIP URI used in the Request-URI of the SUBSCRIBE request belongs to a UE that is roaming;

b)
the P-CSCF is not in the home network;
c)
the P-CSCF supports indicating the traffic leg as specified in draft-holmberg-dispatch-iotl [225]; and

d)
if required by local policy;
then the P-CSCF may append the "iotl" SIP URI parameter set to "visitedA-homeA" to the Request-URI;
2)
if the P-CSCF is located in the visited network, and local policy requires the application of IBCF capabilities in the visited network towards the home network, then the P-CSCF shall forward the request to an IBCF in the visited network;

3)
if the P-CSCF is located in the visited network and local policy does not require the application of IBCF capabilities in the visited network towards the home network, determine the entry point of the home network (e.g., by using DNS services) and send the SUBSCRIBE request to that entry point, according to the procedures of RFC 3261 [26]; and
4)
if the P-CSCF is located in the home network, then the P-CSCF shall forward the request to an I-CSCF in the home network.
NOTE:
The subscription to reg event package is done once per private user identity.

Upon receipt of a dialog establishing NOTIFY request, as specified in RFC 6665 [28], associated with the SUBSCRIBE request, the P-CSCF shall:

1)
store the information for the so established dialog;

2)
store the expiration time as indicated in the "expires" header field parameter of the Subscription-State header field, if present, of the received NOTIFY request. Otherwise the expiration time is retrieved from the Expires header field of the 2xx response to SUBSCRIBE request;
3)
follow the procedures specified in RFC 6665 [28]; and
4)
store the "icid-value" header field parameter and the "orig-ioi" header field parameter if present in the received P-Charging-Vector header field.
When sending a response to the NOTIFY request, the P-CSCF shall insert a P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the NOTIFY request, a type 1 "term-ioi" header field parameter and the "icid-value" header field parameter. The P-CSCF shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response, the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter and the "icid-value" header field parameter is set to the previously received value of "icid-value" header field parameter in the request.
If continued subscription is required the P-CSCF shall automatically refresh the subscription by the reg event package 600 seconds before the expiration time for a previously registered public user identity, either 600 seconds before the expiration time if the initial subscription was for greater than 1200 seconds, or when half of the time has expired if the initial subscription was for 1200 seconds or less. If a SUBSCRIBE request to refresh a subscription fails with a non-481 response, the P-CSCF shall still consider the original subscription valid for the duration of the most recently known "Expires" value according to RFC 6665 [28]. Otherwise, the P-CSCF shall consider the subscription invalid and start a new initial subscription according to RFC 6665 [28].

***** 2nd change *****
5.2.3A
Subscription to the user's debug event package

Upon receipt of a 2xx response to a registration that contains an empty P-Debug-ID header field, the P-CSCF shall:

1)
generate a SUBSCRIBE request in accordance with draft-dawes-sipping-debug [140], with the following elements:
-
a Request-URI set to the resource to which the P-CSCF wants to be subscribed to, i.e. to the SIP URI that is the default public user identity of the user;

-
a From header field set to the P-CSCF's SIP URI;

-
a To header field, set to the SIP URI that is the default public user identity of the user;

-
an Event header field set to the "debug" event package;

-
a P-Asserted-Identity header field set to the SIP URI of the P-CSCF,which was inserted into the Path header field during the registration of the user to whose registration state the P-CSCF subscribes to; and

-
a P-Charging-Vector header field with the "icid-value" header field parameter populated as specified in 3GPP TS 32.260 [17] and a type 1 "orig-ioi" header field parameter. The P-CSCF shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The P-CSCF shall not include the type 1 "term-ioi" header field parameter;

1A)
if
a)
the SIP URI used in the Request-URI of the SUBSCRIBE request belongs to a UE that is roaming;

b)
the P-CSCF is not in the home network;
c)
the P-CSCF supports indicating the traffic leg as specified in draft-holmberg-dispatch-iotl [225]; and

d)
if required by local policy;
then the P-CSCF may append the "iotl" SIP URI parameter set to "visitedA-homeA" to the Request-URI;
2)
if the P-CSCF is located in the visited network, and local policy requires the application of IBCF capabilities in the visited network towards the home network, then the P-CSCF shall forward the request to an IBCF in the visited network; and

3)
determine the entry point of the home network (e.g., by using DNS services) and send the SUBSCRIBE request to that entry point, according to the procedures of RFC 3261 [26].

NOTE:
The subscription to debug event package is done once per private user identity.

Upon receipt of a NOTIFY request for the dialog associated with the subscription to the debug event package of the user,the P-CSCF shall store the "icid-value" header field parameter and the "orig-ioi" header field parameter if present in the received the P-Charging-Vector header field.
When sending a response to the NOTIFY request, the P-CSCF shall insert a P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the NOTIFY request, a type 1 "term-ioi" header field parameter and the "icid-value" header field parameter. The P-CSCF shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response, the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter and the "icid-value" header field parameter is set to the previously received value of "icid-value" header field parameter in the request.
***** 3rd change *****
5.2.4
Registration of multiple public user identities

Upon receipt of a NOTIFY request for the dialog associated with the subscription to the reg event package of the user, the P-CSCF shall:

-
store the information for the established dialog;

-
store the expiration time as indicated in the "expires" header field parameter of the Subscription-State header field, if present, of the SIP NOTIFY request. Otherwise the expiration time is retrieved from the Expires header field of the 2xx response to SIP SUBSCRIBE request; 
-
identify the public user identity as follows:

1)
if no <wildcardedIDentity> subelement is included in the <registration> element, the public user identity is taken from the 'aor' attribute of the registration element; or

2)
if a <wildcardedIdentity> sub element is included in the <registration> element, the wildcarded public user identity is taken from the <wildcardedIdentity> sub element. The wildcardcarded public user identity is treated as a public user identity in the procedures of this subclause;
3)
for each public user identity whose state attribute in the <registration> element is set to "active", i.e. registered; and

i)
the state attribute within the <contact> sub-element is set to "active"; and

ii)
the value of the <uri> sub-element inside the <contact> sub-element is set to the contact address of the user's UE; and

iii)
the event attribute of that <contact> sub-element(s) is set to "registered" or "created";


the P-CSCF shall:
i)
bind the indicated public user identity as registered to the contact address of the respective user, including any associated display names, and any parameters associated with either the user or the identities of the user;

ii)
add the public user identity to the list of the public user identities that are registered for the user saved against the contact address;
iii)
if the <actions> child element is included in the <registration> element, bind the policy received in the <actions> child element of the <registration> element to each contact address of the public user identity; and

iv)
if the <actions> child element is not included in the <registration> element, remove the policy bound to each contact address of the public user identity;
4)
for each public user identity whose state attribute in the <registration> element is set to "active", i.e. registered: and
i)
the state attribute within the <contact> sub-element is set to "terminated";
ii)
the value of the <uri> sub-element inside the <contact> sub-element is set to the contact address of the user's UE; and
iii)
the event attribute of that <contact> sub-element(s) is set to "deactivated", "expired", "probation", "unregistered", or "rejected";


the P-CSCF shall consider the binding between the indicated public user identity and the contact address and its related information as deregistered for this user, and shall release all stored information associated with the deregistered contact address and related information associated with this contact address; and

5)
for each public user identity whose state attribute in the <registration> element is set to "terminated", i.e. deregistered; and for each <contact> sub-element, if
i)
the value of the <uri> sub-element inside each <contact> sub-element is set to the respective contact address of the user's UE; and

ii)
the event attribute of each <contact> sub-element(s) is set to "deactivated", "expired", "probation", "unregistered", or "rejected";

the P-CSCF shall consider the indicated public user identity and all its contact addresses as deregistered for this UE, and shall release all stored information for these public user identity bound to the respective user and remove the public user identity from the list of the public user identities that are registered for the user;
-
shall store the "icid-value" header field parameter and the "orig-ioi" header field parameter if present in the received P-Charging-Vector header field; and
-
follow the procedures specified in RFC 6665 [28].
When sending a response to the NOTIFY request, the P-CSCF shall insert a P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the NOTIFY request, a type 1 "term-ioi" header field parameter and the "icid-value" header field parameter. The P-CSCF shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response, the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter and the "icid-value" header field parameter is set to the previously received value of "icid-value" header field parameter in the request.
If the P-CSCF is informed that all contact addresses that are registered with this P-CSCF and belonging to the user using its private user identity have been deregistered, i.e. the state attribute within each <contact> sub-element is set to "terminated", the P-CSCF shall either unsubscribe to the reg event package or let the subscription expire.

NOTE 1:
Since there can be other active registrations of the user via other P-CSCFs, the S-CSCF will not terminate the by sending a NOTIFY request that includes the Subscription-State header set to "terminated".
If all public user identities, that were registered by the user using its private user identity, have been deregistered, the P-CSCF, will receive from the S-CSCF a NOTIFY request that may include the Subscription-State header field set to "terminated", as described in subclause 5.4.2.1.2. If the Subscription-State header field was not set to "terminated", the P-CSCF may either unsubscribe to the reg event package of the user or let the subscription expire.

NOTE 2:
Upon receipt of a NOTIFY request with the Subscription-State header field set to "terminated", the P-CSCF considers the subscription to the reg event package terminated (i.e. as if the P-CSCF had sent a SUBSCRIBE request with an Expires header field containing a value of zero).

NOTE 3:
There can be public user identities which are implicitly registered within the registrar (S-CSCF) of the user upon registration of one public user identity. The procedures in this subclause provide a mechanism to inform the P-CSCF about these implicitly registered public user identities.

***** 4th change *****
5.2.5.2
Network-initiated deregistration
Upon receipt of a NOTIFY request on the dialog which was generated during subscription to the reg event package of the UE, as described in subclause 5.2.3, including one or more <registration> element(s) which were registered by the UE with either:

-
the state attribute within the <registration> element set to "terminated"; or

-
the state attribute within the <registration> element set to "active" and the state attribute within the <contact> sub-element belonging to this UE and registered via this P-CSCF set to "terminated", and the event attribute within the <contact> sub-element belonging to this UE set either to "unregistered", or "rejected" or "deactivated";
the P-CSCF shall remove all stored information for these public user identities for this UE and remove these public user identities from the list of the public user identities that are registered for the user.
NOTE 1:
If all public user identities have been removed from the list of the public user identities registered via this P-CSCF, and the NOTIFY request indicates that the UE is still registered (e.g. via another P-CSCF), the P-CSCF can unsubscribe from the reg event package of the UE.
Upon receipt of a NOTIFY request with all <registration> element(s) having their state attribute set to "terminated" (i.e. all public user identities are deregistered) and the Subscription-State header field set to "terminated" or when all public user identities of the UE have been deregistered, the P-CSCF shall shorten any security associations or TLS sessions towards the UE.

NOTE 2:
The security association between the P-CSCF and the UE is shortened to a value that will allow the NOTIFY request containing the deregistration event to reach the UE.

NOTE 3:
When the P-CSCF receives the NOTIFY request with Subscription-State header field containing the value of "terminated", the P-CSCF considers the subscription to the reg event package terminated (i.e. as if the P-CSCF had sent a SUBSCRIBE request to the S-CSCF with an Expires header field containing a value of zero).

Upon receipt of a NOTIFY request for the dialog associated with the subscription to the reg event package of the user the P-CSCF shall store the "icid-value" header field parameter and the "orig-ioi" header field parameter if present in the received P-Charging-Vector header field.
When sending a response to the NOTIFY request, the P-CSCF shall insert a P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the NOTIFY request, a type 1 "term-ioi" header field parameter and the "icid-value" header field parameter. The P-CSCF shall set the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response, the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter and the "icid-value" header field parameter is set to the previously received value of "icid-value" header field parameter in the request.
***** 5th change *****
A.2.1.4.8
NOTIFY method

Prerequisite A.5/10 - - NOTIFY request

Table A.63: Supported header fields within the NOTIFY request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c19
	c19
	[56B] 9.2
	c23
	c23

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 8.2.2
	c1
	c1
	[28] 8.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	c25
	c25

	6B
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 8.2.1
	m
	m
	[28] 8.2.1
	m
	m

	14A
	Feature-Caps
	[190]
	c35
	c35
	[190]
	c34
	c34

	15
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15A
	Geolocation
	[89] 4.1
	c24
	c24
	[89] 4.1
	c24
	c24

	15B
	Geolocation-Routing
	[89] 4.2
	c24
	c24
	[89] 4.2
	c24
	c24

	15C
	History-Info
	[66] 4.1
	c22
	c22
	[66] 4.1
	c22
	c22

	15D
	Max-Breadth
	[117] 5.8
	n/a
	c26
	[117] 5.8
	c27
	c27

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c32

	17
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	17A
	P-Access-Network-Info
	[52] 4.4
	c10
	c11
	[52] 4.4
	c10
	c12

	17B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	17C
	P-Charging-Function-Addresses
	[52] 4.5
	c14
	c15
	[52] 4.5
	c14
	c15

	17D
	P-Charging-Vector
	[52] 4.6
	c13
	cXX
	[52] 4.6
	c13
	cXX

	17E
	P-Debug-ID
	[140]
	o
	c30
	[140]
	o
	c31

	17F
	P-Preferred-Identity
	[34] 9.2
	c6
	x
	[34] 9.2
	n/a
	n/a

	17G
	Privacy
	[33] 4.2
	c7
	n/a
	[33] 4.2
	c7
	c7

	18
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	19
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	19A
	Reason
	[34A] 2
	c18
	c18
	[34A] 2
	c18
	c18

	20
	Record-Route
	[26] 20.30
	n/a
	c32
	[26] 20.30
	c9
	c9

	20A
	Referred-By
	[59] 3
	c20
	c20
	[59] 3
	c21
	c21

	20B
	Reject-Contact
	[56B] 9.2
	c19
	c19
	[56B] 9.2
	c23
	c23

	20C
	Request-Disposition
	[56B] 9.1
	c19
	c19
	[56B] 9.1
	c23
	c23

	21
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	22A
	Resource-Priority
	[116] 3.1
	c29
	c29
	[116] 3.1
	c29
	c29

	22B
	Security-Client
	[48] 2.3.1
	c16
	c16
	[48] 2.3.1
	n/a
	n/a

	22C
	Security-Verify
	[48] 2.3.1
	c17
	c17
	[48] 2.3.1
	n/a
	n/a

	22D
	Session-ID
	[162]
	o
	c33
	[162]
	o
	c33

	22
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c32

	23
	Subscription-State
	[28] 8.2.3
	m
	m
	[28] 8.2.3
	m
	m

	24
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	25
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	27
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	29
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/15 OR A.4/20 THEN m ELSE n/a - - the REFER method extension or SIP specific event notification extension.

c10:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c11:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c12:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c13:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c14:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c16:
IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note).

c17:
IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c18:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c19:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c20:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c21:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c22:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c23:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c24:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c25:
IF A.4/63 THEN m ELSE o - - subscriptions to request-contained resource lists in the session initiation protocol.
c26:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c27:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c29:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c30:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c31:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c32::
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c33:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c34:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.

c35:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.
cXX:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/10 - - NOTIFY request

Table A.64: Supported message bodies within the NOTIFY request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	sipfrag
	[37] 2
	c1
	c1
	[37]
	c1
	c1

	2
	event package (see NOTE)
	[28]
	m
	m
	[28]
	m
	m

	c1:
IF A.4/15 THEN m ELSE o - - the REFER method extension

	NOTE:
The appropriate body specified for the supported event package (see table A.4A) is supported.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.64A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[140]
	o
	c2
	[140]
	o
	c3

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c3:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.5/11 - - NOTIFY response for all remaining status-codes

Table A.65: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation-Error
	[89] 4.3
	c12
	c12
	[89] 4.3
	c12
	c12

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c10
	[52] 4.5
	c9
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	cYY
	[52] 4.6
	c8
	cYY

	10E
	P-Debug-ID
	[140]
	o
	c13
	[140]
	o
	c14

	10F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10G
	Privacy
	[33] 4.2
	c4
	n/a
	[33] 4.2
	c4
	c4

	10H
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10I
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	10J
	Session-ID
	[162]
	o
	c15
	[162]
	o
	c15

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c12:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c13
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c14
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c15:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
cYY:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

	NOTE:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.66: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c6
	c6
	[116] 3.2
	c6
	c6

	0B
	Allow-Events
	[28] 8.2.2
	c4
	c4
	[28] 8.2.2
	c5
	c5

	1
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	1A
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m

	1B
	Feature-Caps
	[190]
	c8
	c8
	[190]
	c8
	c8

	2
	Record-Route
	[26] 20.30
	c3
	c3
	[26] 20.30
	c3
	c3

	
	
	
	
	
	
	
	

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/15 OR A.4/20 THEN m ELSE n/a - - the REFER method extension or SIP specific event notification extension.

c4:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c5:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c6:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c8:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.66A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/103 - - Additional for 3xx response

Table A.67: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.68: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.69: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.70: Void

Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.71: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c3
	c3
	[26] 20.27
	c3
	c3

	6
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c3:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.72: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.72A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/27 - - Addition for 420 (Bad Extension) response

Table A.73: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.73A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.74: Void

Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/35 - - Additional for 485 (Ambigious) response

Table A.74A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/39 - - Additional for 489 (Bad Event) response

Table A.75: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Table A.76: Supported message bodies within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** 6th change *****
A.2.2.4.8
NOTIFY method

Prerequisite A.163/10 - - NOTIFY request

Table A.219: Supported header fields within the NOTIFY request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c22
	c22

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	3A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	4
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c28
	c28

	6B
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	7
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	8
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	9
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	12
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	14
	Event
	[28] 8.2.1
	m
	m
	[28] 8.2.1
	m
	m

	14A
	Feature-Caps
	[190]
	c41
	c41
	[190]
	c41
	c41

	15
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15A
	Geolocation
	[89] 4.1
	c26
	c26
	[89] 4.1
	c27
	c27

	15B
	Geolocation-Routing
	[89] 4.1
	c26
	c26
	[89] 4.1
	c27
	c27

	15C
	History-Info
	[66] 4.1
	c25
	c25
	[66] 4.1
	c25
	c25

	15D
	Max-Breadth
	[117] 5.8
	c29
	c29
	[117] 5.8
	c30
	c30

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	17
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	17A
	P-Access-Network-Info
	[52] 4.4
	c16
	c16
	[52] 4.4
	c17
	c17

	17B
	P-Asserted-Identity
	[34] 9.1
	c8
	c8
	[34] 9.1
	c9
	c9

	17C
	P-Charging-Function-Addresses
	[52] 4.5
	c14
	c14
	[52] 4.5
	c15
	c15

	17D
	P-Charging-Vector
	[52] 4.6
	c12
	c12
	[52] 4.6
	c13
	c13

	17E
	P-Debug-ID
	[140]
	o
	c38
	[140]
	o
	c39

	17F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c3
	n/a

	
	
	
	
	
	
	
	

	17G
	Privacy
	[33] 4.2
	c10
	c10
	[33] 4.2
	c11
	c11

	18
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	19
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	19A
	Reason
	[34A] 2
	c19
	c19
	[34A] 2
	c20
	c20

	20
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	20A
	Referred-By
	[59] 3
	c23
	c23
	[59] 3
	c24
	c24

	20B
	Reject-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c22
	c22

	20C
	Request-Disposition
	[56B] 9.1
	c21
	c21
	[56B] 9.1
	c22
	c22

	21
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	22
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	22A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c18
	c18

	22B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c18
	c18

	22C
	Session-ID
	[162]
	c40
	c40
	[162]
	c40
	c40

	23
	Subscription-State
	[28] 8.2.3
	m
	m
	[28] 8.2.3
	i
	i

	24
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	24A
	Resource-Priority
	[116] 3.1
	c36
	c36
	[116] 3.1
	c36
	c36

	25
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	27
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	29
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN (IF A.162/22 OR A.162/27 THEN m ELSE o) ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog or (the REFER method or SIP specific event notification).

c8:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c10:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c11:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c12:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c13:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c14:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c16:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c17:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c18:
IF A.162/47 OR A.162/47A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c19:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c20:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c21:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c22:
IF A.162/50 THEN i ELSE n/a - - caller preferences for the session initiation protocol.

c23:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c24:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c25:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c26:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c27:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.

c28:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.
c29:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c30:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
c36:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c38:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c39:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c40: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c41:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/10 - - NOTIFY request

Table A.220: Supported message bodies within the NOTIFY request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	sipfrag
	[37] 2
	m
	m
	[37] 2
	i
	i

	2
	event package
	[28]
	m
	m
	[28]
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/1 - - Additional for 100 (Trying) response

Table A.220A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	c2
	c2

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[140]
	o
	c3
	[140]
	o
	c4

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF (A.162/9 AND A.162/5) OR A.162/4 THEN m ELSE n/a - - stateful proxy behaviour that inserts date, or stateless proxies.

c2:
IF A.162/4 THEN i ELSE m - - Stateless proxy passes on.
c3:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c4:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.163/11 - - NOTIFY response for all remaining status-codes

Table A.221: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	3
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	4
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	7
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation-Error
	[89] 4.3
	c14
	c14
	[89] 4.3
	c15
	c15

	10
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	10A
	P-Access-Network-Info
	[52] 4.4
	c11
	c11
	[52] 4.4
	c12
	c12

	10B
	P-Asserted-Identity
	[34] 9.1
	c3
	c3
	[34] 9.1
	c4
	c4

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c9
	[52] 4.5
	c10
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c7
	c7
	[52] 4.6
	c8
	c8

	10E
	P-Debug-ID
	[140]
	o
	c16
	[140]
	o
	c17

	10F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c2
	n/a

	10G
	Privacy
	[33] 4.2
	c5
	c5
	[33] 4.2
	c6
	c6

	10H
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c13
	c13

	10I
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	10J
	Session-ID
	[162]
	c18
	c18
	[162]
	c18
	c18

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c3:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c5:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c6:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c7:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c8:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c9:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c11:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c12:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c13:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c14:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c15:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.

c16:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c17:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c18: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.222: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c4
	c4
	[116] 3.2
	c4
	c4

	0B
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	1
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	1A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	1B
	Feature-Caps
	[190]
	c6
	c6
	[190]
	c6
	c6

	2
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c3
	c3

	
	
	
	
	
	
	
	

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c3:
IF A.162/15 THEN m ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.

c4:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c6:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.222A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/103 - - Additional for 3xx response

Table A.223: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	c1
	c1

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/14 - - Additional for 401 (Unauthorized) response

Table A.224: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.225: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Table A.226: Void

Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.227: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	6
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/25 - - Additional for 415 (Unsupported Media Type) response

Table A.228: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.228A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/27 - - Additional for 420 (Bad Extension) response

Table A.229: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/28 OR A.164/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.229A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c1
	c1
	[48] 2
	n/a
	n/a

	c1:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.230: Void

Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/35 - - Additional for 485 (Ambigious) response

Table A.230A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/39 - - Additional for 489 (Bad Event) response

Table A.231: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/11 - - NOTIFY response

Table A.232: Supported message bodies within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
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