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****************** change 1 ******************

5.3
Application Server (AS)

To be compliant with access transfer in this document, an AS shall implement the role of:

1)
an AS performing 3rd party call control acting as an routeing B2BUA as defined in 3GPP TS 24.229 [2]; and

2)
an SCC AS as follows: dependent on the desired functionality, one or more of the procedures according to subclause 6.3, subclause 6A.4, subclause 7.3, subclause 8.3, subclause 9.3, subclause 10.3, subclause 11.3, subclause 12.3, subclause 13.3 and subclause 20.1.

If the SCC AS receives a SIP INVITE request:

-
with either the Replaces header field (see IETF RFC 3891 [10]) or the Target Dialog header field (see IETF RFC 4538 [11]), indicating a dialog identifier of a session belonging to the subscribed user; and

-
with the Request-URI not containing the additional transferred session SCC AS URI;

and the SCC AS does not support the procedures for performing PS to PS access transfer specified in subclause 10.3, then the SCC AS shall send a SIP 403 (Forbidden) response to the SIP INVITE request, with a Reason header field containing protocol "SIP" and reason-text set to "PS to PS access transfer not supported".

The SCC AS also handles SDP media description conflicts according to subclause 6A.5.

The SCC AS may also indicate the traffic leg according to subclause 6A.6.
If the SCC AS supports the procedures according to subclause 12.3, the SCC AS shall support procedures according to subclause X.3.
****************** change 2 ******************

5.4
MSC server

An MSC server can be compliant with PS to CS SRVCC session transfer procedures as described in this document.

In order to be compliant with PS to CS SRVCC session transfer procedures as described in this document:

-
an MSC server using SIP interface to initiate the session transfer shall provide the UA role as defined for a MGCF in annex A of 3GPP TS 24.229 [2] and the role of an MSC server enhanced for PS to CS SRVCC using SIP interface as described in subclause 12.6.1.1; or

-
an MSC server shall provide the role of an MSC server enhanced for ICS as specified in subclause 12.4.0.
If an MSC server is enhanced for ICS and is compliant with PS to CS SRVCC session transfer procedures as described in this document, the MSC server shall also provide the role of an MSC server enhanced for ICS as specified in subclause X.2.
In order to be compliant with vSRVCC session transfer procedures as described in this document, the MSC server shall be:

-
compliant with the PS to CS SRVCC session transfer procedure specified in subclause 12.6.1.1 and additionally provide the functionality to support vSRVCC, as described in subclause 12.6.1.2; or

-
compliant with the PS to CS SRVCC session transfer procedure specified in subclauses 12.4.0 and additionally provide the functionality to support vSRVCC, as described in subclause 12.4.0B.

An MSC server can be compliant with the access transfer procedures for the MSC server assisted mid-call feature as described in this document.

In order to be compliant with the access transfer procedures for the MSC server assisted mid-call feature as described in this document, the MSC server shall:

-
provide the role of an MSC server enhanced for ICS as described in subclause 6.4 and subclause 9.4 and additionally provide the functionality described in subclause 9.5;

-
provide the role of an MSC server enhanced for ICS as described in subclause 12.4.0, and additionally provide the functionality described in subclause  12.4A; or

-
provide the role of an MSC server enhanced for PS to CS SRVCC using a SIP interface as described in subclause 12.6.1.1, and additionally provide the functionality described in subclause 12.4A.

In order to enable the UE to remove/add participants from/to an IMS conference call after the access transfer, the MSC Server supporting the MSC server assisted mid-call feature shall provide the role of an MSC server enhanced for ICS.
An MSC server can be compliant with the procedures for the PS to CS SRVCC for calls in alerting phase as described in this document.

In order to be compliant with the procedures for the PS to CS SRVCC for calls in alerting phase as described in this document, the MSC server shall:

-
provide the role of an MSC server enhanced for ICS as described in subclause 12.4.0 or subclause 12.4.0B, and additionally provide the functionality described in subclause 12.6.3; or

-
provide the role of an MSC server enhanced for SRVCC using a SIP interface as described in subclause 12.6.1 and additionally provide the functionality described in subclause 12.6.3.

The MSC server also handles SDP media description conflicts according to subclause 6A.5.
If the MSC server supports the PS to CS SRVCC for calls in alerting phase, the MSC server may also support the PS to CS SRVCC for originating calls in pre-alerting phase. The procedures for the PS to CS SRVCC for originating calls in pre-alerting phase are described in the subclauses describing the PS to CS SRVCC for calls in alerting phase.

The MSC server may also indicate the traffic leg according to subclause 6A.6.

****************** change 3 ******************

6A.4.2
SIP INVITE request

When sending SIP INVITE request towards the served user and if the session being established is anchored in SCC AS as described in subclause 4.2.2 then the SCC AS shall populate the SIP INVITE request with:
1)
a Feature-Caps header field according to IETF RFC 6809 [60]:

A)
including the g.3gpp.srvcc feature-capability indicator as described in annex C; and
B)
including the g.3gpp.remote-leg-info feature-capability indicator as described in annex C;
2)
an Accept header field according to IETF RFC 3261 [19] containing the MIME type application/vnd.3gpp.state-and-event-info+xml as specified in subclause D.2.3; and
3)
a Recv-Info header field according to IETF RFC 6086 [54] containing the g.3gpp.state-and-event package name.
****************** change 4 ******************

6A.4.3
SIP INVITE responses towards the SC UE

When sending SIP 1xx response or SIP 2xx response to the SIP INVITE request towards the served user, the SCC AS shall populate the SIP response with a Feature-Caps header field according to IETF RFC 6809 [60] containing:

1)
if the session being established is anchored in SCC AS as described in subclause 4.2.2:

A)
include the g.3gpp.srvcc feature-capability indicator as described in annex C;

B)
if:

a)
the SCC AS supports the PS to CS SRVCC with the MSC server assisted mid-call feature according to operator policy;

b)
the g.3gpp.mid-call media feature tag as described in annex C is included in the Contact header field of the SIP INVITE request; and

c)
the SCC AS is aware:

-
by local policy; or

-
by ATCF indicating support of the PS to CS SRVCC with the MSC server assisted mid-call feature;

NOTE 1:
An ATCF can indicate support of the PS to CS SRVCC with the MSC server assisted mid-call feature by inclusion of the g.3gpp.mid-call feature-capability indicator in the Feature-Caps header field, with the g.3gpp.atcf feature-capability indicator, in the SIP REGISTER request that created the binding of the SC UE.


that all MSC Servers in the network, where the UE is registered, which can be involved in the PS to CS SRVCC procedures, support the PS to CS SRVCC with the MSC server assisted mid-call feature;

NOTE 2:
SCC AS can identify the network, where the UE is registered, based on the P-Visited-Network-Id header field and the P-Access-Network-Info header field of the SIP REGISTER request.


include the g.3gpp.mid-call feature-capability indicator as described in annex C;

C)
if:

a)
the SCC AS supports the PS to CS SRVCC for calls in alerting phase according to operator policy;

b)
the g.3gpp.srvcc-alerting feature tag as described in annex C is included in the Contact header field of the SIP INVITE request; and

c)
the SCC AS is aware:

-
by local policy; or

-
by ATCF indicating support of the PS to CS SRVCC for calls in alerting phase;

NOTE 3:
An ATCF can indicate support of the PS to CS SRVCC for calls in alerting phase by inclusion of the g.3gpp.srvcc-alerting feature-capability indicator in the Feature-Caps header field, with the g.3gpp.atcf feature-capability indicator, in the SIP REGISTER request that created the binding of the SC UE. 


that all MSC Servers in the network, where the UE is registered, which can be involved in the PS to CS SRVCC procedures, support the PS to CS SRVCC for calls in alerting phase;

NOTE 4:
SCC AS can identify the network, where the UE is registered, based on the P-Visited-Network-Id header field and the P-Access-Network-Info header field of the SIP REGISTER request.


include the g.3gpp.srvcc-alerting feature-capability indicator as described in annex C;
D)
if:
a)
the SCC AS supports the PS to CS SRVCC for originating calls in pre-alerting phase and the PS to CS SRVCC for calls in alerting phase according to operator policy;

b)
the g.3gpp.ps2cs-srvcc-orig-pre-alerting media feature tag as described in annex C and the g.3gpp.srvcc-alerting media feature tag as described in annex C are included in the Contact header field of the SIP INVITE request due to originating filter criteria;

c)
the SCC AS is aware:

-
by local policy; or

-
by ATCF indicating support of the PS to CS SRVCC for originating calls in pre-alerting phase;

NOTE 5:
An ATCF can indicate support of the PS to CS SRVCC for originating calls in pre-alerting phase by inclusion of the g.3gpp.ps2cs-srvcc-orig-pre-alerting feature-capability indicator in the Feature-Caps header field, with the g.3gpp.atcf feature-capability indicator, in the SIP REGISTER request that created the binding of the SC UE. 


that all MSC servers in the network where the UE is registered which can be involved in PS to CS SRVCC procedures support the PS to CS SRVCC for originating calls in pre-alerting phase and the PS to CS SRVCC for calls in alerting phase; and

NOTE 6:
The SCC AS can identify the network where the UE is registered based on the P-Visited-Network-Id header field and the P-Access-Network-Info header field of the SIP REGISTER request.

d)
SIP 180 (Ringing) response to the SIP INVITE request has not been received yet;


include the g.3gpp.ps2cs-srvcc-orig-pre-alerting feature-capability indicator as described in annex C;

E)
include the g.3gpp.remote-leg-info feature-capability indicator as described in annex C;
2)
if the SCC AS supports the PS to CS dual radio access transfer for calls in alerting phase according to operator policy, and if the SIP INVITE request included the g.3gpp.drvcc-alerting media feature tag as described in annex C in the Contact header field, include the g.3gpp.drvcc-alerting feature-capability indicator as described in annex C;

3)
if:
A)
the SCC AS supports the PS to CS dual radio access transfer for originating calls in pre-alerting phase and the PS to CS dual radio access transfer for calls in alerting phase; and

B)
the g.3gpp.ps2cs-drvcc-orig-pre-alerting media feature tag as described in annex C and the g.3gpp.drvcc-alerting media feature tag as described in annex C are included in the Contact header field of the SIP INVITE request;

C)
SIP 180 (Ringing) response to the SIP INVITE request has not been received yet; and


include the g.3gpp.ps2cs-drvcc-orig-pre-alerting feature-capability indicator as described in annex C; and

4)
if the SCC AS supports the use of dynamic STN according to operator policy, and if the Contact header field of the SIP INVITE request includes the g.3gpp.dynamic-stn media feature tag as described in annex C, include the g.3gpp.dynamic-stn feature-capability indicator as described in annex C with the dynamic STN.

NOTE 7:
Based on implementation the dynamic STN can either be the same or different per call.

Additionally, when sending SIP 1xx response or SIP 2xx response to the SIP INVITE request towards the served user, the SCC AS shall populate the SIP response with:

1)
if the session being established is anchored in SCC AS as described in subclause 4.2.2:
A)
an Accept header field according to IETF RFC 3261 [19] containing the MIME type application/vnd.3gpp.state-and-event-info+xml as specified in subclause D.2.3; and
B)
a Recv-Info header field according to IETF RFC 6086 [54] containing the g.3gpp.state-and-event package name.
****************** change 5 ******************

6A.4.3A
SIP INVITE responses towards the MSC server

When sending a SIP 1xx response or SIP 2xx response to a SIP INVITE request due to STN-SR and if a Contact header field was saved in subclause 7.3.2 or subclause 8.3.2, the SCC AS shall include the saved Contact header field of the remote UE.

When sending a SIP 2xx response to a SIP INVITE request due to STN-SR and if a P-Asserted-Identity header field was saved in subclause 7.3.2 or subclause 8.3.2, the SCC AS shall include the P-Asserted-Identity header field with the identity of the remote user saved in subclause 7.3.2 or subclause 8.3.2 along with the Privacy header field, if available.

When sending a SIP 2xx response to a SIP INVITE request transferring additional session and if a P-Asserted-Identity header field was saved in subclause 7.3.2 or subclause 8.3.2, the SCC AS shall include the P-Asserted-Identity header field with the identity of the remote user saved in subclause 7.3.2 or subclause 8.3.2 along with the Privacy header field, if available.
NOTE:
There are situations when the P-Asserted-Identity header field with the public user identity of the remote user can not be saved during the establishement of the communication, e.g. if presentation of the remote user public identity is restricted or if the user does not subscribe to the OIP or TIP service. In those situations the P-Asserted-Identity header field with a public user identity will not be delivered to the MSC server in the SIP 2xx response to the SIP INVITE due to STN-SR or the SIP INVITE request transferring additional session and can this limit the supplementary services that the MSC server can use after SRVCC access transfer is completed.

When sending a SIP 1xx response or SIP 2xx response to a SIP INVITE request due to STN-SR, a SIP INVITE request due to ATU-STI or a SIP INVITE request transferring additional session, the SCC AS shall include:

1)
the g.3gpp.remote-leg-info feature-capability indicator as described in annex C in a Feature-Caps header field according to IETF RFC 6809 [60];
2)
the Accept header field according to IETF RFC 3261 [19]containing the application/vnd.3gpp.state-and-event-info+xml MIME type; and
3)
the Recv-Info header field according to IETF RFC 6086 [54] containing the g.3gpp.state-and-event info package name.
****************** change 6 ******************

6A.4.7
Protecting from malicious SIP INFO requests with remote leg information from remote UE

The SCC AS shall not include the Accept header field containing the application/vnd.3gpp.state-and-event-info+xml MIME type and shall not include the Recv-Info header field containing the g.3gpp.state-and-event info package name in the SIP INVITE request, SIP re-INVITE request and SIP UDPATE request and related responses sent towards the remote UE.
****************** change 7 ******************

12.4.0
MSC server enhanced for ICS supporting PS to CS SRVCC

When an MSC server enhanced for ICS supporting SRVCC receives an indication for a PS to CS SRVCC session transfer as described in 3GPP TS 23.216 [49], then the MSC server enhanced for ICS shall initiate a SIP INVITE request and shall:

1)
set the Request-URI to the STN-SR for the session with speech media component to be transferred;

2)
set the P-Asserted-Identity header field to the Correlation MSISDN;
3)
set the Contact header field to the contact address of the MSC server;

4)
include an SDP offer containing only a speech media component;

5)
if SRVCC with priority handling (as described in 3GPP TS 23.216 [49]) is supported and a Allocation/Retention priority (ARP) indication is received (as described in 3GPP TS 29.280 [71]), then include an authorised Resource-Priority header field;

NOTE 1:
An MSC server enhanced for ICS will use local configuration to map the received ARP value to appropriate values for the authorised Resource-Priority header field.
6)
if the MSC server supports the MSC server assisted mid-call feature:

A)
insert the Supported header field containing the option-tag "norefersub" specified in IETF RFC 4488 [20];

B)
insert the Accept header field containing the MIME type as specified in subclause D.1.3;

C)
include in the Contact header field the g.3gpp.mid-call media feature tag as described in annex C; and

D)
insert the Recv-Info header field containing the g.3gpp.mid-call package name;

7)
if the MSC server enhanced for ICS supports the PS to CS SRVCC for calls in alerting phase, then include:

A)
void;

B)
a Contact header field containing the g.3gpp.srvcc-alerting media feature tag as described in annex C;

C)
void;

D)
a P-Early-Media header field containing the "supported" parameter;

E)
if the MSC server enhanced for ICS supports the PS to CS SRVCC for originating calls in pre-alerting phase, include the g.3gpp. ps2cs-srvcc-orig-pre-alerting media feature tag as described in annex C into the Contact header field; and

F)
if the MSC server does not support the MSC server assisted mid-call feature, a Supported header field containing the option-tag "norefersub" specified in IETF RFC 4488 [20];

NOTE 2:
IETF RFC 3261 [19] recommends user agent client to include a Supported header field in any SIP INVITE request, listing option tags for extensions to SIP understood by the user agent client. In the step above, the MSC server is mandated to include at least "norefersub" option tag in the Supported header field.

NOTE 3:
If the MSC server supports the MSC server assisted mid-call feature, a Supported header field containing the option-tag "norefersub" was already inserted in preceding steps.

8)
if the MSC server supports CS to PS SRVCC:

A)
the Recv-Info header field containing the g.3gpp.access-transfer-events info package name;

B)
the Accept header field containing application/vnd.3gpp.access-transfer-events+xml MIME type with the "et" parameter indicating ability to receive "event-type" attribute with the value "2"; and

C)
the Accept header field containing application/vnd.3gpp.srvcc-ext+xml MIME type; and

D)
the g.3gpp.ti media feature tag with value as described in subclause C.12 in the Contact header field;
NOTE 4:
An MSC server enhanced for ICS does not apply the ICS procedure described in 3GPP TS 29.292 [18] and 3GPP TS 24.292 [4] when sending the SIP INVITE request.
9)
an Accept header field according to IETF RFC 3261 [19] containing the MIME type application/vnd.3gpp.state-and-event-info+xml as specified in subclause D.2.3; and
10)
a Recv-Info header field according to IETF RFC 6086 [54] containing the g.3gpp.state-and-event package name.
If the MSC server enhanced for ICS supports the MSC server assisted mid-call feature, it shall additionally apply the procedures defined in subclause 12.4A.

If the MSC server enhanced for ICS supports the PS to CS SRVCC for calls in alerting phase procedures, it shall additionally apply the procedures defined in subclause 12.6.3.

After finishing the access transfer procedures and regardless of if the access transfer was successful or not, the MSC server enhanced for ICS shall apply the ICS procedure as specified in 3GPP TS 29.292 [18] and 3GPP TS 24.292 [4].

****************** change 8 ******************

12.4A
MSC server assisted mid-call feature

Upon receiving a SIP 2xx response to the SIP INVITE request due to STN-SR, the MSC server shall:

1.
if inactive speech media component is negotiated by the SDP answer of the SIP 2xx response to the SIP INVITE request due to STN-SR and the transferred session is not a session that was established with a conference focus, associate the dialog created by the SIP INVITE request due to STN-SR with a CS call in the "active" (N10) state (defined in 3GPP TS 24.008 [8]) and "call held" auxiliary state (defined in 3GPP TS 24.083 [43]) with transaction identifier 0 and TI flag value as in mobile terminated call; and

2.
if active speech media component is negotiated by the SDP answer of the SIP 2xx response to the SIP INVITE request due to STN-SR and the transferred session is not a session that was established with a conference focus, associate the dialog created by the SIP INVITE request due to STN-SR with a CS call as described in 3GPP TS 24.008 [8].
Upon receiving a SIP INFO request:

-
sent inside in the dialog created by the SIP INVITE request due to STN-SR;
-
with the Info-Package header field containing the g.3gpp.mid-call package name; and

-
with the application/vnd.3gpp.mid-call+xml MIME body associated with the info package according to IETF RFC 6086 [54];

and if the SIP INVITE request due to STN-SR established a session with conference focus then the MSC server shall:

1.
associate the participants extracted from the application/vnd.3gpp.mid-call+xml MIME body with transaction identifiers calculated as in the table 9.2.1A-2 and with TI flag of the session. The offsets 0, 2, 3, 4, 5 are assigned to the participants in their order in the list of the extracted participants; and
NOTE 1:
The transaction identifier and TI flag value for the first participant are assigned by the call activation procedures for SRVCC in 3GPP TS 24.008 [8]. The "transaction identifier of the conference" in table 9.2.1A-2 refers to this transaction identifier.
2.
enter the "call active" (N10) state (defined in 3GPP TS 24.008 [8]) and the "call in MPTY" multi party auxiliary state (defined in 3GPP TS 24.084 [47]) for each participant;

NOTE 2:
The "call active (U10)" state for the first participant is entered as a result of the call activation procedures for SRVCC in 3GPP TS 24.008 [8].
NOTE 3:
For an MSC server enhanced for PS to CS SRVCC using SIP interface, following access transfer, the procedures for the handling of transferred conference participants are implementation dependent.

Upon receiving a SIP REFER request: 

1.
with the Refer-Sub header field containing "false" value;

2.
with the Supported header field containing "norefersub" value;

3.
with the Refer-To header field containing a SIP URI with the Target-Dialog URI header field;

4.
sent inside a SIP dialog:

A.
created by the SIP INVITE request due to STN-SR; and

B.
where the g.3gpp.mid-call feature-capability indicator as specified in annex C was included in the Feature-Caps header field of the SIP 2xx response to the SIP INVITE request due to STN-SR; and

5.
containing a MIME body of MIME type specified in the subclause D.1.3;

the MSC server shall:

1.
handle the SIP REFER request as specified in 3GPP TS 24.229 [2], IETF RFC 3515 [13] as updated by IETF RFC 6665 [81], and IETF RFC 4488 [20] without establishing an implicit subscription; and

NOTE 4:
In accordance with IETF RFC 4488 [20], the MSC server inserts the Refer-Sub header field containing the value "false" in the SIP 2xx response to the SIP REFER request to indicate that it has not created an implicit subscription.

2.
send a SIP INVITE request for transfer of an additional session with inactive speech media component in accordance with the procedures specified in 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. If the MSC server is enhanced for ICS, the MSC server does not apply the ICS procedure described in 3GPP TS 29.292 [18] and 3GPP TS 24.292 [4] when sending the SIP INVITE request for transfer of an additional session with inactive speech media component. Additionally, the MSC server shall populate the SIP INVITE request for transfer of an additional session with inactive speech media component as follows:
A.
header fields which were included as URI header fields in the URI in the Refer-To header field of the received SIP REFER request as specified in IETF RFC 3261 [19] except the "body" URI header field;

B.
include in the Contact header field the g.3gpp.mid-call media feature tag as described in annex C;

C.
the SDP offer with:

a.
the same amount of the media descriptions as in the "body" URI header field in the URI in the Refer-To header field of the received SIP REFER request;

b.
each "m=" line having the same media type as the corresponding "m=" line in the "body" URI header field in the URI in the Refer-To header field of the received SIP REFER request;

c.
port set to zero value in each "m=" line whose corresponding "m=" line in the "body" URI header field in the URI in the Refer-To header field of the received SIP REFER request has port with zero value;

d.
media directionality as in the "body" URI header field in the URI in the Refer-To header field of the received SIP REFER request; and

e.
all or subset of payload type numbers and their mapping to codecs and media parameters not conflicting with those in the "body" URI header field in the URI in the Refer-To header field of the received SIP REFER request; and

NOTE 5:
port can be sent to zero or non zero value for the offered "m=" line whose corresponding "m=" line in the "body" URI header field in the URI in the Refer-To header field of the received SIP REFER request has port with nonzero value.

D.
if an authorised Resource-Priority header field was included in the SIP INVITE request due to STN-SR, then include an authorised Resource-Priority header field with the same values as used in the SIP INVITE request due to STN-SR;
E.
if the MSC server supports CS to PS SRVCC and the SIP REFER request contains the application/vnd.3gpp.access-transfer-events+xml MIME body:

a)
the topmost Route header field with the ATCF management URI received in the application/vnd.3gpp.access-transfer-events+xml MIME body of the SIP REFER request and "lr" URI parameter;

b)
the Accept header field containing application/vnd.3gpp.access-transfer-events+xml MIME type with the "et" parameter indicating ability to receive "event-type" attribute with the value "2";

c)
the Recv-Info header field containing the g.3gpp.access-transfer-events info package name; and

d)
the application/vnd.3gpp.srvcc-ext+xml MIME body with the <srvcc-ext> root element containing the <Setup-info> element containing the CS to PS SRVCC information received in the application/vnd.3gpp.access-transfer-events+xml MIME body of the SIP REFER request and indicating the "initiator" role of the MSC server in the session set up; and
e)
the g.3gpp.ti media feature tag with value as described in subclause C.12 in the Contact header field;
F.
an Accept header field according to IETF RFC 3261 [19] containing the MIME type application/vnd.3gpp.state-and-event-info+xml as specified in subclause D.2.3; and
G.
a Recv-Info header field according to IETF RFC 6086 [54] containing the g.3gpp.state-and-event package name.
If two sessions are transferred, the MSC server shall:

1.
if the additional transferred session is not a session that was established with a conference focus, associate the SIP INVITE request for transfer of an additional session with inactive speech media component with CS call in the "active" (N10) state (as defined in 3GPP TS 24.008 [8]) and in the "call held auxiliary" state (as defined in 3GPP TS 24.083 [43]) with transaction identifier 1 and TI flag value as in mobile terminated call; and;

2.
if the SIP INVITE request for transfer of an additional session with inactive speech media component established a session with a conference focus then:

a)
associate the participants extracted from the application/vnd.3gpp.mid-call+xml MIME body included in the SIP REFER request with transaction identifiers calculated as in the table 9.2.1A-2 and with TI flag of the session. The offsets 0, 1, 2, 3, 4 are assigned to the participants in their order in the list of the extracted participants; and
b)
enter the "call active" (U10) state (defined in 3GPP TS 24.008 [8]), the "call held" auxiliary state (defined in 3GPP TS 24.083 [43])" and the "call in MPTY" multi party auxiliary state (defined in 3GPP TS 24.084 [47]) for each participant.

****************** change 9 ******************

12.6.3
MSC server enhanced for SRVCC using SIP interface procedures for PS to CS access transfer for calls in alerting phase or pre-alerting phase

Upon receiving a SIP 1xx response with P-Early-Media header field authorizing backward early media, unless the CS-MGW has already been through-connected, the MSC server instructs the CS-MGW to through-connect.

Upon receiving a SIP INFO request inside the early dialog created with the SIP INVITE request due to STN-SR:

1.
with the Info-Package header field containing the g.3gpp.state-and-event; and

2.
containing an application/vnd.3gpp.state-and-event-info+xml XML body associated with the info package according to IETF RFC 6086 [54] and compliant to the XML schema specified in the subclause D.2 with the state-info XML element containing "early" and direction XML element containing "initiator";

the MSC server enhanced for SRVCC using SIP interface shall enter the "call delivered" (N4) state as specified in 3GPP TS 24.008 [8]. The MSC server enhanced for SRVCC using SIP interface shall associate this session with transaction identifier value and TI flag as described in 3GPP TS 24.008 [8].
If the MSC server enhanced for SRVCC using SIP interface supports the PS to CS SRVCC for originating calls in pre-alerting phase then upon receiving a SIP INFO request inside the early dialog created with the SIP INVITE request due to STN-SR:

1.
with the Info-Package header field containing the g.3gpp.state-and-event; and

2.
containing an application/vnd.3gpp.state-and-event-info+xml XML body associated with the info package according to IETF RFC 6086 [54] and compliant to the XML schema specified in the subclause D.2 with the state-info XML element containing "pre-alerting" and direction XML element containing "initiator";

the MSC server enhanced for SRVCC using SIP interface shall associate this session with transaction identifier value and TI flag as described in 3GPP TS 24.008 [8] and shall enter the state "Mobile originating call proceeding" (N3) as specified in 3GPP TS 24.008 [8].

NOTE 1:
The MSC server enhanced for SRVCC using SIP interface can send CC PROGRESS message to the UE to prevent CS call release early.

Upon receiving a SIP INFO request inside the early dialog created with the SIP INVITE request due to STN-SR:

1.
with the Info-Package header field containing the g.3gpp.state-and-event; and

2.
containing an application/vnd.3gpp.state-and-event-info+xml XML body associated with the info package according to IETF RFC 6086 [54] and compliant to the XML schema specified in the subclause D.2 with the state-info XML element containing "early" and direction set to "receiver";

and when a related CC CONNECT has not been received, the MSC server enhanced for SRVCC using SIP interface shall enter the "call received" (N7) state as specified in 3GPP TS 24.008 [8]. The MSC server enhanced for SRVCC using SIP interface will not generate an in-band ring tone towards the calling party. The MSC server enhanced for SRVCC using SIP interface shall associate this session with transaction identifier value and TI flag as described in 3GPP TS 24.008 [8]. If the CS-MGW has already been through-connected, the MSC server instructs the CS-MGW not to through-connect.

Upon receiving a CC CONNECT message when in "call received" (N7) state as specified in 3GPP TS 24.008 [8], the MSC server enhanced for SRVCC using SIP interface shall send a SIP INFO request inside the dialog created with the SIP INVITE request due to STN-SR for access transfer containing:

1.
an Info-Package header field as specified in IETF RFC 6086 [54] with 3gpp.state-and-event info package name; and

2.
include application/vnd.3gpp.state-and-event-info+xml XML body associated with the info package according to IETF RFC 6086 [54] and compliant to the XML schema specified in the subclause D.2 with the event XML element containing "call-accepted" to indicate that the called party has answered the call.

NOTE 2:
At this point the MSC server enters the "active" (N10) state in accordance with 3GPP TS 24.008 [8] subclause 5.2.2.6 including instructing the CS-GW to through-connect in both directions.

Upon receiving a CC CONNECT message after having sent the SIP INVITE request due to STN-SR when not yet in "call received" (N7) state as specified in 3GPP TS 24.008 [8], the MSC server enhanced for SRVCC using SIP interface shall store this event and proceed with the procedures in 3GPP TS 24.008 [8] subclause 5.2.2.6.

NOTE 3:
At this point the MSC server enters the "active" (N10) state in accordance with 3GPP TS 24.008 [8] subclause 5.2.2.6 including instructing the CS-GW to through-connect in both directions.
Once a related SIP INFO request inside the associated early dialog:

1.
with the Info-Package header field containing the g.3gpp.state-and-event; and

2.
containing an application/vnd.3gpp.state-and-event-info+xml XML body associated with the info package according to IETF RFC 6086 [54] and compliant to the XML schema specified in the subclause D.2 with the state-info XML element containing "early" and direction set to "receiver";

is received, then

1.
void; and

2.
the MSC server shall send a SIP INFO request inside the dialog created with the SIP INVITE request due to STN-SR for access transfer containing:

a)
an Info-Package header field as specified in IETF RFC 6086 [54] with 3gpp.state-and-event info package name; and

b)
include application/vnd.3gpp.state-and-event-info+xml XML body associated with the info package according to IETF RFC 6086 [54] and compliant to the XML schema specified in the subclause D.2 with the event XML element containing "call-accepted" to indicate that the called party has answered the call.
NOTE 4:
Procedures in the MSC server enhanced for SRVCC using SIP interface on how to store and supervise the reception of the INFO request are left implementation specific.

Upon receiving a SIP REFER request:

1.
sent inside the dialog created by the SIP INVITE request due to STN-SR where a received Feature-Caps header field contains the g.3gpp.srvcc-alerting feature-capability indicator as described in annex C;
2.
with the Refer-Sub header field containing "false" value;

3.
with the Supported header field containing "norefersub" value; 

4.
with the Refer-To header field containing a SIP URI with the Target-Dialog URI header field; and

5.
containing application/vnd.3gpp.state-and-event-info+xml MIME body with the state-info XML element containing "early";

the MSC server shall:

1.
handle the SIP REFER request as specified in 3GPP TS 24.229 [2], IETF RFC 3515 [13] as updated by IETF RFC 6665 [81], and IETF RFC 4488 [20] without establishing an implicit subscription; and

NOTE 5:
In accordance with IETF RFC 4488 [20], the MSC server inserts the Refer-Sub header field containing the value "false" in the SIP 2xx response to the SIP REFER request to indicate that it has not created an implicit subscription.

2.
send a SIP INVITE request transferring the additional transferred session according to 3GPP TS 24.229 [2] and IETF RFC 3515 [13]. The MSC server shall populate the SIP INVITE request as follows:

A.
header fields which were included in the URI in the Refer-To header field of the received SIP REFER request as specified in IETF RFC 3261 [19] except the header field with hname "body";

B.
include the g.3gpp.srvcc-alerting media feature tag as described in annex C in the Contact header field according to IETF RFC 3840 [53];

C.
the SDP offer with:

a.
the same amount of the media descriptions as in the header field with hname "body" in the URI in the Refer-To header field of the received SIP REFER request;

b.
each "m=" line having the same media type as the corresponding "m=" line in the header field with hname "body" in the URI in the Refer-To header field of the received SIP REFER request;

c.
port set to zero value in each "m=" line whose corresponding "m=" line in the header field with hname "body" in the URI in the Refer-To header field of the received SIP REFER request has port with zero value; and

d.
all or subset of payload type numbers and their mapping to codecs and media parameters not conflicting with those in the "body" URI header field in the URI in the Refer-To header field of the received SIP REFER request; and

NOTE 6:
port can be set to zero or non zero value for the offered "m=" line whose corresponding "m=" line in the header field with hname "body" in the URI in the Refer-To header field of the received SIP REFER request has port with nonzero value.

D.
if the MSC server supports CS to PS SRVCC and the SIP REFER request contains the application/vnd.3gpp.access-transfer-events+xml MIME body:

a)
the topmost Route header field with the ATCF management URI received in the application/vnd.3gpp.access-transfer-events+xml MIME body of the SIP REFER request and "lr" URI parameter;

b)
the Accept header field containing application/vnd.3gpp.access-transfer-events+xml MIME type with the "et" parameter indicating ability to receive "event-type" attribute with the value "2";

c)
the Recv-Info header field containing the g.3gpp.access-transfer-events info package name;
d)
the application/vnd.3gpp.srvcc-ext+xml MIME body with the <srvcc-ext> root element containing the <Setup-info> element containing the CS to PS SRVCC information received in the application/vnd.3gpp.access-transfer-events+xml MIME body of the SIP REFER request and indicating the "initiator" role of the MSC server in the session set up; and
e)
the g.3gpp.ti media feature tag with value as described in subclause C.12 in the Contact header field according to IETF RFC 3840 [53];

E.
an Accept header field according to IETF RFC 3261 [19] containing the MIME type application/vnd.3gpp.state-and-event-info+xml as specified in subclause D.2.3; and
F.
a Recv-Info header field according to IETF RFC 6086 [54] containing the g.3gpp.state-and-event package name.
3.
if application/vnd.3gpp.state-and-event-info+xml MIME body contains the state-info XML element containing "early" and the direction XML element containing "initiator", then enter the "call delivered" (N4) state as specified in 3GPP TS 24.008 [8] for the CS call with transaction identifier 1 and TI flag value as in mobile terminated call;

4.
if application/vnd.3gpp.state-and-event-info+xml MIME body contains the state-info XML element containing "early" and the direction XML element containing "receiver", then enter the "call received" (N7) state as specified in 3GPP TS 24.008 [8] for the CS call with transaction identifier 1 and TI flag value as in mobile terminated call. The MSC server will not generate an in-band ring tone towards the calling party; and

5.
if application/vnd.3gpp.state-and-event-info+xml MIME body contains the state-info XML element containing "pre-alerting" and the direction XML element containing "initiator", then enter the "Mobile originating call proceeding" (N3) state as specified in 3GPP TS 24.008 [8] for the CS call with transaction identifier 1 and TI flag value as in mobile terminated call.

Upon receiving a CC CONNECT message with transaction identifier 1 and TI flag value as in mobile terminated call when in "call received" (N7) state as specified in 3GPP TS 24.008 [8], the MSC server shall send a SIP INFO request inside the dialog created by the SIP INVITE request transferring the additional transferred session containing:

1.
an Info-Package header field as specified in IETF RFC 6086 [54] with 3gpp.state-and-event info package name; and

2.
include application/vnd.3gpp.state-and-event-info+xml XML body associated with the info package according to IETF RFC 6086 [54] and compliant to the XML schema specified in the subclause D.2 with the event XML element containing "call-accepted" to indicate that the called party has answered the call.

NOTE 7:
At this point the MSC server enters the "active" (N10) state in accordance with 3GPP TS 24.008 [8] subclause 5.2.2.6 including instructing the CS-GW to through-connect in both directions.
When the MSC server is in the "call delivered" (N4) state and when the MSC server receives a SIP 200 (OK) response to the SIP INVITE request due to STN-SR the MSC server sends the CC CONNECT message in accordance with 3GPP TS 24.008 [8] subclause 5.2.1.6. 

Once the access transfer is complete the MSC server enhanced for SRVCC using SIP interface shall interwork CC messages as specified in 3GPP TS 29.292 [18]. 

NOTE 8:
Prior to sending a CC CONNECT, the MSC can send a CC PROGRESS message to attach the user connection (as specified in 3GPP TS 24.008 [8]) to allow the network to provide in-band tones and announcements to the UE, overriding any internally generated alerting indication in the UE.

NOTE 9:
The procedure in subclause 5.2.1.6 of 3GPP TS 24.008 [8] results in that the MSC server will instruct the CS-GW to through-connect in both direction and then, after an acknowledgment from the SC UE, the MSC server enters the "active" (N10) state.

NOTE 10:
When the transfer is complete the MSC server can verify the call state of its peer entity using the STATUS ENQUIRY procedure in accordance with procedures in 3GPP TS 24.008 [8] to ensure that SIP requests or SIP responses that have been sent between the SC UE and the SCC AS during the handover from the PS domain to the CS domain did not result in incompatible call states. If the call states are incompatible the transferred session are released.
****************** change 10 ******************

X
Roles for detection of remote leg information

X.1
Introduction

This clause specifies the procedures for discovery of remote leg information of a dialog anchored in SCC AS.
Procedures are specified for the MSC server enhanced for ICS and SCC AS.
The procedures can be used by MSC server enhanced for ICS only in a dialog where Feature-Cap header field with g.3gpp.remote-leg-info feature-capability indicator was received.
X.2
MSC server enhanced for ICS
X.2.1
Distinction of requests
The MSC server enhanced for ICS needs to distinguish the following SIP requests:

1)
SIP INFO request:

A)
with Info-Package header field with value g.3gpp.state-and-event; and

B)
with application/vnd.3gpp.state-and-event-info+xml MIME body associated with the info package according to IETF RFC 6086 [54] as described in subclause D.2.3, containing a <state-and-event-info> root element, the <state-and-event-info> element containing an <anyExt> element and the <anyExt> element containing a <remoteLegInfoResponse> element with remote leg information.


In the procedures below, such requests are known as "SIP INFO requests carrying the remote leg information".

X.2.2
Discover remote leg information

In order to discover remote leg information of a dialog where Feature-Cap header field with g.3gpp.remote-leg-info feature-capability indicator was received, the MSC server enhanced for ICS shall send a SIP INFO request according to 3GPP TS 24.229 [2] within the dialog. The MSC server enhanced for ICS shall populate the SIP INFO request with:

a)
Info-Package header field with value g.3gpp.state-and-event; and

b)
application/vnd.3gpp.state-and-event-info+xml MIME body associated with the info package according to IETF RFC 6086 [54] according to subclause D.2.3, containing a <state-and-event-info> root element, the <state-and-event-info> element containing an <anyExt> element, the <anyExt> element containing a <remoteLegInfoRequest> element and the <remoteLegInfoRequest> element indicating the requested remote leg information. 
Upon receiving a SIP INFO request carrying the remote leg information in the dialog dialog where Feature-Cap header field with g.3gpp.remote-leg-info feature-capability indicator was received, the MSC server enhanced for ICS shall associate the information received in the SIP INFO request carrying the remote leg information with the dialog of the SIP INFO request carrying the remote leg information.
NOTE:
The MSC server enhanced for ICS uses the remote leg information when performing supplementary services on the session transferred by PS to CS access transfer.
The MSC server enhanced for ICS shall ignore any unknown element and any unknown attribute included in the <remoteLegInfoResponse> element of the SIP INFO request carrying the request for the remote leg information.
X.3
SCC AS

X.3.1
Distinction of requests

The SCC AS needs to distinguish the following SIP requests:

1)
SIP INFO request:

A)
with Info-Package header field with value g.3gpp.state-and-event; and

B)
with application/vnd.3gpp.state-and-event-info+xml MIME body associated with the info package according to IETF RFC 6086 [54] as described in subclause D.2.3, containing a <state-and-event-info> root element, the <state-and-event-info> element containing an <anyExt> element and the <anyExt> element containing a <remoteLegInfoRequest> element.


In the procedures below, such requests are known as "SIP INFO requests carrying the request for the remote leg information".

X.3.2
Providing remote leg information

Upon receiving a SIP INFO request carrying the request for the remote leg information in the dialog where SCC AS included the Feature-Cap header field with g.3gpp.remote-leg-info feature-capability indicator, the SCC AS shall send shall send a SIP INFO request according to 3GPP TS 24.229 [2] within the dialog. The SCC AS shall populate the SIP INFO request with:

a)
Info-Package header field with value g.3gpp.state-and-event; and

b)
application/vnd.3gpp.state-and-event-info+xml MIME body associated with the info package according to IETF RFC 6086 [54] according to subclause D.2.3, containing a <state-and-event-info> root element, the <state-and-event-info> element containing an <anyExt> element and the <anyExt> element containing a <remoteLegInfoResponse> element with remote leg information requested in the SIP INFO request carrying the request for the remote leg information.
The SCC AS shall ignore any unknown element and any unknown attribute included in the <remoteLegInfoRequest> element of the SIP INFO request carrying the request for the remote leg information.
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C.x
Definition of feature-capability indicator g.3gpp.remote-leg-info
Feature-capability indicator name: g.3gpp.remote-leg-info
Summary of the feature indicated by this feature-capability indicator: 

This feature-capability indicator when used in a Feature-Caps header field of a SIP request or a SIP response indicates that the functional entity including the feature-capability indicator in the SIP message supports providing remote leg information within a dialog of the SIP request or SIP response.
Feature-capability indicator specification reference:

3GPP TS 24.237, http://www.3gpp.org/ftp/Specs/archive/24_series/24.237/

Values appropriate for use with this feature-capability indicator: none
Examples of typical use: Indicating that an an application server supports providing remote leg information within a dialog of the SIP request or SIP response.

Security Considerations: Security considerations for this feature-capability indicator are discussed in clause 9 of IETF RFC 6809 [60].

****************** change 12 ******************

D.2.1
General

This subclause defines XML schema and MIME type for session state and event information. It is used in the present document for the PS to CS SRVCC for calls in alerting phase, for accepting of a call in alerting state transferred by the PS-PS access transfer procedures, for the PS to CS SRVCC for originating calls in pre-alerting phase and for requesting and providing remote leg information.

****************** change 13 ******************

D.2.2
XML schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified"

  attributeFormDefault="unqualified">

  <xs:simpleType name="directionType">

     <xs:restriction base="xs:string">

        <xs:enumeration value="initiator"/>

        <xs:enumeration value="receiver"/>

     </xs:restriction>

  </xs:simpleType>

  <xs:element name="state-and-event-info" type="Tstate-and-event-info"/>

  <xs:complexType name="Tstate-and-event-info">

    <xs:sequence>

      <xs:element name="state-info" type="xs:string" minOccurs="0" maxOccurs="1"/>

      <xs:element name="direction" type="directionType" minOccurs="0" maxOccurs="1"/>

      <xs:element name="event" type="xs:string" minOccurs="0" maxOccurs="1"/>

      <xs:element name="anyExt" type="anyExtType" minOccurs="0" />

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>


<xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:complexType name="anyExtType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

  </xs:complexType>

  <xs:element name="remoteLegInfoRequest" type="anyExtType"/>

  <xs:element name="remoteLegInfoResponse" type="anyExtType"/>

  <xs:complexType name="dialogIdType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="call-id" type="xs:string"/>

    <xs:attribute name="local-tag" type="xs:string" use="optional"/>

    <xs:attribute name="remote-tag" type="xs:string" use="optional"/>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

<!-- elements which can be included in remoteLegInfoRequest -->
  <xs:element name="localAssertedIdRequest"/>

  <xs:element name="dialogIdRequest"/>

<!-- elements which can be included in remoteLegInfoResponse-->
  <xs:element name="localAssertedId" type="xs:anyURI"/>

  <xs:element name="dialogId" type="dialogIdType"/>

</xs:schema>
****************** change 14 ******************

D.2.3
XML schema description

This subclause describes the elements of the state-and-info XML Schema.

<state-and-event-info>:
The <state-and-event-info> element is used to indicate state and event information related to a specific dialog. In the present document, it is used to communicate information between the SCC AS and the MSC-server for the purpose of PS to CS SRVCC for calls in alerting phase, for UE to communicate acceptance of incoming alerting phase call transferred using PS-PS access transfer procedures, and communicate information between the SCC AS and the MSC server for the purpose of the PS to CS SRVCC for originating calls in pre-alerting phase.

<state-info>:
The <state-info> element is used to indicate the state of the dialog and is modelled on the FSM described in IETF RFC 4235 [48]. In the present document, it can only have the values specified in table D.2.3-1 for state-info-values.

NOTE 1:
In this version of the specification, the <state-info> element with value "pre-alerting" can only be used with <direction> element with value "initiator".

Table D.2.3-1: ABNF syntax of values of the <state-info> element

state-info-values = early-value / pre-alerting-value

early-value = %x65.61.72.6c.79 ; "early" 

pre-alerting-value = %x70.72.65.2d.61.6c.65.72.74.69.6e.67 ; "pre-alerting"

<direction>:
The <direction> element indicates whether the observed user was the initiator of the dialog, or the recipient of the INVITE that created it. It can only have the values specified in table D.2.3-2 for direction-values. In the present document it must be included together with the <state-info> element.

Table D.2.3-2: ABNF syntax of values of the <direction> element

direction-values = initiator-value / receiver-value

initiator-value = %x69.6e.69.74.69.61.74.6f.72 ; "initiator"

receiver-value = %x72.65.63.65.69.76.65.72 ; "receiver"

<event>:
The <event> element is used to communicate an event that causes a dialog state transition. In the present document, the <event> element can only have the values specified in table D.2.3-3 for event-values.

Table D.2.3-3: ABNF syntax of values of the <event> element

event-values = call-accepted-value

call-accepted-value = %x63.61.6c.6c.2d.61.63.63.65.70.74.65.64 ; "call-accepted"

<anyExt>:
The <anyExt> element is used to convey extensions. In the present document, the <anyExt> element contains a <remoteLegInfoRequest> element or a <remoteLegInfo> element.

NOTE 2:
The subelements of the <anyExt> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <anyExt> element.

<remoteLegInfoRequest>
The <remoteLegInfoRequest>element indicates request for the remote leg information. The <remoteLegInfoRequest> element contains the optional <localAssertedIdRequest> element and the optional <dialogIdRequest> element.
NOTE 3:
The subelements of the <remoteLegInfoRequest> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <anyExt> element.

<localAssertedIdRequest>
The <localAssertedIdRequest> element indicates that SCC AS is to provide <localAssertedId> in the <remoteLegInfoResponse>. 
<dialogIdRequest> 
The <dialogIdRequest> element indicates that SCC AS is to provide <dialogId> in the <remoteLegInfoResponse>.
<remoteLegInfoResponse>
The <remoteLegInfoResponse> indicates the remote leg information. The <remoteLegInfoResponse> element contains the optional <localAssertedId> element and the optional <dialogId> element.
NOTE 4:
The subelements of the <remoteLegInfoResponse> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <anyExt> element.

<localAssertedId>
The <localAssertedId> element contains URI provided by SCC AS in P-Asserted-Identity header field towards remote UE in remote leg associated with the dialog within which the SIP INFO request is sent. 
<dialogId> 
The <dialogId> element contains dialog identifier of remote leg associated with the dialog within which the SIP INFO request is sent, i.e. the "call-id" attribute containing the call-id of the remote leg, the optional "local-tag" attribute containing tag provided by SCC AS in the remote leg and the optional "remote-tag" attribute containing tag provided by remote UE in the remote leg.
Recipient of the XML ignores any unknown element and any unknown attribute.

