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6.1.1
User-Data-Request (UDR) Command

The User-Data-Request (UDR) command, indicated by the Command-Code field set to 306 and the ‘R’ bit set in the Command Flags field, is sent by a Diameter client to a Diameter server in order to request user data.

Message Format

< User-Data -Request> ::=
< Diameter Header: 306, REQ, PXY, 16777217 >










< Session-Id >









{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]









{ Destination-Realm }

*[ Supported-Features ]

{ User-Identity }

[ Wildcarded-Public-Identity ]

[ Wildcarded-IMPU ]

[ Server-Name ]

*[ Service-Indication ]

*{ Data-Reference }

*[ Identity-Set ]

[ Requested-Domain ]

[ Current-Location ]

*[ DSAI-Tag ] 

[ Session-Priority ] 

[ User-Name ]

[ Requested-Nodes ]

[ Serving-Node-Indication ]
[ Pre-paging-Supported ] 
[ Local-Time-Zone-Indication ] 

[ UDR-Flags ]
[ Call-Reference-Info ]
[ OC-Supported-Features ]












*[ AVP ]














*[ Proxy-Info ]














*[ Route-Record ]

* * * Next Change * * * *

6.1.2
User-Data-Answer (UDA) Command

The User-Data-Answer (UDA) command, indicated by the Command-Code field set to 306 and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the User-Data-Request command. The Experimental-Result AVP may contain one of the values defined in section 6.2 or in 3GPP TS 29.229 [6].

Message Format

< User-Data-Answer > ::=

< Diameter Header: 306, PXY, 16777217 >











< Session-Id >









{ Vendor-Specific-Application-Id }









[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Supported-Features ]

[ Wildcarded-Public-Identity ]

[ Wildcarded-IMPU ]

 [ User-Data ]
[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]














*[ Route-Record ]

* * * Next Change * * * *

6.1.3
Profile-Update-Request (PUR) Command

The Profile-Update-Request (PUR) command, indicated by the Command-Code field set to 307 and the ‘R’ bit set in the Command Flags field, is sent by a Diameter client to a Diameter server in order to update user data in the server. 

Message Format

< Profile-Update-Request > ::=

< Diameter Header: 307, REQ, PXY, 16777217 >

< Session-Id >

{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

*[ Supported-Features ]

{ User-Identity }

[ Wildcarded-Public-Identity ]

[ Wildcarded-IMPU ] 
[ User-Name ]
*{ Data-Reference }

{ User-Data }
[ OC-Supported-Features ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ] 
NOTE:
More than one Data-Reference AVP may be present in the message only if both the AS and the HSS support the Update-Eff-Enhance feature. How the AS knows whether the HSS supports the Update-Eff-Enhance feature is implementation issue, e.g. the AS can get the information from a previous PUA message.
* * * Next Change * * * *

6.1.4
Profile-Update-Answer (PUA) Command

The Profile-Update-Answer (PUA) command, indicated by the Command-Code field set to 307 and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the Profile-Update-Request command. The Experimental-Result AVP may contain one of the values defined in section 6.2 or in 3GPP TS 29.229 [6].

Message Format

< Profile-Update-Answer > ::=< Diameter Header: 307, PXY, 16777217 >

< Session-Id >

{ Vendor-Specific-Application-Id }

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Wildcarded-Public-Identity ]

[ Wildcarded-IMPU ] 
[ Repository-Data-ID ] 
[ Data-Reference ]
*[ Supported-Features ]
[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ] 
NOTE:
The Data-Reference AVP may be present in the message only if both the AS and the HSS support the Update-Eff-Enhance feature.
* * * Next Change * * * *

6.1.5
Subscribe-Notifications-Request (SNR) Command

The Subscribe-Notifications-Request (SNR) command, indicated by the Command-Code field set to 308 and the ‘R’ bit set in the Command Flags field, is sent by a Diameter client to a Diameter server in order to request notifications of changes in user data.

Message Format

< Subscribe-Notifications-Request > ::=
< Diameter Header: 308, REQ, PXY, 16777217 >










< Session-Id >









{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]









{ Destination-Realm }

*[ Supported-Features ]

{ User-Identity }

[ Wildcarded-Public-Identity ]

[ Wildcarded-IMPU ]

*[ Service-Indication ]

[ Send-Data-Indication ]
[ Server-Name ]

{ Subs-Req-Type }
*{ Data-Reference }

*[ Identity-Set ]

[ Expiry-Time ]

*[ DSAI-Tag ] 

[One-Time-Notification]

[ User-Name ]
[ OC-Supported-Features ]












*[ AVP ]














*[ Proxy-Info ]














*[ Route-Record ]

* * * Next Change * * * *

6.1.6
Subscribe-Notifications-Answer (SNA) Command

The Subscribe-Notifications-Answer command, indicated by the Command-Code field set to 308 and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the Subscribe-Notifications-Request command. The Result-Code or Experimental-Result AVP may contain one of the values defined in section 6.2 or in 3GPP TS 29.229 [6].

Message Format

< Subscribe-Notifications-Answer > ::=

< Diameter Header: 308, PXY, 16777217 >











< Session-Id >









{ Vendor-Specific-Application-Id }









{ Auth-Session-State }









[ Result-Code ]

[ Experimental-Result ]

{ Origin-Host }

{ Origin-Realm }

[ Wildcarded-Public-Identity ]

[ Wildcarded-IMPU ]
*[ Supported-Features ]

[ User-Data ]

[ Expiry-Time ]
[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]














*[ Route-Record ]

* * * Next Change * * * *

6.3
AVPs

The following table describes the Diameter AVPs defined for the Sh interface protocol, their AVP Code values, types, possible flag values and whether the AVP may or not be encrypted.

Table 6.3.1: Diameter Multimedia Application AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encrypt

	User-Identity
	700
	6.3.1
	Grouped
	M, V
	
	
	
	No

	MSISDN
	701
	6.3.2
	OctetString
	M, V
	
	
	
	No

	User-Data
	702
	6.3.3
	OctetString
	M, V
	
	
	
	No

	Data-Reference
	703
	6.3.4
	Enumerated
	M, V
	
	
	
	No

	Service-Indication
	704
	6.3.5
	OctetString
	M, V
	
	
	
	No

	Subs-Req-Type
	705
	6.3.6
	Enumerated
	M, V
	
	
	
	No

	Requested-Domain
	706
	6.3.7
	Enumerated
	M, V
	
	
	
	No

	Current-Location
	707
	6.3.8
	Enumerated
	M, V
	
	
	
	No

	Identity-Set
	708
	6.3.10
	Enumerated
	V
	
	
	M
	No

	Expiry-Time
	709
	6.3.16
	Time
	V
	
	
	M
	No

	Send-Data-Indication
	710
	6.3.17
	Enumerated
	V
	
	
	M
	No

	Server-Name
	602
	6.3.9
	UTF8String
	M, V
	
	
	
	No

	Supported-Features
	628
	6.3.11
	Grouped
	V
	M
	
	
	No

	Feature-List-ID
	629
	6.3.12
	Unsigned32
	V
	
	
	M
	No

	Feature-List
	630
	6.3.13
	Unsigned32
	V
	
	
	M
	No

	Supported-Applications
	631
	6.3.14
	Grouped
	V
	
	
	M
	No

	Public-Identity
	601
	6.3.15
	UTF8String
	M, V
	
	
	
	No

	DSAI-Tag
	711
	6.3.18
	OctetString
	M, V
	
	
	
	No

	Wildcarded-Public-Identity
	634
	6.3.19
	UTF8String
	V
	
	
	M
	No

	Wildcarded-IMPU
	636
	6.3.20
	UTF8String
	V
	
	
	M
	No

	Session-Priority
	650
	6.3.21
	Enumerated
	V
	
	
	M
	No

	One-Time-Notification
	712
	6.3.22
	Enumerated
	V
	
	
	M
	No

	Requested-Nodes
	713
	6.3.7A
	Unsigned32
	V
	
	
	M
	No

	Serving-Node-Indication
	714
	6.3.23
	Enumerated
	V
	
	
	M
	No

	Repository-Data-ID
	715
	6.3.24
	Grouped
	V
	
	
	M
	No

	Sequence-Number
	716
	6.3.25
	Unsigned32
	V
	
	
	M
	No

	Pre-paging-Supported
	717
	6.3.26
	Enumerated
	V
	
	
	M
	No

	Local-Time-Zone-Indication
	718
	6.3.27
	Enumerated
	V
	
	
	M
	No

	UDR-Flags
	719
	6.3.28
	Unsigned32
	V
	
	
	M
	No

	Call-Reference-Info
	720
	6.3.29
	Grouped
	V
	
	
	M
	No

	Call-Reference-Number
	721
	6.3.30
	OctetString
	V
	
	
	M
	No

	AS-Number
	722
	6.3.31
	OctetString
	V
	
	
	M
	No

	OC-Supported-Features
	xxx
NOTE x
	6.3.x
	Grouped
	
	
	
	M, V
	No

	OC-OLR
	xxx
NOTE x
	6.3.y
	Grouped
	
	
	
	M, V
	No

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. 
For further details, see 3GPP TS 29.229 [6].
NOTE x: 
The value of these attributes is defined in IETF draft-ietf-dime-ovli-03 [xx].


Editor’s Note: The codes for OC-Supported-Features AVP and OC-OLR AVP are to be updated when they are available within the IETF draft-ietf-dime-ovli-03 [xx].
* * * Next Change * * * *

6.3.x
OC-Supported-Features
The OC-Supported-Features AVP is of type Grouped and it is defined in IETF draft-ietf-dime-ovli-03 [xx]. This AVP is used to support Diameter overload control mechanism.
* * * Next Change * * * *

6.3.y
OC-OLR
The OC-OLR AVP is of type Grouped and it is defined in IETF draft-ietf-dime-ovli-03 [xx]. This AVP is used to support Diameter overload control mechanism.
* * * End of Change * * * *

