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---------------------------------------- 1st change -----------------------------------------------
4.13
II-NNI traversal scenario
4.13.1
General
Within the IM CN subsystem, the signalling path between a calling user and a called user can be divided into one or more traffic legs, referred to as II-NNI traversal scenarios. Each II-NNI traversal scenario can span networks belonging to different operators and will have its own characteristics that can be different from other II-NNI traversal scenarios in the same call.
Dialog creating SIP requests and standalone requests can contain an "iotl" SIP URI parameter as specified in draft-holmberg-dispatch-iotl [225] in a Request-URI or in one or more Route header fields. The "iotl" SIP URI parameter can be used to identify the II-NNI traversal scenario.
If the "iotl" SIP URI parameter is not included in a dialog creating SIP requests or a standalone request, the II-NNI traversal scenario type can be determined by analysing the content of the SIP request or using a default II-NNI traversal scenario type.
NOTE:
How the content of the SIP request can be used to determine the II-NNI traversal scenario is implementation dependent and outside the scope of this specification.
The "iotl" SIP URI parameter is included by the start of the II-NNI traversal scenario (e.g. P-CSCF, S-CSCF, BGCF or SCC AS) and removed by the end of the II-NNI traversal scenario (e.g. S-CSCF, TRF or P-CSCF).
4.13.2
Identifying the II-NNI traversal scenario
The "iotl" SIP URI parameter specified in draft-holmberg-dispatch-iotl [225] containing traffic leg information can be used to identify the II-NNI traversal scenario type. The II-NNI traversal scenario type can be used by intermediary entities (e.g. IBCF and transit networks) to make policy decisions related to e.g. media anchoring, screening of SIP signalling, insertion of media functions (e.g. transcoder) and charging.
One example on how the "iotl" SIP URI parameter is included in the Route header field by the P-CSCF in a visited network when sending a request towards the home network is shown below.
EXAMPLE:
Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr:iotl="visitedA-homeA">
If neither the Request-URI nor any of the Route header fields included in the SIP request contains the "iotl" SIP URI parameter, the II-NNI traversal scenario type can be determined by analysing the content of the SIP request or using a default II-NNI traversal scenario type. The recommended II-NNI traversal scenario type default value is "homeA-homeB".
NOTE:
How the content of the SIP request can be used to determine the II-NNI traversal scenario is implementation dependent and outside the scope of this specification.

4.13.3
Security aspects

When receiving a dialog creating SIP request or a standalone SIP request from outside the trust domain the IBCF acting as an entry point removes any "iotl" SIP URI parameter according to subclause 4.4.15 and assume the default II-NNI traversal scenario type or can use trusted elements of the SIP request to determine the II‑NNI traversal scenario type.

NOTE:
Examples of trusted elements are protocol elements within the trust domain and protocol elements manipulated, checked or added by a previous hop secured by network domain security.
-------------------------------------------- end changes ------------------------------------------
