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	Reason for change:
	When the UE accesses the IMS using the mechanism in TS 24.332, the IP packets are sent via firewall/NAT where the binding needs to be periodially refreshed.

In Annex E, solution ensuring that the binding is periodially refreshed was added in 24.229 CR#4687. 
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	Summary of change:
	Solution ensuring that the binding is periodially refreshed as specified in Annex E is copied to annex D.

When the UE accesses the IMS using the mechanism in TS 24.332, the UE considers itself to:

-
be configured to send keep-alives;

-
be directly connected to an IP-CAN for which usage of NAT is defined; and

-
be behind a NAT.

When the REGISTER request is received via EFTF, the P-CSCF sets up the "keep" Via header field parameter value appropriately.
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****************** change 1 ******************

D.3.1.0
Registration and authentication 

In order to reach IMS in some access networks, the UE may support: 

-
address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in annex F and annex K; or

-
the IP UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y], which is applicable to direct access to an external IP network and not applicable to access through a PLMN.

If a UE supports one or both of these capabilities then a UE may progressively try them to overcome failure to reach the IMS. Use of these capabilities shall have the following priority order:

1)
UE uses neither capability because reaching the IMS without an intervening NA(P)T, NA(P)T-PT, or tunnel is preferred.

2)
UE may use address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in either annex F or annex K.

3)
UE may use the UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y]. If the UE uses the UE-requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y], the UE considers itself to:

-
be configured to send keep-alives;

-
be directly connected to an IP-CAN for which usage of NAT is defined; and

-
be behind a NAT.
****************** change 2 ******************

D.3.2.4
Restrictive non-3GPP access network support
The P-CSCF may support UEs connected via restrictive non-3GPP access network.

If the P-CSCF supports UEs connected via restrictive non-3GPP access network, when the P-CSCF receives a 200 (OK) response to a REGISTER request, if the contact address of REGISTER request contains an IP address assigned by the EFTF, and the UE's Via header field contains a "keep" header field parameter, then the P-CSCF shall add a value to the "keep" header field parameter of the UE's Via header field of the 200 (OK) response as defined in RFC 6223 [143].
