Page 1



3GPP TSG CT4 Meeting #64
C4-140365
Guangzhou, The People’s Republic of China; 20th – 24th January 2014

	CR-Form-v11

	CHANGE REQUEST

	

	
	23.380
	CR
	0048
	rev
	1
	Current version:
	11.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Update the reference of IETF draft Update Notifications for Proxy Mobile IPv6 to RFC 7077

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT4

	
	

	Work item code:
	TEI11
	
	Date:
	2013-12-18

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	The draft-ietf-netext-update-notifications has become RFC 7077.

Changes between version 12 of the draft and the final RFC:
A number of editorial changes are done. The only technical change is that the Mobility Header Type values 19 and 20, have been allocated for Update Notification and Update Notification Acknowledgement messages.

	
	

	Summary of change:
	The reference from draft-ietf-netext-update-notifications is changed to IETF RFC 7077

	
	

	Consequences if not approved:
	An outdated IETF draft is referenced.

	
	

	Clauses affected:
	2, 5.1.3, 5.2.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.007: "Restoration procedures".

[3]
3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents". 

[4]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification".
[5]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[6]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[7]

3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[8]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".
[9]

3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[10]
3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[11]
IETF RFC 3361: "Dynamic Host Configuration Protocol (DHCP-for-IPv4) Option for Session Initiation Protocol (SIP) Servers".

[12]
IETF RFC 1034: "Session Initiation Protocol (SIP): Locating SIP Servers".
[13]
IETF RFC 3319: "Dynamic Host Configuration Protocol (DHCPv6) Options for Session Initiation Protocol (SIP) Servers".
[14]
draft-ietf-sipcore-keep-01 (Dec 2009): "Indication of support for keep-alive".
[15]
3GPP TS 29.275: "Proxy Mobile IPv6 (PMIPv6) based Mobility and Tunnelling protocols; Stage 3".

[16] 
IETF RFC 7077: "Update Notifications for Proxy Mobile IPv6".
 
[17]
3GPP TS 23.401: "GPRS Enhancements for E-UTRAN Access".

* * * Next Change * * * *

5.1.3
Network recovery information flow with S5 PMIP
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1 1 .  U P N  ( New list of P - CSCF address )  

1 2 .  U PA  

2 . PB A (list of P - CSCF address in PCO)  

1. PBU  (PCO)  

UE   PDN - GW   P - CSCF   PCRF   S - GW  

Same as Step 3 ~ 10  Figure 5.1.2a: P - CSCF failure  

Failure  detected  

13.  If the PGW knows the SGW does not support the PMIP Update  Notification proc edure, the PGW shall release the PMIP binding   with  cause code "Reactivation Requested" .  

1 4 .  Upon receiving the new list of P - CSCFs, each UE performs an initial registration towards a new P - CSCF.    


Figure 5.1.3: P-CSCF failure with S5 PMIP 

1 ~ 10.
The IMS session is setup as described in subclause 5.1.2 except S5 PMIP procedure is used between SGW and PGW.

11.

Once a P-CSCF failure is detected via Gi/sGi by the PDN-GW, the PDN-GW shall send a PMIP UPN message (MN ID, APN, PDN connection ID, PCO, and Additional parameters) as specified in 3GPP TS 29.275 [15] and IETF draft-ietf-netext-update-notifications-12 [16]. The PCO contains a new list of P-CSCF address. The Notification reason shall indicate that update Bearer Context at P-CSCF failure is needed. 

12.
If the SGW supports the PMIP Update Notification message, it shall send Update Bearer Request message with the new list of P-CSCF address in the PCO to the MME/SGSN as part of the PGW initiated bearer modification without QoS update procedure as specified in 3GPP TS 23.401[17]. 

Once the Update Bearer Response message is received, the SGW shall response with a PMIP UPA message (MN ID, APN, PDN connection ID, PCO, and Additional parameters) as specified in 3GPP TS 29.275 [15] and IETF RFC 7077 [16]. 

13.
If the PGW knows the SGW does not support the PMIP Update Notification procedure, the PGW shall skip step 11 and release the PMIP binding with cause code "Reactivation Requested".

14.
Upon receiving the new list of P-CSCFs, the UE may perform an initial registration towards a new P-CSCF.
* * * Next Change * * * *

5.2.3
Network recovery information flow – Inform UE at P-CSCF failure with S5 PMIP
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1 2.1 .  UPN (P - CSCF failure indicator)  

1 2 . 2   UPA  

UE   PDN - GW   P - CSCF   PCRF   S - GW  

Same as Step  1  ~ 1 1   Figure 5. 2 .2a:  P - CSCF failure for DHCP based scenarios  

12 Failure  detected  

12.3  If the PGW knows the SGW does not support the PMIP  Update  Notification procedure, the PGW shall skip step 12.1 and may release the PMIP  binding   with cause code "Reactivation Requested".    

Same as Step  13  ~ 1 5   Figure 5. 2 .2a:  P - CSCF failure for DHCP based scenarios    


Figure 5.2.3-1: P-CSCF failure for DHCP based scenarios with S5 PMIP

1 ~ 11.
Same as figure 5.2.2a step 1 ~ 11

12.
A failure in P-CSCF is detected via Gi/sGi by the GGSN/PDN-GW. The GGSN/PDN-GW informs to all UEs associated to the failed P-CSCF address that the P-CSCF is not available.

-
The PDN-GW shall send a PMIP UPN message (MN ID, APN, PDN connection ID, PCO, and Additional parameters) as specified in 3GPP TS 29.275 [15] and IETF RFC 7077 [16]. The PCO contains a P-CSCF failure Indicator. The Notification reason shall indicate that there is a P-CSCF failure.

-
If the SGW supports the PMIP Update Notification message, it shall send Update Bearer Request message with the P-CSCF failure Indicator in the PCO to the MME as part of the PGW initiated bearer modification without QoS update procedure as specified in 3GPP TS 23.401 [17]. Once the Update Bearer Response message is received, the SGW shall response with a PMIP UPA message (MN ID, APN, PDN connection ID, PCO, and Additional parameters) as specified in 3GPP TS 29.275 [15] and IETF RFC 7077 [16]. 

-
If the PGW knows the SGW does not support the PMIP Update Notification procedure, the PGW may release the PMIP binding with cause code "Reactivation Requested".

13 ~ 15.
Same as figure 5.2.2a step 13 ~15.
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