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Foreword

The present document has been produced by the ETSI MCC department. 
The overall document was coordinated by Adrian Zoicas (MCC Work Plan Coordinator), who wishes to thank all the contributors for their dedication and quality of inputs.
The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items e.g. ongoing, completed, etc.
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to/from another Release
Stopped WI

[image: image1]
1
Scope

The present document collects 3GPP work items to enhance LTE for supporting Public Safety (authority-to-authority) communications, so that police/fire-fighters/paramedics/ambulance and other services can use LTE in place of (or in addition to) existing narrowband Public Safety networks.
The present document does not include eCall, PWS, ETWS, etc. – which are individual-to-authority/authority-to-individual communication, and make the subject of another 3GPP special focus document.

2
References

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

2.1
Specifications

Global information on the Specifications (also called "specs") can be found at:

http://www.3gpp.org/specs/specs.htm
The latest versions of all 3GPP specifications, containing the most recent corrections and additions, are available at:

http://www.3gpp.org/ftp/Specs/latest/
For specific purposes, older versions might be needed. These versions are available at:

http://www.3gpp.org/ftp/Specs/Archive/
where the specifications are sorted by series and then by folders containing all the available versions of a given spec (one folder per spec), for all Releases.

2.2
Tdocs

The Temporary Documents (tdocs) are mainly the original papers written by the 3GPP Members, and are the inputs for elaborating the specs. They are available (sorted by 3GPP technical groups (Technical Specification Groups (TSGs) and Working Groups (WGs)) at:

http://www.3gpp.org/ftp/
starting with 'tsg....'.

2.3
Work Plan, Work Items and Study Items

Work Item Description (WID) / Study Item Description (SID) is a form which initial version provides the target to be reached before starting the work. Potential subsequent versions precise the target and foreseen completion dates according the actual work progress. WIDs / SIDs are stored in:

http://www.3gpp.org/ftp/Information/WI_sheets/
The 3GPP Work Plan is a living document, periodically updated, containing the full list of Work Items and Study Items, as well as summary information for each WI, as: the WG in charge of it, its starting date and (foreseen or actual) completion date, the actual progress, etc. The 3GPP Work Plan is available at:

http://www.3gpp.org/ftp/Information/WORK_PLAN/
2.4
Change Request database

A specification is originally drafted and maintained by a rapporteur, who compiles the contents from discussions in the WGs and TSGs. When it is considered to be 80% complete, it is brought under a so-called "change control" process. After this, changes to the specification can only be made using Change Requests (CRs) that are usually agreed by consensus in the WG responsible for the specification, and then formally approved by the relevant TSG.

The CR database contains information on CRs including a Work Item code, a CR number that is unique for a certain specification (different CR versions are possible, but only one can ever be approved), the status of each CR, references to the source Individual 3GPP Member(s) and relevant WG/TSG temporary documents numbers and meetings.

This database is available in:

http://www.3gpp.org/ftp/Information/Databases/Change_Request/
Further information on CR is available at:

http://www.3gpp.org/specs/CR.htm
3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply.

4
Release 11
4.1
Public Safety Broadband High Power UE for Band 14 for Region 2  UID_550012
Resources:
R4,R5

	UID
	Name
	Resource
	Hyperlink
	Status_Report
	Notes
	TS_TR

	550112
	Core part
	R4
	RP-120362
	RP-121581
	RP#58 completed
	36.101, new TR 36.837

	590006
	Test part
	R5
	RP-130169
	RP-130949
	RP#61 completed
	36.521-1, 36.521-2


Supporting Companies:
Motorola Solutions, EADS, ST-Ericsson, Elektrobit, Alcatel-Lucent, Ericsson, NSN, IPWireless, Verizon, ATT, Sprint, SouthernLINC Wireless, DBSD
Justification

The FCC Public Safety and Homeland Security Bureau mandates LTE technology for the 700 MHz Public Safety band (3GPP Band 14). Currently there is only one power class defined for EUTRAN UE, i.e. power class 3 (23dBm) for Band 14. This limitation on UL power is a bottleneck to enable higher achievable data rate with broader coverage, which are essential for Public Safety broadband (PSBB) systems to provide the necessary population coverage and UL throughput requirements for Public Safety and US Homeland Security.

Band 14 PSBB will need to provide better coverage and availability/throughput performance than provided by commercial systems particularly in rural areas.  This can be achieved by using higher power UE(s) for vehicular mobile applications by allowing “first responders” to send and receive video and data, thus providing the ability to co-ordinate response and protect lives in these scenarios. 

LTE commercial rollout is normally planned with availability of up to 95% of the United States population.  Using United States census data we find that 95% of the total population (307 million) resides in 1.26 million square miles or 36% of the land area of US (3.5 million square miles).  However for PSBB we need to provide a > 95% populations coverage area. We find that 99% of the total resides in 2.03 million square miles or 58% of the land area of US. That means that we have to provide rural coverage for 0 .77 (2.03 – 1.26) million square miles with these higher power vehicular mobiles. 

Since Band 14 LTE high-power UE OOBE into Band 13 LTE BS Rx band could be higher than a Power class 3 UE, it is recommended that Band 14 and Band 13 co-existence studies be performed to assess the throughput/OOB emission impact for the new B14 higher power class 

A B14 Higher Power UE (HPUE) would have different RF specification requirements than the normal power Class 3 UE; therefore it is proposed to specify these additional (more stringent) requirements in terms of a new Band 14 power class (Power Class 1) in TS36.101 for PSBB deployment as part of a new RAN WID.

Objective Feature:
to specify the RF requirements for a PSBB High Power UE that are applicable to Band 14 for Region 2

a) Core RF requirements for RAN4 E-UTRA specifications 

· Baseband demodulations performance are not expected to be changed and therefore not included in this WI

Objective Core:
to write the RF core requirements that are applicable to Band 14 High Power UE for Region 2

1. The new requirements will only cover the transmission and reception requirements, but no baseband demodulation performance requirements for; 

a. Band 14 

b. E-UTRA UE Power Class 1 (+33dBm target) 

c. Public Safety broadband (PSBB) deployment 

2. The following specification work is required 

· Core RF requirements for RAN4 E-UTRA specifications for FDD Band 14

3. The WI should take into account the co-existence and compatibility of LTE systems deployed in the 700MHz band

4. The work item does not preclude additional co-existence scenarios. 

5. Maintain the same co-existence impact in terms of throughput/OOB emissions from the B14 HPUE to B13 through tighter requirements for the HPUE where applicable 

5
Release 12
5.1
Study on Proximity-based Services (FS_ProSe) UID_530044
Resources:
S1

	UID
	Name
	Acronym
	Hyperlink
	WI_rapporteur
	Notes
	TR

	530044
	Study on Proximity-based Services
	FS_ProSe
	SP-110638
	Qualcomm
	SP#59 completed
	22.803


Supporting Companies:
Qualcomm, Alcatel Lucent, AT&T, China Telecom, China Unicom, CHTTL, Cox, Deutsche Telekom, Ericsson, Fujitsu, Intel, LG Electronics, Lightsquared, Motorola Solutions, NEC, NIST, Nokia, NSN, NTT DoCoMo, Renesas Mobile, Sierra Wireless, SK Telecom, ST Ericsson, SoftBank, Telecom Italia, US Cellular, ZTE

Justification

Proximity-based applications and services represent a recent and enormous socio-technological trend. The principle of these applications is to discover instances of the applications running in devices that are within proximity of each other, and ultimately also exchange application-related data. In parallel, there is interest in proximity-based discovery and communications in the public safety community.

Current 3GPP are only partially suited for such needs, since all such traffic and signalling would have to be routed in the network, thus impacting their performance and adding un-necessary load in the network. These current limitations are also an obstacle to the creation of even more advanced proximity-based applications.

In this context, 3GPP technology, has the opportunity to become the platform of choice to enable proximity-based discovery and communication between devices, and promote a vast array of future and more advanced proximity-based applications.

Objective: 
to study use cases and identify potential requirements for an operator network controlled discovery and communications between devices that are in proximity, under continuous network control, and are under a 3GPP network coverage, for:

1) Commercial/social use

2) Network offloading

3) Public Safety

4) Integration of current infrastructure services, to assure the consistency of the user experience including reachability and mobility aspects

Additionally, the study item will study use cases and identify potential requirements for

5) Public Safety, in case of absence of EUTRAN coverage (subject to regional regulation and operator policy, and limited to specific public-safety designated frequency bands and terminals)

Use cases and service requirements will be studied including network operator control, authentication, authorization, accounting and regulatory aspects.

The study does not apply to GERAN or UTRAN.
5.2
Group Communication System Enablers for LTE (GCSE_LTE) UID_560020
Resources:
S1,S2,S3

	UID
	Name
	Resource
	Finish
	Comp
	Hyperlink
	Notes
	TS_TR

	560120
	Stage 1
	S1
	19/06/2013
	100%
	SP-130397
	SP#60 completed. TS 22.468 v100 for Information and Approval
	new TS 22.468

	590037
	TR on Architecture
	S2
	07/03/2014
	75%
	SP-130397
	SP#62 completion 12/13=>03/14 (exception in SP-130553). TR 23.768v100 for Information
	new TR 23.768

	590038
	Stage 2
	S2
	07/03/2014
	0%
	SP-130397
	SP#62 completion 12/13=>03/14 (exception in SP-130553)
	TBD

	610135
	TR on Security (Stage 2)
	S3
	18/06/2014
	0%
	SP-130397
	SP#62 exception to 06/14 in SP-130652
	New TR 33.8xy

	610035
	Security (Stage 2)
	S3
	18/06/2014
	0%
	SP-130397
	SP#62 exception to 06/14 in SP-130652
	TBD Stage 2


Supporting Companies:
NSN, US Department of Commerce, AT&T, ETRI, BlackBerry, Motorola Solutions, Alcatel Lucent, Samsung, Harris, Institute for Information Industry (III), LG Electronics, Qualcomm, ZTE, HTC, General Dynamics Broadband, Ericsson, ST-Ericsson, Vodafone, Sprint, NEC, Verizon, Home Office (UK), China Mobile, Intel, T-Mobile USA, Huawei, BT

SA#56 SP-120421 LS Reply to ETSI TETRA (S1-121247/TETRA(12)000036r1) to inform Approval of this WID

Linked to Rel-12 FS_ProSe TR 22.803 Study on Proximity-based Services. External requirements: NIST, MESA, APCO Global Alliance, TCCA. Specify 3GPP system enablers to support group communication over LTE for Public Safety.
	Related Study Item or Feature (if any) *

	UID
	Title
	Nature of relationship

	530044
	Study on Proximity-based Services (FS_ProSe)
	Complementing Study

	580059
	Proximity-based Services (ProSe)
	Complementing Feature


	Source of external requirements

	Organization
	Document

	NIST
	Functional Description MCV 083011 FINAL1.pdf

	MESA
	Technical Functional Requirements Specification

	APCO Global Alliance
	To be located

	TCCA
	Information about the system improvements requirements for the adoption of LTE for mission/business critical communications


Justification

Group communication is a key functionality of LMR/PMR and public safety systems. Such functionality exists for voice calls in existing systems such as Tetra, P25 and GSM-R. In the latter, this functionality was specified by SMG/3GPP as Voice Group Call Service Stage 1 (VGCS-TS42.068). Such functionality consists of a group delivery of calls to users as well as considerations about set up and management of groups.

To position LTE as technology for critical communications such as public safety, group communication will be needed. Group communication function will complement its sibling communication feature of proximity-based services (FS_ProSe UID_53044, ProSe UID_530059). 

Sources of input requirements for Group Communication System Enablers for LTE:

· The work of the National Public Safety Telecommunications Council (NPSTC-an organization made up of all the major public safety organizations in the US). 

· The Tetra + Critical Communications Association (TCCA) who are considering LTE for critical communications with similar requirements they expressed in their initial requirements in S1-121247.

· The Association of Public safety Communications Officials (APCO) Global Alliance who have also endorsed LTE as the technology of choice for public safety communications worldwide. 

· The International Union of Railways (UIC) who are likely to consider LTE as the basis of the future generation after GSM-R. 

· The ETSI Special Committee EMTEL and project MESA have identified user requirements for future broadband mission critical PP1, PP2 and DR applications reported in MESA TS 70.001 that  listed amongst others point to multipoint communications requirements.

Objective:



SA1 objective:
to specify the system enablers’ Stage 1 service requirements to the 3GPP system to support group communication over LTE for critical communications such as Public Safety.

The communication will consist of various media. Examples of media consist of conversational type communication (voice, video) or streaming (video) or data (messaging) or a combination of them

The SA1 objective is to collect the requirements as relevant to improve the EPC and E-UTRAN.

Other regional requirements may also be reflected in the work. The requirements shall be worded in a way to easily accommodate future requirements from other regions or stakeholders. At least requirements on the following topics shall be provided: 

· Group Communication

· Group size

· Group Handling

· Priority Handling

· Call establishment times 

· Resource efficiency 

GCSE_LTE shall not define requirements for ProSe. All ProSe groups communications will be defined within ProSe.

Management of group communications will be defined in GCSE_LTE.

GCSE_LTE should aim at re-using existing, standardized functionality when possible and justified.

A gap analysis of existing stage 1 specifications will be done and is foreseen to be included as an informative annex to TS 22.468.

SA2 objectives:

1. As part of the TR phase

a. Define the architectural requirements (based on the Stage 1 normative requirements) in order to scope/guide the work in SA2;

b. Develop GCSE_LTE solutions based on objective a); and

c. Determine which solution(s) from the TR phase to document in normative specifications 
2. Specify selected Stage 2 (architecture) solutions in relevant specifications.

SA3 objectives:
1.
As part of the TR phase

a.
Based on the work done in 22.468 and 23.768 identify the threats and deduce security requirements;

b.
Develop GCSE_LTE security solutions based on objective a); and

c.
Determine which solution(s) from the TR phase to document in normative specifications 

2.
Specify selected Stage 2 security solutions in relevant specifications.

Service Aspects:

Service aspects will have to be identified
Charging Aspects:
Will be identified in this work item

5.3
Proximity-based Services (ProSe) UID_580059
Resources:
S1,S2,S3

	UID
	Name
	Resource
	Finish
	Comp
	Hyperlink
	Notes
	TS_TR

	580159
	Stage 1
	S1
	19/06/2013
	100%
	SP-130715
	SP#60 completed
	22.115, 22.278

	580259
	TR on Stage 2
	S2
	07/03/2014
	75%
	SP-130715
	SP#62 completion 12/13=>03/14 (exception in SP-130549). TR 23.703v100 for Information
	new TR 23.703

	580359
	Stage 2
	S2
	07/03/2014
	5%
	SP-130715
	SP#62 completion 12/13=>03/14 (exception in SP-130549)
	new TS 23.303

	590035
	TR on Security
	S3
	18/06/2014
	20%
	SP-130715
	SP#62 updated WID SP-130030=>SP-130715. Split SA3 work: 1st a TR followed by normative work. Exception to 06/14 in SP-130654
	new TR 33.833

	590036
	Security
	S3
	18/06/2014
	0%
	SP-130715
	SP#62 updated WID SP-130030=>SP-130715. Split SA3 work: 1st a TR followed by normative work. Exception to 06/14 in SP-130654
	TBD


Supporting Companies:
Qualcomm, Alcatel-Lucent , AT&T, BMWi, Broadcom, Clearwire, Deutsche Telekom, ETRI, Fujitsu, General Dynamics Broadband, HTC, III, Intel, InterDigital, Juniper Networks, ITRI, KPN, LG Electronics, Motorola Solutions, NEC, Neustar, Nokia, NSN, Pantech, Renesas Mobile, BlackBerry, Sony Mobile Communications, T-Mobile, TeliaSonera, TeleCommunications Systems, Telefonica, Thales Communication & Security, U.S. Cellular, U.S. Department of Commerce, Verizon Wireless, Vodafone, ZTE

	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	530044
	Rel-12 TR 22.803 : Study on Proximity-based Services (FS_ProSe)
	Study item predecessor


Justification

The Feasibility Study on Proximity-based Services (FS_ProSe, TR 22.803) has identified services that could be provided by the 3GPP system based on UEs being in proximity to each other. 

The identified services provide support for Public Safety and non-Public Safety services that would be of interest to operators and users. 

Proximity-based applications and services represent an emerging social-technological trend. The introduction of a Proximity Services (ProSe) capability in LTE would allow the 3GPP industry to serve this developing market.

ProSe capabilities will also serve the urgent needs of several Public Safety communities that are jointly committed to LTE, e.g. see SP-120456 (MoU between TETRA & Critical Communications Association (TCCA) & the National Public Safety Telecommunications Council), and S1-121247 (TCCA). 

ProSe normative specification are also requested to enable economy of scale advantages, i.e. the requirements should ensure that the resulting system can be used for both Public Safety and non-Public Safety services, where possible.

Objective:

SA1 objective is to specify service requirements for:
· ProSe Discovery over E-UTRA;

· within network coverage and

· outside network coverage, only for Public Safety 

Discovery within network coverage is limited to the cases under continuous operator network control. Continuous is intended to mean that any use of operator resources, including spectrum, from a specific UE needs to be authorized and fully controlled by the operator network at any time, based on operator choice. 

· ProSe Communication over E-UTRA;

· within network coverage and

· outside network coverage only for Public Safety

Communication within network coverage is limited to the cases under continuous operator network control. Continuous is intended to mean that any use of operator resources, including spectrum, from a specific UE needs to be authorized and fully controlled by the operator network at any time, based on operator choice. 
· EPC support of ProSe Communication over WLAN. 

Direct control of the WLAN link is outside the scope of 3GPP.  However, service requirements that enable the 3GPP EPC to provide network support for connection establishment, maintenance, and service continuity for WLAN direct communication are in scope. These shall have no impact on specifications under the responsibility of TSG RAN.

Service requirements for ProSe Discovery and ProSe Communication will address:

· Continuous network operator control.

· Presence, group communication, broadcast services and relay

The requirements for Public Safety and non-Public Safety services shall be common whenever possible. The service requirements generated by this work will not apply to GERAN or UTRAN. 

NOTES: For the purposes of this WID these two Proximity Services definitions are used:

ProSe Discovery: a process that identifies that a UE is in proximity of another, using E-UTRA. 

ProSe Communication: a communication between two UEs in proximity by means of a communication path established between the UEs. 

The path for discovery and communication could for example be established 

- directly between the UEs

- network based, e.g. routed via local eNB(s).

It is required to include means for operator to apply regulatory requirements (including lawful intercept, as per regional regulation).

SA2 objectives:

3. As part of the TR phase

a. Define the architectural requirements (based on the Stage 1 normative requirements) in order to scope/guide the work in SA2;

b. Develop solutions based on objective a); and

c. Determine which solution(s) from the TR phase to document in normative specifications 

4. Specify selected solutions in relevant specifications.

SA3 objectives:
1. As part of the TR phase

a. Study the threats and security requirements for Proximity Services

b. Develop security solutions based on the work of SA2; and

c. Determine which solution(s) from the TR phase to document in normative specifications 
2. Specify selected solutions in relevant specifications.
Lawful interception aspects will be covered  under the Lawful Interception Rel-12 (UID_570032).

Service Aspects:

Service aspects will be specified.
MMI-Aspects:

Any potential service impacts will be identified. MMI aspects will be defined in later stages. 
Charging Aspects:
Any potential service impacts will be identified. Requirements for flexible charging models (e.g. volume-based charging) will be developed. Charging mechanisms will be defined in later specification stages.

5.4
Study on LTE Device to Device Proximity Services UID_580038
Resources:
R1,R2,R3,R4

	UID
	Name
	Finish
	Comp
	Hyperlink
	Status_Report
	TR

	580038
	Study on LTE Device to Device Proximity Services - Radio Aspects
	06/03/2014
	60%
	RP-122009
	RP-131730
	LTE 36.843


Supporting Companies:
Qualcomm, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, CHTTL, Clearwire, Deutsche Telekom, Dish Network, EADS, Ericsson, ETRI, General Dynamics Broadband, HiSilicon, Huawei, III, Intel, Interdigital, ITRI, KDDI, Kyocera, KT, LG Electronics, Lightsquared, Motorola Solutions, NEC, Nokia, NSN, NTT DoCoMo, Pantech, Renesas Mobile, BlackBerry, Samsung, SK Telecom, Softbank, Sony, Southernlinc, ST-Ericsson, T-Mobile US, TeliaSonera, Thales, US Cellular, US Department of Commerce, Verizon, Vodafone, ZTE
Linked to Rel-12 TR 22.803 Study on Proximity-based Services (FS_ProSe) and new Rel-12 Proximity-based Services (ProSe) Stage 1/2 work
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	530044
	Rel-12 SA1 TR 22.803 Study on Proximity-based Services (FS_ProSe) 
	Stage 1 Study

	580059
	Rel-12 SA1/SA2 Feature Proximity-based Services (ProSe)
	Stage 1 & Stage 2 work item


Justification

The Feasibility Study on Proximity-based Services (FS_ProSe, TR 22.803) has identified valuable services that could be provided by the 3GPP system based on UEs being in proximity to each other. The identified areas include Public Safety and non-Public-Safety services that would be of interest to operators and users. 

Proximity-based applications and services represent an emerging social-technological trend. The introduction of a Proximity Services (ProSe) capability in LTE would allow the 3GPP industry to serve this developing market, and will, at the same time, serve the urgent needs of several Public Safety communities that are jointly committed to LTE (see SP-120456 (MoU between TETRA & Critical Communications Association (TCCA) & the National Public Safety Telecommunications Council), and S1-121247 (TCCA)). 

ProSe normative specification is also important to enable economy of scale advantages, i.e. that the resulting system can be used for both Public Safety and non-Public-Safety services, where possible.
Objectives:
to evaluate LTE device-to-device proximity services, as follows

	
	Within network coverage
	Outside network coverage

	Discovery
	Non public safety & 
public safety requirements
	Public safety only

	Direct Communication
	At least public safety requirements 
	Public safety only


In particular:

1) Define an evaluation methodology and channel models for LTE device-to-device proximity services, including scenarios to compare different technical options to realize proximal device discovery and communication, appropriate performance metrics, and performance targets (e.g. range, throughput, number of UEs supported). [RAN1]

2) Identify physical layer options and enhancements to incorporate in LTE the ability for devices within network coverage: [RAN1]

a) to discover each other in proximity directly in a power-efficient manner 

b) to communicate directly, including enhancements to LTE interference management and scheduling that allow the LTE network to enable, manage, and continuously control all direct, over the air, device to device communications

3) Identify and evaluate options, solutions and enhancements to the LTE RAN protocols within network coverage [RAN2 primary, RAN3 secondary]:
a) to enable proximal device discovery among devices under continuous network management and control, 
b) to enable direct communication connection establishment between devices under continuous network management and control,  
c) to allow service continuity to/from the macro network
4) Consider terminal and spectrum specific aspects, e.g. battery impact and requirements deriving from direct device-to-device discovery and communication [RAN4] 

5) Evaluate, for non public safety use cases, the gains obtained by LTE device-to-device direct discovery with respect to existing device-to-device mechanisms (e.g. WiFi Direct, Bluetooth), and existing location techniques for proximal device discovery (e.g. in terms of power consumption, and signalling overhead)  [RAN1, RAN2]

6) The possible impacts on existing operator services (e.g. voice calls) and operator resources should be investigated [RAN1]

7) For the purposes of addressing public safety requirements, identify and study the additional enhancements and control mechanisms required to realize discovery and communication outside network coverage [RAN1, RAN2]

The identified options/enhancements should reuse the features of LTE as much as possible.

The work will cover: 

· Single and multi-operator scenarios, including the spectrum sharing case where a carrier is shared by multiple operators (subject to regional regulation and operator policy)

· LTE FDD and LTE TDD operations
In this study item, the study of direct communication shall address at least public safety requirements and use cases..

It is assumed that aspects related to service authorization, system level architecture, security, and Lawful Interception are covered in the SA Working Groups.

Security Aspects:
National/regional requirements (e.g. lawful intercept) shall be considered

5.5
Study on Group Communication for LTE UID_610028
Resources:
R2,R3

	UID
	Name
	Finish
	Comp
	Hyperlink
	Status_Report
	TR

	610028
	Study on Group Communication for LTE
	06/03/2014
	70%
	RP-131382
	RP-131627
	LTE 36.868


Supporting Companies:
Alcatel-Lucent, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, AT&T, LightSqaured, SouthernLINC, Qualcomm, US Department of Commerce, Telefonica, General Dynamics Broadband, NSN, Ericsson, IAESI, UK Home Office, Elektrobit, Blackberry, T-Mobile USA, Orange, Vodafone, Motorola Solutions, ITRI, Pantech, CMCC, USCellular, Harris, Huawei, HiSilicon, ZTE, NEC, Samsung

Evaluate ability of LTE to meet public safety requirements agreed in SA for Group communication including PTT. Group Communication is a key functionality of Land Mobile Radio/Private Mobile Radio and public safety systems.

Justification

Group Communication is a key functionality of Land Mobile Radio/Private Mobile Radio and public safety systems. Such functionality exists for voice calls in existing systems such as Tetra, P25 and GSM-R. In the latter, this functionality was specified as Voice Group Call Service Stage 2 (VGCS-TS 43.068). To position LTE as technology for critical communications such as public safety, group communication will be needed.

The Stage-1 work on Group Communication System Enablers for LTE (GCSE_LTE, new TS 22.468) has been completed, with the final version of the specification (S1-133306) sent for 1-step approval at SA#60. The relevant Stage-2 work in SA2 (SP-130158) has also been agreed and the work is ongoing to study a solution at the system level in new R 23.768. 

As the next step, it is important to identify and specify any improvements needed in the RAN level specifications to meet the service requirements specified therein.

Objectives:
to evaluate the ability of LTE to meet the public safety requirements agreed in SA groups for Group communication including PTT:

· Evaluate LTE air-interface when distributing the same content using unicast, to many public-safety -capable UEs taking into account the expected public safety use cases (including voice and multimedia communication);

· Evaluate ability of eMBMS or other mechanisms to provide  group communication for public safety applications. 

· Provide feedback to SA1and SA2 on findings and any further questions based on the analysis in RAN

The following aspects of the group communication requirements generated in SA1 and SA2 should be considered in the evaluation:

· Impact of user mobility to group communication performance;

· High level of availability of the radio connection for the public-safety -capable UE for group communication;

· Scalability of group communication solution;

· Need to support various media, as well as voice;

· Performance, such as Group Communication end-to-end setup time, service joining/acquisition time, and end to end delay for media transport.
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Release 13
	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	620064
	Mission Critical Push To Talk over LTE
	MCPTT
	S1
	NIST


6.1
Study on Isolated E-UTRAN Operation for Public Safety (FS_IOPS) UID_600046
Resources:
S1

	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	18/06/2014
	50%
	SP-130596
	SP#62 updated WID SP-130240=>SP-130596. (changed: Resilient=>Isolated, FS_REOP=>FS_IOPS)
	22.897


Supporting Companies:
General Dynamics Broadband, Harris Corporation, Institute for Information Industry (III), ITRI, Telecom Italia, Thales

Linked to Rel-12 TR 22.803 Study on Proximity-based Services (FS_ProSe) and Features: Proximity-based Services (ProSe) & Group Communication System Enablers for LTE (GCSE_LTE).

	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	530044
	Study on Proximity-based Services (FS_ProSe) TR 22.803
	Specifies system enablers for the 3GPP system to support proximity discovery and communication for Public Safety

	560020
	Group Communication System Enablers for LTE (GCSE_LTE)
	Specifies system enablers for the 3GPP system to support group communication for Public Safety

	580059
	Proximity-based Services (ProSe)
	Specifies system enablers for the 3GPP system to support proximity discovery and communication for Public Safety


Justification

Many national and international Public Safety organisations have endorsed or are considering LTE as the next generation technology either to augment their existing systems, or to provide a future migration path.

In many critical incident related scenarios, the benefit of ensuring the ability to communicate between Public Safety officers on the ground will be of the utmost importance, even though they may be moving in and out of LTE network coverage or following the loss of backhaul communications.

To provide voice, video, and data communication service for Public Safety officers who are out of LTE network coverage, the Public Safety authorities may deploy a mobile command post equipped with an eNB or set of eNBs to facilitate communications for nearby Public Safety UEs beyond what is provided by Proximity Services in UE-to-UE direct communication mode. The eNB within a mobile command post could be either a single autonomous eNB without a backhaul link to the core network or a set of eNBs without backhaul links but linked to each other.

Alternatively, where an unexpected incident interrupts the backhaul and/or the link(s) between the eNBs it is also important to ensure the ability of Public Safety officers to communicate. If such a situation arises the eNBs are expected to provide isolated operation with rapid dynamic reconfiguration of the system in support of mission critical operations.

In both of the above scenarios it is vital to support recoverable mission critical network operations regardless of the existence of the backhaul link. When the backhaul link to the core network is unavailable, Public Safety eNB(s) could either operate autonomously or coordinate with other nearby eNB(s) to provide locally routed communications for nearby Public Safety UEs within a region. For example, it is undesirable for a UE in a mission critical situation to have to re-establish communications following the loss/recovery of backhaul link(s) especially when the backhaul link(s) are intermittently available; handling the dynamics of this loss and resumption is important. Furthermore, ProSe and GCSE_LTE have defined requirements for public safety discovery and communications (including group communications) in the cases of no network coverage and of full (E-UTRAN and EPC) network coverage. The need for discovery and group communications have to be considered in the case that eNB(s) with no EPC connectivity is(are) supporting LTE network coverage for a collection of UEs deployed to a public safety incident.

The benefits of exploiting locally routed communications for Public Safety UEs include:

1. The communications range achievable between Public Safety UEs may be enhanced compared with direct communications using Proximity Services.

2. Public Safety eNB(s) permanently or temporarily without backhaul can act as a radio resource manager for ProSe communications between Public Safety UEs to reduce interference and increase system capacity.

3. E-UTRAN could offer additional benefits by extending the network architecture, e.g.:

i. With LIPA like features

ii. For an eNB that has temporarily lost its backhaul, re-routing of the backhaul traffic to an eNB that still has a backhaul.

Objective:
to study use cases and identify potential requirements for isolated E-UTRAN operation in support of mission critical network operations. Initial scenarios (but not excluding scenarios arrived at during the study) would include:

1. an eNB either permanently or temporarily without connection to the backhaul;

2. a set of eNBs either permanently or temporarily without connection to the backhaul but with connection(s) to each other;

3. a set of eNBs temporarily without connection to the backhaul and without connection to each other.

This study shall aim at avoiding UE impact by reusing existing UE requirements whenever possible. Should existing UE requirements not be sufficient or applicable, new UE requirements may be considered.

The security of the network shall not be compromised by the introduction of the functionality described above.

This study should aim at minimising impact on requirements for ProSe and GCSE_LTE.

This study should aim at re-using existing standardised functionality as much as possible.

MMI-Aspects:
The study will identify whether there is any information that needs to be provided to the user.
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.

6.2
Mission Critical Push To Talk over LTE (MCPTT) UID_620064
Resources:
S1

	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TS

	620064
	Mission Critical Push To Talk over LTE
	17/09/2014
	0%
	SP-130728
	NIST
	-
	Stage 1

	620164
	Stage 1
	17/09/2014
	0%
	SP-130728
	NIST
	-
	new TS 22.179


Supporting Companies:
US Department of Commerce, Home Office, AT&T, T-Mobile USA, Telefónica, Vodafone, Alcatel Lucent, NSN, Ericsson, KPN, BMWi, Blackberry, General Dynamics Broadband, Deutsche Telekom, Cisco, Fujitsu, Qualcomm, Motorola Solutions, Harris Corp., Intel

Complements Rel-12 FS_ProSe/ProSe and GCSE_LTE. External requirements: FIRSTNET (US), UK Home Office, OMA, TCCA (TETRA and Critical Communications Association)
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	530044
	Study on Proximity-based Services (FS_ProSe)
	TR 22.803 Complementing Study

	580059
	Proximity-based Services (ProSe)
	Complementing Feature

Stage 1 in TS 22.115, TS 22.278; 

	560020
	Group Communication System Enablers for LTE (GCSE_LTE)
	Complimentary Feature

Stage 1 in TS 22.468; 


	Source of external requirements (if any)

	Organization
	Document

	FIRSTNET
	Push to Talk over LTE requirements for United States public safety

	UK Home Office
	Push to Talk over LTE requirements for United Kingdom public safety

	TCCA
	Information about the system improvements requirements for the adoption of LTE for mission/business critical communications

	OMA
	Push to talk over Cellular Requirements, Version 1.0 (09 Jun 2006)  OMA-RD-PoC-V1_0-20060609-A;

Push to talk over Cellular Requirements, Version 2.0 (02 Aug 2011)  OMA-RD-PoC-V2_0-20110802-A; and

Push to talk over Cellular 2.1 Requirements (02 Aug 2011)  OMA-RD-PoC-V2_1-20110802-A


Justification

Mission Critical Push To Talk is an essential functionality of public safety communication systems; for example, those systems widely deployed using Land Mobile Radio (LMR) technology such as TETRA, Project 25 (P25), TETRAPOL and GSM-R.

Agreement has been reached by 3GPP that LTE should support effective means for group communication services and proximity services, which are essential to position LTE as the future technology for critical communications users including public safety first responders as well as other users such as utility companies and railways.  
Service requirements for Group Communication System Enablers for LTE (GCSE_LTE, TS 22.468) and Proximity Services (ProSe, TS22.278, TS22.115) were approved in June 2013.  While these service requirements provide essential LTE enablers for communications independent of any particular type of media, specific service/system/EPS/application requirements are needed for development of network and application architectures, security, RAN aspects, and network and application protocols to support Mission Critical Push To Talk over LTE (MCPTT).

Sources of input requirements for MCPTT include:

· The First Responder Network Authority (Firstnet) – the government network operator for the public safety community in the United States.

· The United Kingdom Home Office – the office responsible for the development of the next generation public safety communications system in the UK.

· The work of the National Public Safety Telecommunications Council (NPSTC) – an organization made up of all the major public safety organizations in the United States). 

· The TETRA and Critical Communications Association (TCCA), which is considering LTE for Mission Critical Push to Talk.

· The Association of Public safety Communications Officials (APCO) Global Alliance, which has also endorsed LTE as the technology of choice for public safety communications worldwide. 

· Telecommunications Industry Association (TIA) is considering LTE for critical communications involving LTE mission-critical voice service and interworking with P25 and is creating related requirements for PTT (TIA-4973.201, “Requirements for Mission Critical PTT and Related Supplementary Services”).

· Open Mobile Alliance (OMA) has defined Push to talk over Cellular (PoC) specifications with several components that could provide partial support for Mission Critical Push to Talk.

· European Telecommunications Standards Institute (ETSI) TC TETRA and Critical Communications Evolution (TCCE) has opened a work item: DTR/TETRA-01203, User Requirements Specification Mission Critical Broadband Communications Part 2 Critical Communications Application.

Other regional requirements not listed may also be reflected in the work. 

While previous such standards have often been regional, there is a strong desire for the next generation of Mission Critical Push To Talk to be based on a single, widely adopted global standard.

There is no overlap foreseen with OMA work on PoC for Stage 1 requirements.

Objective

The SA1 objective is to specify the Stage 1 requirements for a Push To Talk functionality to support Mission Critical voice communication over LTE that can be used by public safety and commercial uses (e.g., utility companies and railways).

To accomplish this objective SA1 needs to specify the requirements that are relevant to improve the E-UTRAN, EPC and application-layer functionality, including applications supported by UEs and external network elements (e.g. Application Servers) supporting Mission Critical voice for LTE.

Requirements for MCPTT will include the following areas: 

· Push To Talk (PTT) group and PTT individual communications involving the EPS and external networking and application interaction;

· Services, including talker identification, location, and emergency alerting for mission critical voice communication;

· Voice/audio quality;

· Special privilege handling (For console interaction - e.g., override, monitor, exception handling, etc);

· Service availability;

· Floor control, priority and pre-emption;

· Performance, including call establishment times and permission to talk request to permission granted times;

· Use of GCSE_LTE;

· Use of Proximity Services (ProSe);

· Interconnection with voice systems, including cellular and the PSTN, as well as private/land mobile radio;

· Security, including confidentiality of mission-critical voice communications;

· Charging/billing and system management considerations;

· Management of Mission Critical PTT communications;

· Presence service, including interaction with other communication services.

MCPTT should aim at re-using existing, standardized functionality when possible and justified.  
Service Aspects:
Service aspects will be identified

MMI-Aspects:

Not applicable

Charging Aspects:
Will be identified in this work item

Security Aspects:
Security aspects will be identified
20
Features / Studies
	UID
	Name
	Acronym
	Resource
	WI_rapporteur
	New TS_TR

	0
	Release 11
	-
	-
	-
	

	550012
	Public Safety Broadband High Power UE for Band 14 for Region 2
	
	R4,R5
	Motorola Solutions
	TR 36.837

	0
	Release 12
	-
	-
	-
	

	530044
	Study on Proximity-based Services
	FS_ProSe
	S1
	Qualcomm
	TR 22.803

	560020
	Group Communication System Enablers for LTE
	GCSE_LTE
	S1,S2,S3
	NSN
	TS 22.468, TR (23.768, 33.8xy)

	580059
	Proximity-based Services
	ProSe
	S1,S2,S3
	Qualcomm
	TS 23.303, TR (23.703, 33.833)

	580038
	Study on LTE Device to Device Proximity Services - Radio Aspects
	-
	R1,R2,R3,R4
	Qualcomm
	TR 36.843

	610028
	Study on Group Communication for LTE
	FS_LTE_GC
	R2,R3
	Alcatel-Lucent
	TR 36.868

	0
	Release 13
	-
	-
	-
	

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	FS_IOPS
	S1
	General Dynamics 
	TR 22.897

	620064
	Mission Critical Push To Talk over LTE
	MCPTT
	S1
	NIST
	


TSG#62 work items completed / stopped

Annex A:
Change history

	Change history

	Date
	Subject/Comment
	Ver.

	2013-12
	1st draft despatched to TSGs/MCC for input / comment
	0.0.1

	2014-02
	Added Rel-13 work items
Changed Title & Scope from

3GPP Public Safety

to
LTE for Public Safety (authority-to-authority) communications
	0.0.2
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