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* * * First Change * * * *

8.2.3.20
Access-Authorization-Flags

The Access-Authorization-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 8.2.3.20/1:
Table 8.2.3.20/1: Access-Authorization-Flags
	Bit
	Name
	Description

	0
	EPC-Access-Authorization
	This bit, when set, indicates that the UE is allowed to access the EPC when connected via Trusted WLAN access. This flag, when not set, indicates that the UE is not allowed to access EPC when connected via Trusted WLAN access. 

	1
	NSWO-Access-Authorization
	This bit, when set, indicates that the UE is allowed Non-Seamless WLAN Offload access via Trusted WLAN access. This flag, when not set, indicates that the UE is not allowed to Non-Seamless WLAN Offload via Trusted WLAN access.

	NOTE: 
Bits not defined in this table shall be cleared by the sending HSS and discarded by the receiving 3GPP AAA Server.


NOTE: UE is allowed to access the EPC when connected via Trusted WLAN access only if the Non-3GPP-IP-Access-APN AVP does not disable all APNs and the EPC-Access-Authorization bit is set.
* * * End of Change * * * *

