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Introduction
During the previous CT Plenary meeting #60 in Oranjestad a discussion about organisation of CT, with a special focus on CT Working Group 6 has been started, initiated by a statement from Research in Motion / Blackberry according to which the workload and the number of attendees in CT WG6 has been decreasing over time and thus a re-organisation of the work of CT6 and possibly CT in total may be beneficial.

As a result of this discussion it has been decided to collect and summarise the statistics about attendance, number of documents and number of work items for CT6, respectively T3, which are available in document CP-130528. 
Situation in CT WG6

The figures show, that the number of attendees has been relatively stable since CT6#41 (November 2006) / CT6#42 (February 2007). It also shows that the number of work items has been low except at the very beginning of T3 in Rel99.

The average number of documents per meeting is 126, the average number of work items per release since rel-4 is 4 and the average number of attendees since CT6#42 is 24.
Not looking at only the numbers in CT WG6 but more on the split of work within CT it is obvious that CT WG6 has less workload than the other CT working groups. This is certainly caused by the very limited scope of work of CT WG6 only covering the smart card aspects and the related interface between the mobile equipment and the smart card and the related testing aspects. 
Concerning the testing aspects the situation is also currently a bit unclear, due to the recent discussion in CT Plenary about the work on ISIM testing and how much this is or could be covered by RAN WG5.
During previous CT plenary meetings there were completely opposite discussions about the increasing workload in other CT working groups, especially CT WG1, leading to overload situations.

The driving principles for the options described in the following paragraphs are a gathering of CT security aspects in CT6 and an improved load balancing across CT WGs:
Option 1 – Moving topics from CT WG1 to CT WG6

Considering this situation, especially the low workload in CT WG6 and the overload in CT WG1 and also considering the nature of work items and scope of work in those 2 groups it could be a solution to transfer responsibility of some work from CT WG1 to CT WG6. A similar idea has also been listed as one possible option in the email sent by Research in Motion / Blackberry on the CT email reflector on the 26th of August.

Looking into the current scope of work, CT WG1 has as the main scope the interface between the Network and the Mobile Equipment whereas CT WG6 covers the interface between Smart Card and Mobile Equipment. A more detailed view on the single aspects covered by CT WG1, shows that there are several topics which are basically only Mobile Equipment related. These are:
· Mobile station remote configuration
· AT command set for the UE
And possibly also
· Management Objects associated with the protocols under CT WG1 responsibilities
Option 2 – Summarizing topics and move them under responsibility of CT WG6
An additional option to re-organise the workload between the CT working groups could be to transfer responsibility for specific topics. One example for this approach could be to summarize all security topics and move them under responsibility of CT WG6. This would move additional aspects from CT WG1, but also from CT WG4.

From CT WG1 possibly:

· Ua, Ub, Upa interface for Generic Authentication Architecture (GAA)
· H(e)NB control and interworking
From CT4 possibly:

· Stage 3 of Security (Authentication, Authorisation, Administration)
· Stage 3 of Subscriber Certificates for Generic Authentication and Authorisation
This is just a very preliminary view and would require more work to define the details of such an approach.
Option 3 – Integrate work covered by CT WG6 into CT WG1 
It could also be an option to move the work of CT WG6 under the responsibility of CT WG1. This would most probably require a sub-working group due to the nature of topics and the expertise needed. This approach would then increase the overload situation in CT WG1 and would also not solve the issue of travel expenses and resources needed, as the nature of work requires special expertise. The approach would then probably be comparable with the current situation in SA3 with the sub-working group for SA3-LI.

Option 4 – Change nothing

To change nothing could also be an option. Considering the numbers and the evaluation done in the introduction part, it is still reasonable to have a dedicated working group of experts for the smart card applications.

Conclusion
The best solutions seems to be a combination of Option 1 and Option 2, hence moving some Mobile Equipment topics from CT WG1 to CT WG6 and also summarize as an example the security topics in CT WG6.

Additionally, a more balanced workload between the working groups would help to achieve faster and possibly better solutions, as more time can be spent to discuss topics. As another aspect, a broader scope and thus a broader attendance in CT WG6 may help achieving a broader discussion and eventually a better understanding in more companies about what are the current smart card issues and as well as why the smart card is an important element in the 3GPP architecture. 
Annex 1: 

List of aspects covered by CT WG1 as currently listed on the 3GPP web site and just recently agreed as the scope of work at CTplenary #58:
· Mobility Management, Call Control, Session Management, and Location services L3 signalling between the user equipment and the core network;

· Mobile Radio L3 stage 3 (3GPP TSs 24.008 and 24.301);

· Application and extension of SIP, SDP, XCAP as call control and service enabling protocols for the IMS for all applicable access technologies (3GPP TS 24.229 and others);

· Interaction of SIP related procedure with GPRS / EPS procedures;

· Integration of non-3GPP access protocols to the 3GPP CN (3GPP TSs 24.302 and 24.301);

· Interworking with fixed-broadband access; 

· Access Transfer technologies (DRVCC/SRVCC);

· Circuit Switched Fallback (CSFB);

· Location mobility between 3GPP WLAN and 3GPP GPRS/SAE (3GPP TS 24.327);

· Voice Broadcast (Group) Service;

· EPC and 3G related Machine-to-Machine communication aspects;

· Cell Broadcast System and Public Warning Systems (3GPP TS 23.041);

· Mobile station remote configuration;

· Integration of WLAN in 3GPP mobile environment at the radio interface;

· MM part of the MS idle mode functionality;

· CN side of the Iu reference point;

· SGSN-VLR (Gs) interface;

· MME-VLR (SGs) interface;

· Mobile Radio L3 requirements (3GPP TS 24.007);

· AT command set for the UE;

· Point-to-point Short Message Service (SMS) stage 2 and stage 3 (3GPP TSs 23.038, 23.039, 23.040, 23.042, 24.011 and 24.341);

· Ua, Ub, Upa interface for Generic Authentication Architecture (GAA);

· H(e)NB control and interworking;

· Multimedia telephony, supplementary services and advanced services for IMS – stage 2 and stage 3;

· Application Server architecture for the IMS – stage 2 (3GPP TS 23.218);

· Interworking with other networks (e.g. handover and roaming) together with CT3 and CT4;

· Signalling between the Core network nodes placed under its responsibility together with CT4;

· Management Objects associated with the protocols under CT1 responsibilites.

Annex 2:

List of aspects covered by CT WG4 as currently listed on the 3GPP web site and just recently agreed as the scope of work at CTplenary #58:

CT4 is responsible for the following core network feature specifications:

· Stage 2 and (jointly with CT3) stage 3 specifications of the Bearer Independent Architecture;

· Stage 2 and stage 3 (between Core Network entities) of Mobility Management within the Core Network;

· Stage 2 and stage 3 (between Core Network entities) of Circuit-Switched Call Control within the Core Network, e.g. Basic Call Handling;

· Stage 2 of the restoration procedures of the Core Network entities;

· Profiling of Call Control Protocols defined outside 3GPP to be used within the Core Network, e.g. BICC, SIP-I;

· Stage2 (jointly with CT3) and Stage 3 of MGW control protocol and profile definition (H.248 based);

· Stage 3 (between network entities) of GPRS (e.g. Interfaces based on GTP, MAP and Diameter);

· Stage 3 (between network entities) of EPC (e.g. Interfaces based on GTP, PMIP and Diameter);

· Stage 2 and stage 3 of Supplementary Services in the CS Domain;

· Stage 2 and stage 3 of Mobile Number Portability;

· Stage 2 and stage 3 of Subscriber Data Management i.e. Numbering, Addressing and Identification and the Organisation of the Subscribers Data;

· Stage 2 and stage 3 of Transcoder Free Operation (TrFO) - OoBTC (in conjunction with SA4);

· Stage 2 and stage 3 of CAMEL;

· Stage 3 of Location Services;

· Stage 3 of Security (Authentication, Authorisation, Administration);

· Stage 3 of WLAN – UMTS, EPS - WLAN interworking; 

· Stage 3 of Subscriber Certificates for Generic Authentication and Authorisation;

· Stage 2 (jointly with SA2) and Stage 3 of the Generic User Profile (GUP);

· Stage 3 (jointly with CT3) specifications of the IP Multimedia Subsystem (IMS); and

· Stage 3 on DNS procedures within 3GPP
CT4 is responsible as a “protocol steward” for the following IP related protocols. This involves: analyzing, validating, extending (if necessary), clarifying how they are used, specifying packages and their parameter values:

· AAA protocols;

· Security protocols;

· SIGTRAN;

· Subscriber Data Management in the HSS and HSS-Core Network entities and the protocols to support it;

· Diameter protocol codes, in particular requesting Application IDs from IANA;

· AVP result codes and, in particular, reserving AVP codes from the 3GPP specific range;

· Experimental result codes, in particular, reserving Experimental Result Codes from the 3GPP specific range.

