Page 1



3GPP TSG CT Meeting #60
CP-130408
Oranjestad, Aruba; 12 – 14 June 2013                                          Revision of C1-131665
	CR-Form-v10

	CHANGE REQUEST

	

	(

	24.611
	CR
	0032
	(

rev
	4
	(

Current version:
	11.2.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/Change-Requests.

	


	Proposed change affects: (

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:
(

	PSAP callback ICB suppression

	
	

	Source to WG:
(

	Ericsson, ST-Ericsson

	Source to TSG:
(

	Alcatel-Lucent

	
	

	Work item code:
(

	EMC_PC
	
	Date: (

	2013-06-12

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	Communication barring shall according to 22.101 be prevented for a PSAP callback. This can be done either by AS functionality or by supressing the AS invocation with a filter criterion.

	
	

	Summary of change:
(

	Add a procedure for the AS to suppress barring on PSAP callback.

Add an example filter criterion, and text stating that this criterion can be used if the AS does not support suppression of PSAP callback.
Two minor editorials are corrected.

	
	

	Consequences if 
(

not approved:
	PSAP callback feature not complete.

	
	

	Clauses affected:
(

	2, 3.2, 4.5.2.6.1, Annex B

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
(

	


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services, Stage 1".

[2]
3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[3]
3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[4]
ETSI TS 183 038: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN Simulation Services; Extensible Markup Language (XML) Document Management; Protocol Specification (Endorsement of 
OMA-TS-XDM-Core-V1-0-20051103-C and OMA-TS-XDM-Shared-V1-0-20051006-C)".
[5]
IETF RFC 4566: "SDP: Session Description Protocol".

[6]
3GPP TS 24.623: " Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary Services".
[7]
Void.
[8]
Void.
[9]
3GPP TS 24.604: "Communication Diversion (CDIV); using IP Multimedia (IM)Core Network (CN) subsystem; Protocol specification".

[10]
3GPP TS 24.628: "Common Basic Communication procedures using IP Multimedia (IM)Core Network (CN) subsystem; Protocol specification".

[11]
Void.
[12]
3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents".
[13]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".
[14]
IETF RFC 3323: "A privacy Mechanism for the Session Initiation Protocol (SIP)".
[15]
IETF RFC 3455: "Private Header (P-Header) Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP)".
[16]
IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences".

[17]
OMA-TS-XDM-Core-V1-0: "XML Document Management (XDM) Specification", 
Version 1.0. OMA-TS-XDM-Core-V1-0-1-20061128-A.pdf.

[18]
IETF RFC 5079 (2007): "Rejecting Anonymous Requests in the Session Initiation Protocol (SIP)".

[19]
ETSI TS 183 011 V1.3.0: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN simulation services: Anonymous Communication Rejection (ACR) and Communication Barring (CB); Protocol specification".
[20]
3GPP TS 24.238: "Session Initiation Protocol (SIP) based user configuration; stage 3"

[xxx]
draft-ietf-ecrit-psap-callback-09 (March 2013): "Public Safety Answering Point (PSAP) Callback".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

***** Next change *****
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:
ACR
Anonymous Communication Rejection

AP
Authentication Proxy

AS
Application Server

CB
Communication Barring

CDIV
Communication DIVersion services

CONF
CONFerence calling

ECT
Explicit Communication Transfer

HOLD
communication session HOLD
ICB
Incoming Communication Barring

IFC
Initial Filter Criteria
IP
Internet Protocol

MCID
Malicious Call IDentification

OCB
Outgoing Communication Barring

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

PSAP
Public Safety Answering Point
S-CSCF
Server - Call Session Control Function

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UE
User Equipment

XCAP
eXtended Camel Application Part

XML 
eXtensible Markup Language
***** Next change *****
4.5.2.6.1
Actions for ICB at the terminating AS
The AS providing the ICB service shall operate as either an AS acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [2] or an AS providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [2]. An AS providing the ICB service and rejecting the request shall operate as a terminating UA, as specified in subclause 5.7.2 of 3GPP TS 24.229 [2].

NOTE:
For the case when the session is not subject to ICB according the requirements in this document, and is the only service being applied by the AS, then the AS only needs to act as a SIP proxy. If additional services are applied, then the AS might need to act as a routeing B2BUA.
The AS shall based on local policy to handle PSAP callbacks  suppress ICB when the received initial INVITE request towards the served user is identified as a PSAP callback.

The mechanism to identify an INVITE request as a PSAP callback depends on local policy and can be based on the PSAP callback indicator specified in draft-ietf-ecrit-psap-callback [xxx].
The AS providing the ICB service shall reject incoming calls when the evaluation of the served users incoming communication barring rules according to the algorithm as specified in subclause 4.9.1.2 evaluates to (allow="false"). For the purpose of ICB, the AS shall evaluate the "cp:identity" and "ocp:external-list" conditions against the calling party identity taken from the P-Asserted-Identity header field or additionally taken from the From header field or the Referred-By header field.
The dynamic ICB is a network option to extend the ICB functionality:

To bar an incoming communication, the AS providing the dynamic ICB service receives from the terminating UE:

-
a 603 (Decline) response including a Reason header field containing 603 Decline 
-
a BYE request including a Reason header field containing 603 Decline or

-
an initial INVITE request including a SSC command.

The AS providing the dynamic ICB service shall store the following information:

-
Actual identity of caller: Network asserted identity of the calling user which is stored in the network and additionally the identity included within the From header (defined in IETF RFC 3261 [21]). If the received identity is a restricted identity (a Privacy header field with the values "user", "header" or "id") then the actual identity of the caller shall never be presented or be accessable (e.g. via the blacklist maintenance) to the served user.

NOTE 2:
If the barred caller has requested privacy (e.g. by subscribing to ORI service) the served user may just see "Anonymous" or "Unknown". However the served user can invoke dynamic ICB since the network knows the true identity of the caller. To facilitate the management of the list of barred callers, the served user may use the reason field to identify the barred caller.

-
Start and end date for barring: Define the duration of barring. If not provided, it implies that the caller should be barred permanently or for a maximum lifetime which is set by the network operator preferences.

Depending on operator policy, the following information may be additionally provided by the user at the time of barring and shall be associated by the AS with the actual identity:

-
Reason: The reason for barring (e.g. "Telemarketer"), and

-
Published identity of caller: This consists of the actual identity of the caller; "a valid SIP URI", or "private user identity", or "anonymous" if the caller has opted for privacy. This identity is conveyed by P-Asserted Identity or as an option by the From header (defined in IETF RFC 3261 [21]).

The ACR service is a special case of the ICB service and is expressed as the following rule: 

-
Condition: =anonymous, Action: allow=false.

For any rule set that evaluates to (allow="false") and where one of the matching rules contained the anonymous condition, the AS shall execute the procedures as specified in subclause 4.5.2.6.2.

When the AS providing the ICB service rejects a communication, the AS shall send an indication to the calling user by sending a 603 (Decline) response Additionally, before terminating the communication the AS can provide an announcement to the originating user. The procedure of invoking an announcement is described within 3GPP TS 24.628 [10].

***** Next change *****
Annex B (informative):
Example of filter criteria 

This annex provides an example of a filter criterion that triggers SIP requests that are subject to initial filter criteria evaluation. 

When the initial request matches the conditions of the next unexecuted IFC rule for the served user which points to the ACR service and the P-Asserted-Identity header is set to "id", "header" or "user" or "critical", the communication is forwarded to the AS.

An example of an Initial Filter Criteria (IFC) Trigger Point configurations under the assumption that the ACR service is a standalone service that can be invoked by a very specific triggerpoint active at the destination S-CSCF:

· (Method="INVITE" AND [Header="P-Asserted-Identity"] AND [Header="Privacy", Content="id"]); or 

· (Method="INVITE" AND [Header="P-Asserted-Identity"] AND [Header="Privacy", Content="header"]); or 

· (Method="INVITE" AND [Header="P-Asserted-Identity"] AND [Header="Privacy", Content="user"]); or 

· (Method="INVITE" AND [Header="P-Asserted-Identity"] AND [Header="Privacy", Content="critical"]).

NOTE 1:
The coding of the Initial Filter Criteria is described in 3GPP TS 29.228 [12].

NOTE 2:
In this case there is a one to one relationship with the conditions that express the rejection cases for the ACR service as specified in subclause 4.5.2.6.1 "Action for ACR at the terminating AS".

NOTE 3:
In practice it is more likely that all INVITE requests are forwarded to the AS, because there is more services to execute then ACR alone. This is already apparent when the combined service ACR/ICB is deployed.
If the AS cannot suppress ICB for for a call identified as a PSAP callback, an IFC bypassing the ICB AS can be used. An example IFC using the PSAP callback indicator specified in draft-ietf-ecrit-psap-callback [xxx] is:

· -Method:

"INVITE" and not Priority header field with a "psap-callback" header field value.
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