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Release 11 Submission form

	Feature / Item:
	Work Item - BBAI_BBI-CT (Unique ID 530012)

	Affects:
	UE/MS:


	CN:X

	UTRAN:


	GERAN:


	E-UTRAN

(LTE):

	Expected Completion Date:
	TSG CT#58, Dec 2012

	Service(s) impacted:
	Home (e)Node B – Security Gateway Interface at 3GPP System-Fixed Broadband Access Network Interworking

	Specification(s) affected:
	TS 29.139

	Task(s) within work which are not complete:
	- 
Tunnel management procedure for H(e)NB access at NAT remapping.  

- 
NAT public address discovery procedure for H(e)NB access.

	Consequences if not included in Release 11:
	3GPP System-Fixed Broadband Access Network Interworking cannot be supported over Home (e)Node B – Security Gateway Interface in a standardized manner for Release 11.  This may lead to different implementations and possible interoperability issues.
However, the remaining aspects of the WI (i.e. 3GPP System-Fixed Broadband Access Network Interworking over WLAN) are completed. If the above unfinished work is not included, the  remaining parts are still a feasible feature within Rel-11


Abstract of document:

The technical specification 29.139 specifies the H(e)NB – SeGW interface. The interface is used for the interworking between a 3GPP system and a Fixed Broadband Access network defined by Broadband Forum. The interworking procedure provides the IP connectivity to a 3GPP UE using a H(e)NB connected to a Fixed Broadband Access network as specified in 3GPP TS 23.139. The specification covers the QoS aspects and Tunnel management procedures. 
Contentious Issues:

- 
It is FFS if procedures for static IP address allocation in the H(e)NB needs to be specified. 
- 
Procedures for H(e)NB NATed Tunnel-IP address discovery are FFS. If SA2 indicates that network based approach for NAT public address discovery is needed, tunnel management procedures need to be updated accordingly. 
· Network procedures upon NAT remapping is FFS (LS sent to SA2): 

- It is FFS how the H(e)NB and SeGW shall handle NAT remapping (e.g. H(e)NB tears down the IKEv2 SA and re-establishes the IPsec tunnel, Dynamic address update as specified in IETF RFC 5996 [5], or using MOBIKE to update the IKEv2 SA as specified in IETF RFC 4555 [7]); 
- It is FFS how the H(e)NB gets the modified NATed IP address information and inform the changes to the MME/SGSN after NAT remapping.
