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-------------------------------------------- 1st change --------------------------------------------
5.3
Application Server (AS)

To be compliant with this document, a AS shall implement the role of a SCC AS (see subclause 6.3,  subclause 7.3, subclause 8.3, subclause 9.3, subclause 10.3, subclause 11.3 and subclause 12.3).
The SCC AS also handles SDP media description conflicts according to subclause 6A.5.

-------------------------------------------- 2nd change --------------------------------------------
6A.5
SDP media description conflict between target and remote access leg
When the SCC AS receives an SDP offer on the target access leg, the SDP media descriptions on the target access leg and the remote access leg, can be in conflict. The way how the SCC AS resolves the conflict is implementation dependent.

NOTE 1:
Examples of conflicts are when, for a given media type, different IP versions are used on each access leg, or when the same payload type number has been assigned to different codecs on each access leg.
NOTE 2:
An example on how to solve a conflict can be that transcoding functionality is enabled by inserting an MRF. Another example is that 488 (Not Acceptable Here) response is sent with the correct SDP media description.
------------------------------------------- End changes ------------------------------------------

