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4.4.1
General

Network discovery can be performed in three ways: 

1)
if the "HPLMN Direct Access Indicator" as specified in subclause 7.11 allows direct access, then direct connection from the I-WLAN to HPLMN using internet where authentication has been performed using a none IEEE 802.1x authentication mechanism;

2)
via a PLMN using IEEE 802.1x authentication access; or

3)
via IEEE Std 802.11u™-2011 [23] ANQP.

In case 1) the WLAN UE once it has obtained I-WLAN access shall perform tunnel management procedures per the clause 8 to access the HPLMN.

In case 2) when IEEE 802.1x authentication mechanisms are used, the network discovery procedure shall be executed between the WLAN UE and the local AAA for the purpose of sending to the WLAN UE the supported PLMNs list for WLAN access for the manual selection procedure. The WLAN UE shall support the identity selection hints for EAP procedure as specified in IETF RFC 4284 [12]. The WLAN UE shall send the alternative NAI to the local AAA to trigger the network discovery procedure. If the I-WLAN is unable to route the WLAN UE's EAP authentication signalling to the 3GPP AAA server based on the NAI sent in the initial EAP-Response/Identity message and if the local AAA:

a)
supports identity selection hints for EAP procedure as described in IETF RFC 4284 [12], then the I-WLAN sends a subsequent EAP-Request/Identity message to the WLAN UE including the supported PLMNs list for WLAN access; or

b)
does not support identity selection hints for EAP procedure as described in IETF RFC 4284 [12], then the I-WLAN sends an EAP-Failure message to the WLAN UE.

In case 3) for WLANs and WLAN UEs that support IEEE Std 802.11u™-2011 [23], the WLAN UE shall use ANQP to trigger the sending of the generic container. If the WLAN supports advertisement of PLMNs via IEEE Std 802.11u™-2011 [23] the WLAN shall send back an ANQP response to the WLAN UE including the supported PLMNs list, using the format defined in Annex A. If the WLAN UE receives alternative ANQP responses, where the "Info ID" is not "3GPP Cellular Network information", the behaviour of the WLAN UE is outside the scope of this specification.

NOTE:
How the WLAN system obtains the Supported PLMN list when using IEEE Std 802.11u™-2011 [23] procedures is outside of the scope of this specification.

For PLMNs that support emergency optimizations, this is indicated via the inclusion of the emergency specific service realm as defined in 3GPP TS 23.003 [1A].

