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	Reason for change:
(
	5.7.1.3A.2 of TS 24.229 describes how the Orinating AS shall determine the served user identity depending on its support of P-Served-User and History-Info and the presence of these headers in the received request. However, according to the text, the AS may use the identity received in the P-Asserted-Identity in case of a diverted call which is not correct. 
5.7.1.3A.3 of TS 24.229 describes how the Terminating AS shall determine the served user identity depending on its support of P-Served-User and History-Info and the presence of these headers in the received request. Howver, the case where the AS does support neither P-Served-User header nor the History-Info header is not described.

	
	

	Summary of change:
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	5.7.1.3A.2 is modified to consider the case where the AS does support neither P-Served-User header nor the History-Info header

5.7.1.3A.3 is modified so that the P-Asserted-Identity is not taken to determine the case where the request has been diverted.
Modifed the text:

· To no more rely on the reception of the “Session case” info by the AS. The text now just says that History-Info has precedendce over the P-Asserted-ID as the Request may be have been forwarded.

· Ediorial corrections
· Made the text simpler and shorter.
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******************* BEGUIN CHANGE ************************
5.7.1.3A.2
AS serving an originating user

If an AS receives a request on behalf of an originating user:

-
and the AS supports the P-Served-User header field as defined in RFC 5502 [133], the AS shall determine the served user by taking the identity contained in the P-Served-User header field if available;
-
otherwise, if the AS supports the History-Info header field as defined in RFC 4244 [66] the AS shall determine the served user from the content of the History-Info header field if available;and
-
otherwise, the AS shall determine the served user by taking the identity contained in P-Asserted-Identity header field.
5.7.1.3A.3
AS serving a terminating user

If an AS receives a request on behalf of a terminating user:

-
and the AS supports the P-Served-User header field as defined in RFC 5502 [133], the AS shall determine the served user by taking the identity contained in the P-Served-User header field if available; 
-
otherwise, if the AS supports the History-Info header field as defined in RFC 4244 [66] the AS shall determine the served user from the content of the History-Info header field, if available, or from the content of the Request-URI; and
· otherwise, the AS shall determine the served user from the content of the Request-URI. 
******************* END CHANGE ************************





































































